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09:00 ~ 10:30 Opening Plenary Session

11:00 ~ 12:30 Concurrent Sessions (Peering Track ~ SPAM ~ Addressing &
Renumbering ~ Routing/Operations ~ APNIC Database SIG -
APNIC IPV6 SIG)

14:00 ~ 15:30 Concurrent Sessions (Peering Track ~ SPAM ~ Access »
Routing/Operations ~ APNIC NIR SIG ~ APNIC Routing SIG)

16:00 ~ 17:30 Concurrent Sessions (Peering Track ~ SPAM -~ Wireless
Network ~ Routing/Operations ~ APNIC Routing SIG -~ )

Thursday, 2 March

09:00 ~ 10:30 Concurrent Sessions (DNS ~ IAB IPv6 Multihoming Panel -
Network Analysis Tools ~ Routing/Operations ~ APNIC Policy
SIG)

11:00 ~ 12:30 Concurrent Sessions (VolP ~ IAB IPv6 Multihoming Panel -
Routing/Operations ~ Security ~ APNIC Policy SIG)

14:00 ~ 15:30 Concurrent Sessions (Content Track ~ Routing/Operations -
Security ~ APNIC IX SIG ~ IPv6 Summit 2006)

16:00 ~ 17:30 Concurrent Sessions (Content Track ~ Routing/Operations -
Security ~ APNIC DNS Operation SIG ~ APNIC IX SIG ~ IPv6

Summit 2006)
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ABOUT APRICOT

@ Backgrou ission of APRICOT
® Siructure of APRICOT

Background and Mission of APRICOT

Trroughout Asia and the Pacific Rim, interet servics providers, backbone and ragionad networks, web hosting facilities, firewalis, and Intranets are being
created, deployed, and installed al a siteggering pace. The technicians, managers, enfrepeneurs and decision-makers responsibile are under remendous
pressure o master the skilis necessary to build and operaie these increasingly complex systems.

The mission of the Asia Pacific Regional inlemnat Conference on Operational Technotogies (APRICOT) is lo provide a forum for fhose key Internet
bullders in fhe region i leam from thek peers and other leaders in the Internet community from around the word,

Held annually, the ten day long summit consisls of seminars, workshops, lutorials, conference sessions, birds-of-a-feather {BOFs), and other forums al
with the goal of spreading and sharing the knowledge required to oparate the Internel within the Asla Pacific region.

In an attempt to ease the travel berden on attendess, APRICOT is held in conjunction with one of the Asia Pacific Network Information Center's (APNIC)
two annual meatings, the winter Aska Pacific Metworking Group (APKG) meeting, and meetings of other Asla Pacific Intermet organisations,

Whersver possibia, APRICOT also attempts to derive synergy by having the meetings close to or back-io-beck with olher Inlernet events such as Asia
Intarnet World, ICANN et

® APRICOT's mission Is to develop and advance the skils and undersianding necessary to grow & rabust Intermet infrastructure
in the Asle-Paciic region. APRICOT is about bringing the worid's lop Internet experts together with thase who can most benefit
from their knowladge.

® APRICOT sttendaes are the key buildars of Asia's Interet. Many of the world's best internet engineers attend APRICOT eilhar
1o teach, present or do their own humen networking.

& APRICOT provides lis sponsors the chance fo paricipate in a quality, content-rich event with excellent oppartunities to target
thelr products and services at the decision-makers in the Asla Pacific Intermet community.

& APRICOT's primary goal is to provide a vehicle for the transfer of lechnology and lechniques 1o the Asia and Pacific Rim
reglon. As such, our attendance fees ere set below thosa of the mone promotionally orlemtated conferences end in fact arg sat
1o match the fees found at many simllar Intemet Operator Group meatings.

& APRICOT i an activity supported by various Asia Paclic Intermet organlsations as well as numerous Individuals who give
freely of thelr ime end telent. and is not & commercial prafl making venture. Any surplus funds &re rofied over to keep
attendance fees low at the next APRICOT event and support outreach activitles in the less developed areas of the Asia and
Pacific reglon.

APRICOT and APIA

In Sepiember 2002, the APRICOT Exscutive Commiltes and the APIA Board agreed that APIA and APRICOT shoutd wark more closely together. And es
from March 2005, APLA became the legel entity supporting the APRICOT conference effort. APRICOT is now APIA' main activity, with the beard working
with the APRICOT Advisory Commitiee (formerly the Exco) fo ensure the future development and growth of APRICOT.

The revised organisafion has the APLA Board responsibile for the legal entity which supporis APRICOT, with the APRICOT Advisary Commiltee replacing
the funclion of the Executive Commities, and the APRICOT Managsment Committee taking on the day fo day role of working with the local host on the
APRICOT conference crganisation and programme. The APIA Board has delegated the APRICOT Secretariat responsibiity o PIKOM as from 15t
September 2003,

14



HOST ORGANISATION

Western Australian Internet Association

The Western Australian Internet Association (Inc.) (WALA) Is an organisaion that was formed in 1985 ta represent the
Internet community in Westem Australia. At the ime of formation, pending regulation and uncertainty meant that
eollaboration betweaen different businesses in the Intemet indusiry was a necessity,

S8 Since then, WAIA has helped the indusiry to continus Io grow in WA, Leading many vital debates and helpng fo set pofcy
at different kevels, WALA has been instrumental in providing an innovative range of senvices to associalion members.

WAIA's purpose .
The Wesiam Ausirakan Intermet Association was infially formed to be an aulhoritative body lo represent the [namet

community during the formation of new laws surrounding the medium. Teday, iis purpose i lo provide support i ali
suppliers and users of onling services in WA and to assist in the growth of the nteme! industry geroraly.

Fram ihe WALA constiution:

- Ta support, encovrage &nd advise of the development and use of on-line services and related innovations,

- To astablish lnks with simlar orgenisations.

- To support and protect the status, reputation and Interests of 1APS.

+ To decide all guestions of professional prectice and conduct by 1AFs.

- To suppor, encourage and advise on the establistimant of similar organisations in other States.

- To asslst the expansion of Internet usage within Western Australia and to promote informed discussion In all matters affeciing the Intamet, as the

Asesoclation sees fit.

WALA run the Wester Ausiralian Intermet eXchangs, the largest Intemet Exchange in Australia.

15



VENUE

Perth Convention and Exhibition Centre
(PCEC)

The Perth Convention and Exhibition Centre, Iacated in the heart of Perth’s ceniral business district, can cater for up to
5,000 delegates, The stete-of-the-ar, three-evel venve |3 Wastern Australia‘s only purpose-buill convention, exhibithon
and meeling venue. The PCEC 1s within walking distance of most major holels, and & rangs of public irenspor opfions
are available. The 300-matre long, floor-lo-cefling olass foyer, across efl ihree levels, fealures expansive pre-function PERTH CONVENTION
and foyer areas providing pancramic city and Swan Rlver views. EXHIBITION CENTRE

WELArL NN AUTTRALIA

\\"h

The venue is easily accessible by car and public transpaort, being well positioned close o frain & bus reules and 15 located on the Bus Port site on Mounts
Bay Road, the venus also offers parking onslie, directly beneath the venue,

How to get there - please refer fo the map below:

Driving from the North along Mitchell Freeway: Take the off ramp clearly marked - Convantion Centre Parking. This is located adjacent to the Riverside
Drive off ramp. Once on the ramp you can choose 1o follow the signs direatly to the Cenlre's car park entrance or take tha right hand loop to Mounts Bay
Road. Continpe along Mounts Bay Read to the Wilson car park located in the Hilton (open 7 days) or further along in Westralla Square Buliding (open
Mon to Fri only) cpposite the Centre.

Driving from the South along Kwinana Freeway: Take the off ramp that feeds onto Mounts Bay Road. On Mounts Bey Road keep 1o the left hand lane if
you wish to use the Wilson car park located in Parmelia Hiton (open 7 days) or the Wastrelia Square Buliding (open Mon to Fri only) opposite the Centre.
Keep to the right hand lane on Mounts Bay Road if you wish lo use the Centre car perk./f you intend entering the ity fram amy other direction study the
location map below to determine the most suitable way o access parking.

Parking

Eﬂﬂﬂ Canvention Exhibilion Centre Parking Station: The Perih City Councll {(PCC) operates the 1,500 bay car parking station underneath the Perth
entre,

For further information and customer inquiries, phone (U8) 8464 2844 or email jofo_clly@citvolperh,wa.gov.au

Alternative Parking Options

® Wilson Parking Stations located al:
The Wesiralia Square Building - (opposiis the Perth Centre, eniry on Mounts Bay Road) offering 450 bays (open only Mo - Fri).

® Central Park - (eniry &t 152-158 St Georges Terrace) offering 450 bays (open 7 days a weak).

®  Parmalia Hilton - 56 Mounts Bay Rd (opan 7 deys a week).
16



Public Transport
Pilease click on the foliowing link for Public Transport information www, poacwa.com aufatisndingEvent cfm

Disabled Access

The Perih Cenlra has been duigmﬁv&th IFI'I and mmp faciliies o 2l areas for essy end efficlent access. Please click on the following link for Disabled
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PROGRAM

Warkshaps 22 - 28 February 2008
Tutprials 27 - 28 February 2006
Confarence 1 - 2 March 2006
APNIC Member Mesting 3 March 2008

Eeas & On-line Registration

Date Session details

Wednesday
2% Feh - Workshops

Sunday 26 .
Fab L2/ Raom2] o goviet, mpam Upadhaya. Fuli-

ISP Roufing
L2/Room3] goiona, Jandsnl, Alvaran

DNS & DNSSEC
L2/Room 6] pnning, Ihven, Lawls

[L27 Room 7] Shrestha, Hﬁlm;r, Trevidi
[-2/Room 8] - & Rarim, Lim, Smith
Monday 27

sk Fulf day Tutcrials

Maximising Your IP Address Potential
L2/Room1] apnic
Intenmated & Frimer gnd rl|j_' A CUre: oA

[L2/Room 4] go bt NG & Lim Fung (Cisco)

MPLS Deployment Bast Praclices
f.2 f Room 8] Mukhtiar Shalkh, Muhammad Sagheer, Syed Mawaz, Jelf Apcar, Monique Marrow {CISCO)

Juniper Advanced Roufing
IL2/Room 71 pamien Holloway (Juniper)

Half day Jutoriale
09:00 - 12:30 14:00 - 17:30

L2/ Ragm 2 Salman Asadullah (Cisco)

" Delivering Triple Play Services Over
L2y | Mnl‘ummd Fa:hm HM Pl‘lﬂ-ﬂ- Liim Wong & Richard Pruss (Clsco)

E til l IIIII I]ﬂﬁ I III I o N LN ES - H i '.. I.-.
1-2/Room &1 Ray Hunt {University of Canterbary) Hugh irvine & Dhruba Bandari

Tussday 28
L S Full day Tutarials

APNIC: Praciicat intraduction f0 [Pv6
L2 fRoom 1] iy Palet Martinez (GonsulinTal)

[L2 / Roam 2]

L2 / Raam 3] F‘]‘Ilel $mm‘i {mm] i

Juniper Advanced Routing
L2/Room 7] 5o micn Holioway (Juniper)
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i Half day Tutarials

00:00 - 12:30 14:00 - 17:30
: ” a5i Praclice for Secuity Pate alnaral
s Neal Gemassmer (Patchlink) Ariff Premjl (Juniper)

ISP Netwark Sacurity - Survey of Secy Large Scale Denial of Sarvice (DOS) Attack
L2/ Room 6] Attack Clessification ‘ Mitigstion

Danny McPherson {ArborMetworks) Paul Cuiinn {Cisco}

‘Iraffic Engineering in MPLS Networks Fl A
[L2/Room 8] iarerest Singh (VSNL) Gaursb Raj Upadhaya (PCH)

19:00 for 19;30 - 21:30
APRICOT Opening Reception

Full Day
[L2/Room 8] APIA & ISOCALU Joint Forum

Wednesday

9:00 - 10:30
APRICOT Plenary:
[Awditariurm]
Geoff Huston (APNIC)
Convergence?
11:00 - 12:30 14:00 - 15:30 16:00 - 17330 418:00 - 19:00
L2/ Room 1-2]  APNIC IPvE S1G APNIC Routing 51G APNIC Routing SIG
& Highlight: ® Highlight: Routlng security @ Highlight: Real-world use
of of routs sealytics technology
1pE.int
[LZ ! Room 3] APHNIC Database SIG  APNIC NIR SIG APNIC fee structurs APOPS and ICONE BoF
® Highlight: Whols @ Highlght: NiR updates ® Opensession to discuss
data privacy APMIC fer struciure
I=sues In Japan
L2/ Room 4] Peering Track Peering Track Feering Track Peering Reception
® Barry Greens ® Brokaw Prica & Bl Norton
: o= vty
Hislorenl The Mew Peedng
PEEREG i SHimplion Game w4
& Siaphen Baxter & Willam B Norton ®  Fupio Terashima
{Plps Networks}): W {dapan Teincom)
An Susirslian Boftbank aroup
Hestorieal InEmasiansl P
Parspective ®  Sylvie LaPorlers Poeding
® tilks Hughes Elttotonal peeing
ILINX); Besl Dnamics
Cugrend Praclices
In Pepr NOC-15:
MOT
Commmicalong
L2/ Room 5] SPAN SPAM SPAM
® Dgve Crocker ®  Suresh ® ey Hunt
(Brandenburg Bagnnsubramantan {Unéversity of
Imtarnatworking): W Canterbury]:
DKM and emadl Tighliiing Bup Met A
authentication iSpamhaus.oral. mm
update Malthew Sullivan
(RORES). Mark Hpam Filledng Todk
Reymoids
® Hwen Hee {Reynalds Met Al



Aclivily & pemEpective. Communlcatinng
Miligakios” and Media
Jechnica! initatives
o combal spam
[L2 f Room B) Addressing & Access Wireless Networks
Renumbering
- ® Diwuba Raj
® Geolf Huston: Bhandar {Final
1] M ;
A Dgle] wirgless
alwark deptovment
® Akinord L
MAEMLIRA, ® Mt Kolon
MAKATARL [luniper]: Mobie
%‘E Senvicn Providess
desicn
® Richand St Clakr
Eaat Wi
» Develcamon ofa
Bamale [sland
' [BaliroDm 1) Routing/Operations Routing/Operations Routing/Operetions NEPR-SEC BOF
® . Alain Dyran @ Joff Doyle {Juniper): &  Pradosh & Faclllkalos: Danny
Issues & Mpchonisms
Comeast Converoange
® Toeriess Ecken Tppuis
® lhalid Ram [Clsto): Mullices! v

opestiong
®  Sachin Nat
{Redbackl: Faal
Rerguls ke Trigh
Fiay
18:00 for 19:30 - 24:30
APNIC Soclal Even|
Thursday 2 ApRICOT 2006 Conference
2:00 - 10:30 11:00 = 12:30 14:00 - 15:30 46:00 - 17:30 18:00 - 198:00
2/ Room 1-2] APNIC Policy SIG APHNIC Palicy SIG APNIC IX SIG APNIC D SIG PGP Hey
& Slgning BoF
®  Highlight: 4-byte ® HEghlight: 1AP panal @  Highlight: Exchange
AS numbers dsousshon point eperational
experiences
lL2/Room3] DNS ValP APHNIC DNS
opsrations SIG
® Edmaon Chunp ® Gong LowiA
(Afflizsk lechmical ard *  Highlght:
DHESEC Tunciinng)
and lssues T e
frammesntk thal oMS
Meufiaris priis o
* Bl Woodcock depioving. EYBtomS
Apycas Sorviop
Pmvision Besl ® Gaumh Ra|
Prmactices Uradhaya;
{inter-fO0 Dis
& aphai Dy-ASN ) bl
Bartemener: The phiane system
CODEV-PEC
S ® donny Morti:
Currert VolP
goiniios in NZ -



both

e

[L2 ] Room 4] 1AB 1PvE Multthoming Panel IPvE Summit 2006 IPvE Summit 2006
PO — Mayer GANA) ::::;echnlnl 1PvE Activitles
wﬁwummmmm
This, BOF 15 deaipned o be an nkaraciive Dowpload IPvé ® Chaic
sesshon covering the IETF's approach to PvE Summit Slides Fukushima,
multihoming, The BOF oullines the cument state [
of the @, and ihe 1AB |5 hoping bo gt feedback
on your [P doployrments.
® Chalr: Tashi ® Fulushima,
Hosaka (MR} PG
{JPHNIC) Dployment
Stakus in
®  iato Juriya, e
{NTT): IPvE
S
tral
E;unlmf
® Toshl Hasala, METFAITI‘I:%I'
[IPHIC): IPvb Department
Muirics Inbernet
Mubtifoed
R e PG in
Lan, [KRNICH
i ONG
dervelnpameand ® Hosuke lto
and i (iR Ubitech )
duph:lml E)q:ﬂm
Hares fram f43 Yrails
*  Tomohing
Clear
and Present
Canger of
1Py -
PP
falack ang
ONS queries.
[L2{Room 5]  Metwork Analysis Confent Track Content Track
Tools
*  Masaru Akal ® Kajin TEQH
& Hugh Indoe: A [SoftbagkBE and HO Hock
RADIUS serues allr: {Modianal
waritien
v e e
Corfents A ang
& Arfah Sclenca of
G -ninnm ® poter Buid|ng HUS
(] Caoromaps
il {imtoroat ¥ s
mali i Aszpclation, Hazah (Cisco
Australial; Data Conier
#®  Vishal Sharma: Conbart Hebworking
A Burvey Fltpring: &
Recen " Iechnics lagal W
in Metwork sty of Switching and
PRannin Austmby's boptoaten
Tools ENE goling content, Dotimestion
Technalogiss
and Desian
Approaches
within Deta
CAners
[Ballroom 1] Routing/Operations Rowting/Operations Routing/Operations  Routing/Operations
& Kireatl Kosmgelly & Arman & QOl=f Maannsl &  Andrew G.
{Hunioes): Pros Maghboulsh [Lnivarsiy of Halls
geing Egering finclefing
wipgnisesed Elanoing Irbee-Tomain Larves Rousing
Conparalian Bouting 1o Provisian
®  Tenuyukd Revealing BOOS%E
Hasapaves (KOO Configrilial &  Mait Kolon the
EAD Labsi & Infgomation Huniperk MPLEIEMPLE
Lha:ﬁqﬂﬁ Opporunities Dnimain
o & Sjelano Providi Enberorise
e ; VS ® staphan Mite
bt In el (Telatral:
gEneration & Jlofirey Inizme! g



Friday 3
March

[Baliroom 2

19:00 for 19:30 - 20:30
APRICOT Closing Event

APRICOT 2006 Confarence 9:00 « 17:30
APNIC Mamber Mestiog

16:00 for 19:30 - 21:30
ABNIC 21 informal closing dinnes

Suglmoto
i senall step
for PVs,
a.gland step fof
Helro i
Conyorgance™
Sacurity Security
& Bamry ® Paiar ;
Ravaendran Schoanmaker
Greeng; Guest NTT Varisi: &
PCH - WO Dt in fe
Phons Sacyiky Le of
Demopsiatian. fSegurily
Professional,



PROGRAM

= Workshops & Tutorfals

Workshops

All warkshops run for 5 days {22 - 26 Feb 2005).
Full 5-day attendance is required.

ISP Routfing
Instructors: Srnath Beldona (Cleco), Yogesh
Jiandani {Cisco), Amante Alvaran (APNIC)

BGP Multihoming
Instructors: Vincent Mg, Abdul Rahim, Lim Fung {al Cisco}

[Pyé Deployment.
Instructors: Kurtis Lindgvist (Netnod), Jordi Palet Martinez (Consulintel),
Gaurab Raj Upadhaya (PCH), Miwa Fulil [APNIC)

DHE & DNSSEC
Instructors: Bl Manning (EP net), Johan fHran
{Aurtonomica), Ed Lewls (Neustar)

ISP and NSP Network Security
Instructors: Vicky Shrestha (Workd Link). Damien Halloway (Juniper),
Kunjel Trivedi (Cisco)

Tutorials

Monday 27 February

Junipar Advanced Routing
Instructors: Damien Holoway (Junipar)
Laval: Infermediate

A-yel ey

Imhumm Mu‘m!hr ma‘h;h. I-It.lhunmad Sanhur. Syed mz. Jeff Apcar,
Level: Intermediate

B L
Inr.:m:hrn Ltm Wmu. Wl'-‘""ll'd an {Ghsm}
Leval: Intarmediate

Security In Mobile and Wireless Netwnrks
Instructors: Ray Hunt (University of Canterbury. NZ}
Lewvel: Infermediate

Lawvel: Il‘lletl'llldh‘lﬂ

(!
hhuninra* Eau Bonn Mg, Lin Fung
Level: intarmediate

Zebra/Ouagga Routing Suite
Instructors: Anura Abayaratne (les.arg)
Leve!: Advanced

Pvé Transition and Daployment
Instructars: Salman Asaduilah
Level: Intermediate

Instructors: APMIC staff

. -1,
l'ﬂl.rur.ﬂnrr Sau Bnnn Mg, Lm Fung
Level: Intermediate

Instructcrs: Harpreet Singh
Level: Advanced

F n
Instructors: Gaurab Upadhaya
Levelt Intermediate

Inuh'ud;ar:. Phlll:r ﬁnith !Cbm]
Lewvel: Introduciony

o Dnnmr Iu'leF‘hufmn Flay Hunt
Level: Intarmadiate
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Instructors: Paul Quinn and Danel Lewis
Lewvel: Intermediate

]nctam Meal mﬂmmr )
Level: Introduciony

Juniper Advanced Routing
Instructors: Damien Holloway {Junipear)
Level: Intarmediate

APNIC: Practical introduction to [PYE
Instructors: Jordi Palet Marinez, Tomohino Fulisaki (NTT), Amante Alvaran {



PROGRAM

> > Workshops

PLEASE NOTE: ANl workshaps run for § days (22 - 26 Feb 2005). Full 5-day attendance Is required.
ISP Routing
Instructors: Stinath Beldona and Yogesh Jiandani (Cisco), Amante Alvaran (APHIC)

Class Size: 28
Dewnload slides hera - 11M targz

E Attendees must bring & laptop computer i

Who should attend: This is 2 tachnical workshop, made up of Jechures and hands-on lab wark. Open to technical stafi who are now of soon will be
bistding or operating a wide arsa TCP/IP base Internat Service Provider {ISP) netwaork or Internat eXchange Paint ((XP}, lkely with internatlonal andfor
muiti-provider connectivity. :

Pre-reguisites: Cisco 105 Fundamentals: user level UNLX and maybe some systam adminisiration; some wse of nehwrk design, prafersbly TCPIP-
based.

What you will learn:

« Technigues for design, sel-up, and operation of @ metropakitan, regional, or national ISP backbone network. This includes advanced OGPF, BGP4,
and policy based routing configuraflans.

« |05 Essantials every ISP should be doing. The hidden sacrets that all key NSPs have been using for yaars, but not lgling anyone {i.e. compatifive
sdvantage).

« Techniques for the design, sst-up, and operation of internet Exchangs Points.
» Techniques for multiple connections fo the Internet {multihaming), ngluding connactions to [XPs and ISPs.

- Technigues to achieve optmal performancs and configuretion from a Clsco backbone router. This includes rauting scalabiity, network design, and
configuration fps.

Technologles Covered; OSPF and OSPF areas, iBGP, eBGP, BGP Scaling, BGP Palicies, Roule Refleciors, BGP Best Practices, BGP Configuration
Es=sentials, Pollcy Routing, IXF Design.

Map}

BGP Multihoming
Instructors: Vincent Mg, Abdul Rahim, Lim Fung (sl Cisco)

Class Size: 28
Download skdes herg - 15M targz

i
i Attendees must bring a laptop computer i

Wha should aHend: This is a technical workshop, made up of lecluras and hands-on lab work. Open o tachnical staff who are aperating 8 wida area
TCRIP base Internet Service Provider (ISP) network or Intermet eXchange Point (IXP), ikely with intemational andior multi-provider connectivity.

Pro-requisites: Cisco 108 Fundamentals; user level UNIX and maybe some system administration, some use of network design, preferably TOPAP-
beesed; knowledge of OSPF and of BGP. [deally afl attendees will have In the past completed the APRICOT Routing Workshop.

What you will learn;

= Technigues for design, set-up, and operalion of a metropolitan, reglonsl, or national ISP backbone natwork, This includes advanced BGP4 and
complex network configurations.

» Technigues for the design, set-up, and operafion of Internet Exchange Points.
+ Technigues for multiple connections to the Intermet {aﬁulllhmnhgj. inchuding conneciions (o LXPs, ather 15Ps and to Intemal Transii providers.

» Teshniques to schisve oplimal performance and configuration from a Cisco hackbone router. This mcludes roufing scalability, network design, and
configuration fips.
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Technologies Govered: Refresher on OSFF and BGP; sBGP, BGP Scaling, BGP Multihoming Technigues, BGP Transil, BGP Best Practices, BGP
Communities, Advanced IXP Design.

[Tog}

[Pw6 Deployment
instructors: Kurtis Lindavist {Netnod), Jordi Palat Martinez (Consulinte!), Geurab Raj Upadhaya (PCH), Milwa Fujii {(APNIC)
Shdes: downlogd

Class Size: maximurn 28

Attendees wih laptops are desirable. :

intended Audience: Enginaers and operalional siafs at ISPs and large networks inciuding scademic networks who are planning to use IPvE either as
research of inlo production networks. Anyane who wanis to Jeam how |PvB works In practice can also attend.

Pre-Requisites: Good knowledge of IPva addressing, network cperations a5 wall as knowladge of DNS, Routlng with both IGP snd BGP. tis
important that studenis have good prior knoviadge of operations in 1Pv4 in order for them o attend this workshop,

Tupjca'l‘.:nmd:
The waorkshop will be 8 B combination of theory and leb. The fab will eonstitute about B0% of the tolel course. The course will cover

History of IPvE

- ¥What whese the problems to be solved?
- Which where tha proposed solufions

- Why was IPvE chosen?

IPvE Design and addressing

- Whaf's an IPvé address?

- Packsl formats

- Comparison bebwesn IPv4 and |PvE packets
- Address aliocation

Transifion from IPv4 1o IPvE
Applcations

= Dual-stack

- Various transition technologies
= Teredo

- Glod

-8IiT

- ISATAP

- Boverd

-t

IPwE Neighbour discovery

Pv6 Stateless auto-configuration
ttoblle IPvE

Address selection

IPve and DNS

= Things to fhink about

= How to configure

Applications

- What appfications are there?

- How do | port my applicaflon o support [PvB?
- IPvE POSLX AP

Is IPvE any good?
- Does it solve loday's problems?
- What doesthe future for IPvE [ooks ke?

Configuring IPv6 on your machines
- Sialic addresses

- Prefix adverlisament

= Auto-configuration

- DMNS-parver (bind) and zones

- Configuring postfix for mail

- Configuring Apeche for IPvE

-RIP

- O3PFv3

-1518

- BGP and BGF Mullihoming

- Fillesing

= Configuring IPvE on your router

- Configuring O5PFva %



- Configuring BGP

- Configuting fitering

- APNIC palicies with regards to [PvE ABocation,
- Gilohal IPvE scenario

- Migration sirateqies and case siudies

DNS & DNSSEC
Instruciors: Bl Manning (EP.nef), Johan Ihren (Autonomica), Ed Lewis [Naustar)

Class Size; maximum 28

Attendees with laptops are desirable..

Intended audience: This course Is suited for systems staft, network administrators, DNS administrators, and other siaff wilh responsibilty for design
and operafions of network servioes {2imaost all of which depend on DNS). Anyone else who wants 2 better understanding of how DNS aclually works is
weicome foo. coTLD administrators are most welcome. '

Pre-Requisites: Basic user Jevel Unix, knowledgs of TCPAP addressing and reasonable idea aboul how the Internet naming scheme works.

What you will Learn:

A complete and compact intraduction to DS, All of “classic DNES" b covered. Mast of standard DNS kssues are both theoratically discussed and,
throwgh lab exercises, workad with in practice.

Excerpl of topics covered: historic ovarview, database struclure, record types, Zones and domeins, DMS message struciura, recursion, authoritative
sarvars, resalvers, caching, delegation, glue racords, the loe floe model vs. the tree hiararchy mode!, reverse delegafion, rmaster vs slave, primany
master and hdden master, zone transfers, notify, access control, logging, implementations, design aliematives and espects.

As time permits, more complex scanarios (including firewalls, "gpii-DME", forwarding, etc), TSIG (Transaction Signateres), mde (remote control of
BINDY nameservers), EDNS(0) (Extended DNS). DNSSEC (securing DNS data throwgh fhe addition of dighal signatures), views, etc. The lab exerclses
ane peformed in & BINDS environmeanL

The later part of the course covars emarging toplcs such as secure dynamis update of DNS data. Furthermare DHCP for addrass space menagement
ks coversd, including all the dalails of interecion batwean DHCP and DNS in enviranmants ulilizing dynamic update. This course also treat the DNS
aspects of IPvE and DNS lssues with migration to 2 mied IPy4iFvE Intamet. Finally Intemational domsain names ane discussed in some detail.

Al topics are fully coverad with both lectures and hands-on exercises,

ISP and NSP Network Securkty
Instructors: Vicky Shrestha [World Link), Damien Halloway (Juniper), Kunjal Trivedi (Cisco)

Class Size: maximum 28

; Attendees with lapiops are desirable,

Intended audience: Network Operations and securily staff at ISPs and Nehwaork Senvice Providers. Peaple who are Irying 1o learm ropes of establishing
a funclioning security systam In their network cons and edges, Any one alse with intarest in Security topice.

Pre -Requisites: This is an advanced course. Gaod famiiarity with LINIX command line and system administretion jobs. Knowledge of Layer 3
pratocots, and command ne of popular routers. Basic knowledge of sacurity concepts i an added advantage.

What do you Learn:

The ISP / MSP Security Workshop focuses on following components lo provide comprehensie undersianding and hands-on experience allowing you
to gain veluable sxperence in nebwork security best common praciices, lools and technigues.

- Metwork Infrastruciure security
- Sacurily sarvices

For network infrastruciure security, best common prectice for protecting infrastructure including IF addressing, baseline bullding, securing IGP and
BGP routing protocols and router filtering techniques are covered in detall. Caontrolling access 1o the routers, collecting network telemetry Infarmation
and contral plane protection tachnigues are discussed,

& six step methodology for detecting and mitigating DDoS attecks on the infrasiructure provides hands-on understanding on how to deal with such
altacks, Anti-epoofing measures o combat IP spoafing altacks and Remotety Triggered Blackholke (RTBH) filtaring to protect against Infrasinuciure
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attacks hands-on practice provides easy 1o deploy toals on the 5P netwaorks.

The security services sddress designing, deploying and maneging L3 Virual Private Networks, & belanced discussion covering securily of LIVPN
provides good basis of evaluating the level of security for the business neads. Finally, a discussion of how managed security services such as P WPH
prepares SP netwarks for provisioning other security services.
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PROGRAM

> Workshops & Tutorials > Tutorfals

Juniper Advanced Routing (2 days)
Instructors: Damien Holloway {Juniper)
Level: Intermediate

- JUNCS philogophy and featuras,

- the Juniper router famity,

= {ypical of various routers In networks.

- Introduction fo JUNOS CL| and exercises

- Routing policies, fiters and routing protacols - OSPF and BGP - configuration exarclses

- MPLS and VPN configuration

- Demonsirating High Avaiability features - fast reroute, graceful restart etc.

- guidance on network design principies for high avadabliity.

- high level overview of netwark securily issues and techniques for DiboS mifigafion and security mechanisms such as IDS, Firewadls.

[Top]
Bast Practice Guidelines for Deploying MPLS {1 day)
Instructors: Monigue Morow (Cisco), Jaff Apcar (Clseo), puhammad Sagheer (Clsco)
Level: Intermediats
Slices: download
ﬁgﬁ :IB related technologies: La-',-arz and Layer 2 VPNs; mullicast, OAM, Security, IPvE; GMPLS; intarworking scenarios end future direcon of
Thve tuorial foous will be In providing pracical Implsmentation guidelines with case study example.

[Top)

Introduction to Wikax and Breadband Access technologies (1/2 day}
Instructors: Mohammad Farhad, Richard Pruss

Level: intarmediats

Slides: download

The IEEE 802, 16/Wiklax (Workdwide Interoperability for Microwave Access) standard defines the alr interface for fixed point-to-multipoint broadband
wireloss access networks, It is a wirsless altemative to Digital Subscriber Line (DSL). An smendment, being drafted, edds mabfily supgaort. A ot of
works are also going on in many standards bodbes and many edge of service provider network deployments on session and pofioy control. This futorial
provides a datalled infreduction to Wikiex and covers the ground of access privileges, resource LEage control, Q1o&, accounfing and service and
apphication mediation. Standards status and update for Cable, DSL Forurn, mobile/ SGPP, [TU, TISFAN and some hopes for Convangence. it also
discusses some deployment cases to show how it looks Tike In practice.

Delivering Triple Play Services Over Metro Broadband Metwork (172 day)
Instructors: Lirn Wong, Richard Pruss (Cisco)

Lewvel: infermadiate

Slides: download

1ﬂI'.Iavrtrn:- hmaclbu]nd nebworks are capable of delivering s variety of services to the and customars but why sre sa many cerers having issues offering

ple play services?

This fuinrial will discuss The srchitectural options for delivering high quality video, voics, and Intarmet ssrvices to the home: and how video and volce

?ﬁ';i:: integrated into exisling data network. What last mile technoiogy, securily and Quality of Senice mechanism are needed o affer these senices?
Inplude:

- "Triple piay network architecturs

- Last mis access options - PONs, xDEL, Metro Etherned, Winax, Cable

- IP video assentials

- Multicas! vidao (IPTV) network design

- Video on Demand network design

- Security and Quality of service requirements

Securily In Mobile and Wireless Networks (1/2 day)
Instructors: Ray Hunf {Univessity of Canterbury, NEZ)
Level: Intermadiate

Slides: download

This tutorial will address a range of echnical and performance tesyes ceantral 1o the deployment and operation of secure Wireless LaMs (IEEEANZ. 118,
b, g} and UMTS f COMAZ000 36 netwarks sppropriate for both the enterprise and for wireless and mobile network operators. I wil examine sacurily n
the mabile network archilacturs Induding imporiant toplcs such a5 cryplographic tools, devices and equipment, mobifity, authentication and security
standards, security testing and svaluation, performance and quality of service & wel as & tenge of WLAN/SG interoperabilily and standerds lssues, it
will discuss the new IEEES02. 17 (WPAZ) security standard including new products and performance issues and examine how this will imterwork with
A6 Networks, Further, it will discuss the results of perfarmance tests on various security architectures and configurations in oder to provide uselul
guidelines for configuration and operation in praciice.
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Demansiraion of basic stumbling, attack and snifing toals will also be ncluded.

Using EAP Authentication with RADIUS and Gonfiguration of Linux Authentication Server (1/2 day)
Instructors: Hugh Ivine, Dihruba Rej Bhandari
Level: intermediate

The RADIUS protocsd is widsly used for AAA (autheniication, aulhorisation and accounting. EAP {extensible suthenticefion protocal) is now extansively
used for bofh wireless and wired networks, and there is a bewildering erray of EAP flavours to choose from. This tutorial wil demansirate and explain
the configurafion and cperation of @ number of EAP versians,

The practical demanstration will involve:

- General overview of wireless authentication

- Conligure Apache g5 an poriel ppge server

- Mysl as an database server for user and accounting info
- Free Radius as an authenticafion server.

BGP Deployment, Best Current Practices and Troubleshooting Techmigues for Service Praviders (1 day)
instructors: Phillp Smith {Cisco)
Level: introduciory

This tutorial Introduces service providers to BGP, inckeding [BGP, sBGP and comimon alributes, 1 will then Introduce some more edvanced feaiures of
BGP, and look af the various soakng techniguss avaBable, when to use BGP instead of an |GP, and examine policy options avallable through the use
of local preferance, MED and communifies, This tulosial introduces gervice providers to some of the festures avallable In BGP to ald muliihoming o the
Internat. After an sxplanafion of muliihoming and the principhes being followed in this turtoriad, sevaral exarnplas involving different scanarios will be
given. Configuration technigues for modifying inbound and puthound fraffic flows are covered, as are some examples on how to use BGP communities
in Inter-AS relationships. The tutorial fintshes by covering some common multihoming security issues.

The tulnrial discusses the best current practices for 1SEs, inciuding how to configure extemal peering sessions and how to deploy BGP across ISP
beckbones as well a5 examining commen problems 1SPs have when deploying BGP within their network. |t looks al problems with pear establishment,
milssing routes, inconsistent route selection, and convergence issues. It glso kooks at real world exampies. of common erors which are made when
deploying BGF, both as IBGP and eBGF, in service provider natworks.

ZebralQuagga Routing Suite (1/2 day)

instructors: Anura Abayaralre (MTT Network, S Lanka)
Level; Advanced

Shides: download

Cwervew.
= Instaltation

- BGP Paer Group

- BGP Address Family

- Aufonompus Systam

- BGF Communities Atirihute

- BGP Extended Communities Atiribute
= Displaying BGF Roules

-NTY shell

- Fittaring

Masximising Your IP Address Patential {1 day)
Imstructors: APNIC staff
Shides: download

This tutarlal conslsts of faur different modules. Each module ls seF-contalned s0 you can pick and choose which modules you are interested in. The
madules ara described below.

1. Infrastructure development, education and APNIC
This module will expiain what APNIC is, who makes up the APNIC community, and what services and activilies APNIC provides. The module wil also

axamine APMIC's role In Internet developmend as well as the role of training end the furture of the Internel

2. Creating policies that work for you

This module provides an overview of APNIC policy, explains poficy changes made n the past, and how you can participale in the policy development n
the future. The modie alse provides sn explanation of how to apply for IP addresses by selecting tha appropriate APNIC policy for you, Finally, the
maduls explains how to propose & new policy if current policles do not meet the needs of the Intemet Cormmnty.
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3. Effictent add ress space management
This moduie will provids you with an overview of the Intemet resource managament system, how to use fhe functions in MyAPNIC, and how to query

and update the APMIC Whois Database.

4. Managing your “old" address space

IF you have P addresses thal were aliocated o you in the garly days of the Internet, lhis module should be of inlerest. This module will define what
fistorical addresses are, where they come from, and what receni changes may now have an impact on the way your historical address space Is
registerad,

Introducing Layerd VPNs in MPLS Networks {1/2 day)
Instructors: Arifl Prem]l (Junipar)

Level; Imtermediata

Slides: downioad

Workshop for custormers who do ot have L3VPNs and would fike o migrate to a MELS VPN architecture, The workshop would cover the migration
procedure from any non-Juniper environment to a Junlper anwironmenl. Hands-on material will be included In this tutoriak

[Tos

Integrated IS5 Primer and Infrastrocture Routing (1 day)
Instructors: Seo Boon Mg, Lim Fung

Level: Intermediate

Sfides: download

Integrated IS-IS is an IGP thet is popular with large service providers. The objectives of this tulorial is to sliow allendees who have not been using 1S5,
\o evatuate If I5-1S is more suited in their environment. Far attendees who are using 15-15, this session would emphasls the opfimal ways io deploy
1515 in ISP environment. This includes pointers on tuning 15-18 for fast convergence. The tutorial comprises hands-on and theory sectlons. The theory
?ulfnn includes designs and case studies which are spedific to service provider networks. Parficipants should have baseline knowledge of elther I5-
SIOEPFIBGEP.

Introduction to |55

- 1545 Protocol Cverview

- CLNS Addressing

=15-15 Protecol Concept

-15-1S Database concept

- Difference between 15-15 and OEFF

-15-15 SP degloyment best practise (1SS working with BGP)

18-85 MDS suthentication

- |S-1% securlty Using 15-15 to hide the core nebwork

Lab session

- 15-15 case study and lab setup

- Lab on 15-15 and Routing security {Hiding the core natwork)
- Basic 1315 Troubleshooting technique

Traffic Engineering in MPLS Networks (1/2 day}
Instructors: Harpreat Singh
Level: Advencead

This presentation talks about Ihe convenflonsl prabiems in P nebworks, different techriques in MPLS traffic engineering and the mitations and
capabilities of MPLS traffic engineering. The presentation siarts with RSVP signaling, various approaches to Fast reroute, and traffic protection. The
presentstion also touches on the multivendor aspects of traffc engineerng in Juniper and Cisco routers and tha diffarent implamentation flawours

(Top]

MetAow, Flow Tools and Flow Analysis (1/2 day)
Instructors: Gaurab Upadhaya
Level: Intermediate

Wetfiow has been increasingly used as a ool 1o gather information about traffic flows in 1P networks. Flow anzlysis as the abifity to tell administretors
what kind of traffic i lowing in the network based on traffic types, As has been observed in the past, netflow can be used to detect attacks and
troublashoat netwaorks. goals - Enable participant to enable flows on fheir roulers, coliect fiow data and display flow data in RRDTool generated graphs.
Pre-requisties - Basic knowledge sbaut routers, Unix based systems, and P address and ports.

[Tonl

VolP - Asterisk and SIP implementation, Theary, Monitoring and Traffic Engineering (1 day)
Instructors: Jonny Martin, Ruwan Silva. Habib Madanl, Syed Khurram

Level: Intermaedate

Shides: downioad, download2, downloadd

This tutorial aims to get a few mere peaple up and running with thelr own YolP systemns and to provide additional informetion to those who already ae
up and renning. Implementation of an Astertsk - the Open Source PEX - basad VolP system will be covered from the inifial bulid treough to & fully
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functhoning system.

The theory and aparation of the Session Iniiation Protecol (SIP) wil be coverad. This wil Include ihe theory of gperation and srchiteciure of SIF and
exploration of Open Source implementations with particular emphasis on Asterisk and SIP Exprass Router (SER).

Finalty VOIP Metwork traffic rend analysis through SIF, SIP-T, ISUP, MGCP, Trunk protocol counfers will be cavered, This provides an innovative way
to manitar Vol netwarks and frafic fows which can heip in identifying capacity, malunclion and mis-configurafion issues. Industry wide the swilches
nead io have this information avaliable for doing trend analysis. BTS provides ways export thi: data to a fike, which can then be pulled off the switch in
psaudo-real fime manner for frend analysis purposas,

[Eop]

ISP Network Security » Survey of Securlty Threats and Attack Classification (1/2 day)
Instructors: Danny McPherson, Ray Hunt

Leval: Intermediate

Slides: downjoad, download?

Infarmeation on ISP security survey resulls recently published includes many things that can be done fo raise the bar in I5F network, lots of open source
toois and technigues. This tutoral will include an infroduction to commerclal fools as wall

Intamet architectures are buflt upon a pair of profocals designed over 25 years apo and ko which virtually no eonsideration was given 1o saourlty.

the IPvE networking Family has been designed to address this issue, the majorsity of existing network infrasinicluse Is subject io substantial
threals. This tutarial examines the curment secuily risks resulting from ueing TCP/IF by network providers and ISPs and how these thresls related 1o
traffic carried by these providers on behalf of their customers can have such devastating effects. This tutorial classifies the type of aliacks possible
focusing particulary on both wireless local and wide area networks.
These threats are largely centerad on [P sniffing, IP spoofing, TCP hijacking, Buffer Ovarflow, Blended and Distibuted Denlsl of Servioe attacks.
Afthough firewalls have been designed to provide protection for many services, it is now recognised that they can e broken and new firewall and IDS
technology s necessary to compiale the TCPAP security framework.

This tutorial will examine and classify the risks and threats in TCF/IP networks today addressing the Fmitations of firewalis as well as the use of
|mtruslon Detectian and Prevention architectunes.

Lerge Scale Denial of Service Attack Mitigation (1/2 day)
Instructors: Paul Cuinn, Darrel Lewis (Glsoo)

Level: Intermodiate

Slides: downlond

Deanial of service attacks ere a fact of life for service providers today and effective attack mitigation is key for maintaining avallablity and axercising
control,

This session will bagin with an overview and characterization of attacks. We will then review atiack detection techniguas before tuming to the core of
ihe tutorial; mitigation. We will cover a wide-range of network-cenlric looks available 1o operators, a5 wall as advenced mitigation architectures. The
sesslon will conclude with some deployment guidelines and a discussion of the future of denial of service altacks.

Foliowing this futoris! atiendees will heve a thorough understanding of best pracilces for atiack mitigation and be abie to detarming the mosl effective
mifigallon deployment modets for thelr network.

[Top]

Best Practice for Security Patch and Vulnerability Management {1/2 day)
Instructors: Negl Gemassmer
Level; ntroduciony

Organlsations that invest in complex and expansive network systams could find these systems become rendered useless i something as simple a8
patching is not managed effectively. Heckers confinue 1o use worms, viuses. spyware and malware 1o explott known vulnerabifiies on unpatched
systems, resulling in costly network downtime end considerable adminisirative resource and expenso to repalr.

Moreover, as the trend continues in anterprise netwarking for the comvergence of volee, video and data onto a gingle netwark, the imploations of
dawnilme due to 8 compromigad netwark become more far-reaching. Unpatched crilical applications such as talephery are now vulnerable to
malicious attack, with potentislly disastrous consequences for an orgenisalion’s data. This is In addition to having 2 nagative affect on the productivity
of staff,

Patching is, of course, only ohe element of an averall security program. However, I does make 2 pivotal contribulion 1o reducing the myriad of
viulnerabitiies and thelr resuling exploits, It also helps to resolve issues arising from spyware and matware. By establishing tha comec! procedures and
process for patch management, companias can ensure thay are less ikely to fall victim fo network attacks.

This presentation will discuss best practices approach to petch and vulnerabilly management and why II's crifical for businesses to adopl an eflective
network security progeam in order to best protect their networks against emerging securily threats.

(oo

IPwE Transition and Deployment (1/2 day)
Instructors: Salman Asaduliah
Level: Imermeadiale

1Py Metwork Design and Operetion

- IPwE Maerits and Motivations

- IPv Addressing Planning and Assignment
- IPvé and DNS

- IPv6 and Network Management
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- IPv6 Routing Pratocols

Enterprize Deployment
- Campus

- WA

-SZ5 VPN

- Remole Accass

Service Providar Deploymant
= Core
= ACCBEE

IPvE Services
= Multicas!

- Qas

- Securily

= Moty

APNIC; Practical introduction to (PvE (1 day)
Instructors: Jordi Palet Marfinez, Tomohiro Fufsaki (NTT), Amente Alvaran [APNIC)

Shides: download

The IPnlrﬁ tutnrial will offer a praciica! introduction to the basics of IPvB. Partic/pants will leam how to activate IPVE on PCs, and be given practical
insirection o

* Instaling IP¥E on different platforms (XPAW2003, Linw, BSD)
* Bagic statelossistateful configuration, incleding privacy selup
* Transition mechanisms

* Examples of applications

* Basic configuration of routers

* [PvE poficies and procedurss

During the tutorial, ettendess will also learn how o accomplish some
Basic monitoring and troubleshoofing of the IPvE network.

The ftorial Is tergeted =t englnacrs and network administrators from both ISPs and SOHOMEnterprise networks, Pariicipants should already have a
basic knowledge of IPwd,

Mote: Conslidering the hands-on approach of this tutorlal, it Is highly recommanded that pasticipants bring their own kpiops, o they can practice the
lessons leamed during the tulorial, i is assumed that most participants will be using Windows XP, so most of the training will be dona on thés operating
system. However, Instructions for olher operating systems will be provided s pari of the tutarial materials.
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PROGRAM

P > Conference

When: Wednesday 1 March 2006 5:00 - 10:30

Where: [Auditorium]

APRICOT Plenary Keynote Address: A P to Sppport Improved Internet Routing Security
Steve Kent (BBN)

Slides: download 15MB pdl

‘Several proposals have but put forth for improving the security of routing n the public Imemet, &.g., S-BGP, soBGP, and SPY. The ulimate goal of
these proposals is to ensbbe 1SPs o verify the legitimacy of route advertisemants received via BGP UPDATES. A first step towsard this goal s
enabling an ISP to verly that an Autonomous System (AS} s authorized to orginate routes to spedified blocks of IP addrasses.

This presentation describes a PR designed o support these goals, ihrough the Issuance of X508 digital certificates to rescurce holders. It makes
use of the cerificate extension defined in REC 3772, {o represent address space and AS mumber allocations. The PKI paraliels the existing
orpanizational structure by which thess resources are managed (RIRe, LIRs/NIRS, and |SPs), hence no new “usted" antilies are ntroduced.
Uniike a canventional Pi, this cne does not issue certificates fo identify resource hoiders, bul rather enablss Route Origination Authorizalions
{ROAs) to be verified as having been digitafly signed by the resource holder, whoever that may be. A repository sysiem for distribulion of the PRI
data, and ROAs 18 alsg described,

About the Speaker

® Dr. Stephen T. Kent
Vioa President & Chief Sclentist - Infarmation Securily BBN Technologies

I his rote as Chief Scientist, Dr. Kent cversees Informafion security activities within BEN Technologies, and works with govemment and
commercial chants, consulting on system security archileciure issues. In fhis capacily he has acted as system architect in the design and
developrmant of network security syslems end served as principal investigator on a number of network security R&D projects for over 25
VERTE.

Overthe last bwo dacades, D, Kent's RAD acihvifies have included the design and devalopmant of user authentication and aCCass
contral systems, natwork layer encryplion and access control systems, Sacure iranaport layer protocols secure e-mall technology. public-
key carification authodty systemns, PKI models, and hey recovery {key escrow) systems. His most recant work focuses on securily for
Irternat routing, voice ovar [P, and high assurance crypiographic modules.

The authar of two book chaptars and numerous technical papers on network security, Or. Kenl has sarved as o reforee, panellst, secsion

chair and keynote spesker for securdly conferences around the world. Since 1977 he has lectured on the toplc of network sacuriy on

behalf of govemment agencies, universities, and private companies throughout the United Siates, Euwrope, Ausiralia, Africa and the Far

Exsl, Or. Kent racsived the B.S, degres in mathematics from Loyola University of New Crleans, and the 5.0, EE., and Ph.O. degrees in

ggnpuhr sciencs from the Massachusetls instifute of Technology, He is a Feliow of the ACH and a member of the Internet Sociely and
e M.

When: Wednesday 1 March 2006 0:00 - 10:30
Where; [Auditorium]

APRICOT Plenary Keynota Address: Convergence?
Geoff Huston [APNIC)

Slides: downlosd

One of the maore persistent themes of the communications indusiry |5 that of "convergence”. The term has had a long and rich history, and in ils
most recant incamation corwergance is being associated with the delivery of voice, video and dala servicas. IP is, of course, heavily Implicated
here s the foundation technology of & new generation of converged service providers. Is convergence truly a major force in today's Industry, and
what other pressures are shaping the future struciuse of our industry? It appears that convargence ks not delivering on lis promises, and whie the
Industry is undergoing yet another iransformation, this has kess fo do with convergence and rsch more to do with deregulation, fragmentation and
assn;i?alud pressures for role specializefion within the: industry. What is the future of the tragifional monolithic carmer in lomomow’s uncanverged
worl

About the Speaker

» Geoff Huston
Senior Resaarch Scientist af APNIC.

He was largely responsible for Austraka's first Internet sarvice, the Australian Academic and Research Metwork, He then served a 10

year term in Talstra, in varkws lechnical roles, finiching 85 the Chief Interned Sciantis! for ihe company. He has besn & member of he
Internet Architacture Board, end currently chaks & couple of working groups (n the IETF.
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When: Weadnesday 1 March 2008 11.00-12:20

Where: [L2 f Room 4]

Session; Peering Track

Speakers: Barry Greene (Cisco), Stephen Baxter (PIFE Metworks), Mike Hughes {LINX)
SHdes: download, download?, downkoad

At APRICOT2004 and APRICOT 2006 we highlighted the operatlons and pearing challenges facing I5Ps building inlo and within
sharing the collective experiences of the Peering Coordinators in the room. In this session we will focus on evalution - In order

continue Farward i s sometime useful to reflect on the past.

Asia,
to

A Historical perspective

A5 one of the early Intemat architects inlimately involved with peering in Asia, Mr Greene wil share a historical perspective on some of the first
paamgusamInAsia,Hawi‘llsharnhhviwonquﬁlbnsamhm“ﬁmlmﬁm#shlmnmmlkahﬂmmﬁmﬂmmmlmﬂm
motivation for dedicating expensive (oceanic) transport for the first pearing sessions betwaen parts of Asia? Who were the players involved in
sefting up peering? felons with ISP subsidiaries? FSPs purchasing transpost on ihe open market? Engineers of Business Developrment stafi?)
What was the nature of the cooperation reguired?

An Ausiralian Historical Perspective

Feering [s5uss have often been healsd when focused on recently privatised Incumbents and the peering inclinations of Tier 1 1SPs (those who
have access o the entire country routing table solely through peering relationships). Ausiralla is no different and has taken broad strides fowards
the privatization of the incumbent (Telstra), Mr. Baxter, as an eardy parficipant in the Australian paering ecosystem, will share with us the evolulion
of paering in Australia, focusing on the rise of the so-called "Gang of Four” Tier 1 15Ps, the reguiatory Initialives from the ACCC to deal with
grievances, and fhe curent paaring ecosystem in Australia.

Best Current Practices In Peer NOC-t0-NOC Communications

Over the years we have seen & wide variely of operations support and escalation communications lssuas that can and should quickly be repalred.
The speaker has spent the last few years working with the Peering Community to document and share the best practices in Network Operations
Center communications. This s parlicularly Imporiant when NOCs are spread across cultural and language boundaries,

CEop]

When: Wednesday 1 March 2006 14:00-15:30

Where: [L2 / Room 4]

Session: Peering Track

Speakers: Brokaw Price (Yahool), Wikiam B. Neron {Equinix), Sytvle LePerriere (TeleGlobe)
Slides: downioad

This tafk fs based on recent research with MMWWmeWhmwmrMWt
tsing peering ratfos fo discriminate peeving candidates. The sudlience will decide which side of the ergument is stronger by 2 show of
hands at the end of the talk

Pearing from a Confent Provider perspective

Yahoo! 1s one of the word's most popular destinations In part because of its intense focus on end-user experiance. To that end Yahoo! has built its
own peerng Infrestructure and expanded Into parts of Asia. Mr. Price has astablished hundreds of peerng sessions to date and will share his
sxpariences bullding info and throughout Asia from a Content Provider pemspeciive,

The Folly of Peering Ratios?

Peering ks often establishad with mindset that the two parties are "peers”; that thets networks ane of simiar reach and scale. Peering “Ratlos” are
among the polentislly many pearing melics for selecling pearing candidates. For example, one ISP might stipulate that peering is accaplable If
your ratlo does nof exceed 21 cutbound to inbound, Since content providers send large volumes of content in response to a relatively smadl
request packe!, this melric makes & very difficull for content providers to qualify. This issue becomes more critical 85 comtant providers expand into
more high bandwidth spplications like high definifion video streaming and emerging fime-delayed karge scale content distribution.

International Peering Dynamics

One of the most imporiant challanges a Peering Coordinator faces is determining the locations where peering swﬁagica:t{;‘naku BENGE BCIDSS
and within Asla. How does one assembile the business case and business plan for peering reglonally and then within particular countries? What
are the gotchas, hidden underlying assumptions, end challenges to avercome? What should we as a Peering Community do to foster mora
Itereannactions? Me. LaPerriere will share her tenure of Intemational Peering experisncas with the group, helping to lay the aroundwaork for the
group fo bulld more peanng in Asia,

[Tog]

When: YWednaesday 1 March 2006 16:00-17:30

Where: [L2 f Room 4]

Session: Peering Reception - The New Peering Simulation Game v4
Faciltator; Willam B, Morion (Edquinlx)

Bring your wireless-enabied laptop computers to interact with this new Interactive Peering Simulation!

The Pesring Simulation Game has been re-engineered so the pleyars and the audiance members firg up their java-enabled browsers end
participals intaractively with the newesl incaration of the Peering Simutalion Game.

Four players from the audience will bring up their lapiops and play the mle of Peering Coardinatar, bullding out thelr networks, managing heir
transit commils, buliding ine Internet Exchanges (if # makes financial senss} and nenglialing *paid* pesring. As the 15Fs build oul, and the
peerings are astablished, sl lapiops are updated in real fime,
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The audience plays the role of The Market, helping decide which players get bonus customers and fraffic, which ones suffar equipment falures,
ele.

There Is of course a twist or e in the game. First, the players now make thais moves at the same ime, and 2 playes and audiénce SGreens are
updated in regl ime. Second, the audisnce has complate inforrnation - they can see the relative sirengihs of the players, as well as the players

future rolls, but the players have only a limiled view o the other players negotiating position. Thied, the 15Ps can steal each others cusiomersi
They can offer a kower price to sway the customers. [3Ps can apply "Customer Care" 1o protect thekr customers from tieing stolen, which can be
countared by applying “Taint" 1o help encourage a customer ko leave a "bad" ISP. These peering and competilve dynamics mimic the real worid
coopetition that ISPs face every day. In the five years of evoiulion of this game, we have seen that the negoliations caried out in the geme are

sirikingly similar to peering negatations in fhe real workd.

This is & not @ presentation | Aside from the 5-10 minule introduckion to "Whal is Peering? and How do we play the Peering Simulation Game?",
the players and audlence members (along wilh the faciliator) will provide the content and discussion, This 1s & highly interactive and audience
involved pariicipetion game that heips teach how peering really works.

When: Wednesday 1 March 2006 11:00-12:30

Where: [L2/ Room 5]

Session: SPAM

Speakers: Dave Crocker (Brandenburg Internetworking), Kwan Hee (Kevin) Hong (KISAIKRCERT-CC)
Slides: download -

BOTHET Activity & Mitigation
The main topic will be how BOTHET wosks, purpose of BOTNET, dangerous of BOTNET, how to mitigate BOTNET, how we should cooparate it
Too many Aslan Reglon sysiem has been compromised then funclion as Zombie PC and being abused to several ways.,

[Fon]

When: Wednesday 1 March 2006 14:00-15:30

Where: [L2 / Room &]

Session: SPAM

Speakers: Suresh Ramasubramanian (Cutblaze Limlited), Richard Cox {Spamhaus.org), Matthew Sullvan (SORBS), Mark Reynokis
{Reynolds.Net.Au)

An open discussion on antispam blocklists, from an opevator perspective.

An open discussion on antispam blocklsts, frem an operator perspeciive. The iopics covered deal with blackiist fisting policies, cooperation and
notification sirategies between (5P and blocklists, and how I15P= can deal with listings of thelr IP spaca in varlous bincklists, Each presenterwill
ba allowed 20 minutes of speaking time, with a 30 mirute open mike session on blockists fo follow.

[Top)

When: Wednesday 1 March 2008 16:00-17:30

Where: [.2 / Room 5]

Segsion; SPAM

Speakers: Ray Hunt {Univarsily of Canterbury}, John Haydon {Australian Communications and Media Authority)
Shdes: download '

Tightening the Net: A Review of Current and Next Generafion Spam Filtering Tools

This paper providas an ovendew of curment and fulure spam filtering approaches. L then examines ihe problems spam infroduces, inchuding

discussing what constitutes spam and how | can b measured. The paper then focuses on discussing sutomated, ron-intaractive flters, which

cover a broad renge from open sourcs to commercial implementations leading on to new ideas proposed by research papers In this anes.

Thiess fikering techniques can be based upon non-machine learming {heuristics, signatures, blacklisting, hash-based, traffic anakysis, glc) or upon

maching learning techniques (Bayesian, spare binary polynomial hashing, suppart veotor machine, Markoy modeis, paltem discoyery ste).

Tmr;n paper thus aims o review exisiing techniques and discuss the new resezrch ideas being published which are lkely to lead to solutions in the
e,

Finally a cage study Involving the Precisehtall Antl-Spam System Is evaluatad 1o investigats the effectiveness of implementing madam machine

learning techniquas such as Bayesian fillering,

Technical inltatives to combat spam

ACKMA s involved in @ number of technical Initatives almed at reducing spam within Ausiralia.

Thie benaflts of thess initiatives is fhat the information gained from them can be used to addrass the spam problem within Australia bul can also be
used by other jurisdictions to combat spam.”

When: Wednesday 1 March 2008 11:00-12:30

Where: [L2 | Room 6]

Session: Addressing & Renumbering

:n:m: Geolt Huston, Akinori MAEMURA, Masataka MAWATAR, Kiyoteru ISHIHARA, Champlka Wikeysturga
ides: downinad

iPv4 Address Exhaustion

The exhaustion of the IPv4 address space has been & long-anticipated evant, with Initial predictions being made in 1980 that prediclad exhaustion
by 1885. Obviously IPv4 has managed lo not oty survivie but thrive wall beyond that date, and more than one quarter of 1he entire |Pwd address

36



spaca remaing in the as-yet-unallocated free address pogl, This presentation will repor on 8 statistical analysis of the recent trends in iPvd
address consumplion, and report on the trend analysis in terms of address exhaustion. The presentafion will also ook at some of the implications
of address sxhaustion in tarms of Ikely ndustry response to this situstion.

IP Addressing design

1P Addressing design is one of the most basic ane smang varlely of component of design. howewver it s not easy at all in praclice.

This presentation will discuss about various praclical ceses of IP addressing which requires various consideration in day-io-day operations ke
folowing:

- [Py4 addressing

- Hey points for very efficient use of 1P address block

- [Pv8 sddressing:

- Initial design and operallonal consideration

- Diffrance batweesn [Pv4 and IPvE

This will Include the katest discussion in JANOG17 conference on January 19 & 20.

Infernet Resource Management - Past lessons and current policies in the Asia Pacific

This preseniation will take a look al history to give us an understanding of the imporance of Intemet resource management and the role of
industry in sel-raguiation. It will explain key terminology when talking sbout the RIRs and will examine important aspacis of the IPv4 and IPvE
palicy framewark.

When: Wednesday 1 March 2004 14:00-15:30

Where: [L2/ Room 5]

Session: Access

Speakers: Truman Boyes {Juniper), Greg Bader (e}, § Khandekar {fcatel), Yogesh Jiandani (Clseo)
Slides: dowpload, downioed?, gownlosd3

Broadband Access Natworks and Triple Play
Thiz presentation will cover current Triple Play delivery techniques (DHCPPPPoEmuliple VC), Broadband and Ethemet Architecture, and
Broadband service resiency (HA slements, MPLS-TE, GoB).

DSL deployment lessons leamt
A::lluk at the business case, deployment methodology, and lessons leamt by INET during s ADSL2 roliout in Australia's unbendled local loop
amironrment.

Design considerations for delivery of Triple Play Services over Access Natworks

Mir. iKhandekar ks the co-authar of the DSLForum technical contribution (DSL2006.280.00) that describes an MPLS anabiad Ethamel aggregation
network for delivery of triple play services. In hi talk, he will discuss design conslderaiions and operational challanges for defivery of Triple Play
Sarvices over Ethermet based access networks that are increasingly Efhemet basad. :

Mr. Khandekar will also discuss the role of technologies such as VPLS, MPLS, DHCF and IP muiticast as presanted in the DSLForum contribufion
and how these technologies can be leveraged to improve the scalabiiy, OAM, resillency and restoration of large scale triple piay networks.

Metro Ethernet

Service Providers are s looking 1o capitalize on the ™brosdband™ opportunity, providing high-speed services to aparimen blocks, multi-
tenantad business centers and hotels, This is also revolutionising the Enterprise and SMB market where the access mechanism is 2 commonly
understood technology - Etharnet.

This technology is easy to deploy, own and upgrade and will help n deployment of newer and faster services.

The UM and NNl ars both the same media Ethemet which makes this technology cost affective and simptle to deploy. 1t can also be deploved over
existing telephone cables (EtherDSL)

Ethemet economics, speed and the cost-affectivensss, simplicity, ease of use and familiarily are seen a8 & big plus and a new approach to
mw":m networking, Metropolitan Area MNatworks enabling broadband access are becoming more viable to deliver services that offer more
bandwidth,

[Tep]

When: Wednesday 1 March 2008 16:00-17:20

Where: [L2/ Room 6]

Session: Wireless Networks

Speakers: Dhruba Raj Bhandar (Final Quadrant Sokitions), Matt Kalon (Juniper), Richard 51 Clair {Intemet Lizers Sociaty of Niue)
Shdes: download

Large hotel wireless network deployrmant
This presentation gives a look at the how a large wirslees network was deployed in 1he Soakes Crowne Plaza Kathmandu, Awchitectune, toois,
authentication, and Imitations ard lessons leaml will be coverad.

Mobiie and Wireless Technologles for Service Providers

As mobilty becomes the 4th leg in many providers =wuoke, data, and video™ sirgbegies, many P network angineers and architects are struggling
to understand the relationship between moblityiwirsless networks and IP-based infrestructure. This conference session will introduce paricipants
io 1B and MPLS-based saltions to the data needs of mobde networke, from hasic 26 GPRS networks to faster 3G networks and beyond, The
role of |P access networks for WiFl and Wibklax deployments will slso b explored. By the conclusion. participants will understand the place and
importance of IP and MPLS to the modem convergad mobde retwork operator. and the potential for putsourcing end co-operation between mobie
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and wiraling oparators thal this relationship exposes.

Internet and Wifi Development on a Remote 1sland

An cverview of developing 8 wifl nation an a South Pacific Island Mation, this prasentations takes you through various sspecls of what can run
simply and effectively in hostlle tropicel envirenments. Afler some years of frisl and efror, the video prasantation is the product of being able to find
that happy combination of hardware, softwere, location, colocalion and some kick to top it @il off. Question and discussion session i the
conchision., ;

When: Wednesday 1 March 2006 18:00-18:00

Where: [Ballroom 1]

Sesslon: NSP-SEC BoF

Speakers:

NSF-SEC Overview - Daniy McPherson (Arbor}

WSP-SEC-JP: Pesrs Working Together to Batile Atiacks lo the Intemet - Taks Mizugucl (NTT)
Internet Motion Sensor Update - Danny McPhersan (Asbor)

Sliches: download

Securfty incidents are a daily event for ntermel Service Providers. Atlacks on an ISP's cuslomers, sftachks fram an 1SP's customer, worms,

BOTNETs, and attacks on the ISP's Infrastucture are now one of many "security” NGOG tlokets through out the day, This increase in tha volume

and Intensily of attacks has forced 1SP's to spend constrained resources to millgate fhe effects of these attacks on thelr aperations and senvices.

This Investment hes helped minimize the effects of the attacks, but it has not helped stop them at the source. Stopping attacks at their spurce

émgglr; rapid and effecilve inter-ISP cooperation. Hence, these ISP Security BOFs are also used as 8 face-io-face syncup meeting for the NSP-
L,

Additional informatlon can be feund here: hiips:fpuck.nether.natfmallman/Tistinfo/nsp-security

If you would Bre to contribule to the BOF, please send emad to danny [af] arbor. net

Whan: Thursday 2 March 2006 9:00-10:30
Whare: [L2 / Room 3]

Session: ONS
Speakers: Edmon Chung {Afilias), Bill Woodcock (PGH), Stephane Bortzmeyer
Slides: downloed, downlpad2, downioad3, downioadd

DNSSEC Implementation and [ssues

In the fall of 2008, Affias provided the tschnical services to PIR (Public Interest Reglstry) for DNSSEC 1esthed for ong. Afilias implemented ihen-
currant RECs in the tasibed in crder b gain expasience with the technology and observe operational issues for Top Leve! Diomain (TLD)
Reqgisties. Afilias discovered that technical issues wese not serious impadiments o daeployment, The mona serious barriers were social ones. The
1ack of & protocol for trust ancher key management meant intractable problems for publication. Furthermore, promoting interest in the tachnology
fumed cut to be evan more difffcult than enticipated.

DNS Anycast Service Provision Best Practices
Anycast 13 now the de-facto standard for carier-grade DNS service provision. Alhough anyeast provides great benefits in stability arud

e, there are alkso potentlal pitfells in its implementation. n this talk, Bil Woodcock, who has bullt three of the largest DNG sarvice
provision networks in the world, will discuss best practices for amycast network design and Implementathon.

The CODEV-NIC DNS registry software

Every DNS regisiry must manage a detsbase of names cumenfly registered and produce a DHS zone file {as well as whols cutpuf) fram i To do

50, most reglstries uee a custom, locally writhen program.

For ihe smallest and poorest registries, ke it is comman in the South, this can be too difficult: that is why many TLDs do not have a real

informalion system, and, for ingtance, cannot host & whaks server.

EIDDEV-NICW to he & solution for these TLD. Not only It is free software, but it is also muiti-pakiey (svery TLD has differant reglstrafion
L5

CODEV-NIC has been developsd by three registries scling in comman, *.cl™ (lvory Coast), ™.mg™ (Madagascar) and ™.fr™ {France).

The talk will present CODEV-NIC, fhe requirments it had (specially the need to ba rmuiti-palicy). the technical choices and the way it was

developed by three teams working in three different countries,

When: Thursday 2 March 2008 11:00-12:30
Where: [L2 / Room 3]

Sesston: VolP
Speskers: Gene Lew, Gaurab Raj Upadhaya, Jonny Marlin
Slides: dowrdead, downioad?, downloads

A technical and functional description of fhe SIP-IX framework That NeuStar s deploying.

INOC-DBEA (Inter-NOC Dial-by-ASN |

INOC-DEA, (Inter-NOC Diakby-ASH J hotline phone system connects the network operations canters of network operalon araund the world in a
closed VOIF system, The INOC-DBA hotline system has been In production use since Qclober, 2002, and underpoes continuous development
and refinement. Recent developments have included cryplographle authentication, a self-provisioning web (nterface for participant organizations,
g5 wall ag nler-operablily tests SIP devices and software PEXes.

This presentation will also present statistics as well as dala on quality of calls,
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Current VolF aclivities in NZ

This presentafion wil cover current VolP aclivities in NZ - both construciive and destructive. Telecommanications and VolP regulation, current
oparators and exparience, legal aspects and technicsl delails will be investigated. A status report of the InfermaiMZ run ENUM triat wifl siso be
provided, Lasty and parhaps most impostantly, the impact open source VolP solufions are having on the voice lendscape will be analysed.”

When: Thursday 2 March 2008 14:00-15:30
Where: |L2 f Roam 6]

Session: SoftbankBE's Broadband Contents
Speakers: Masaru Akai (SoftbankBB)
Slides: downinad

Softbank BB Is a successful venture ADSL carrier who holds the most number of ADSL users in Japan wilh their brand-new full IP netwark, They
have besn really active in providing contents ever their netwaork.
I this session their contants serices are infroduced.

+ BBTV Broadband Service
+ BBTV Vol Service
+ Broadeasting of the games of Softbank Hawks Pro baseball Team:

About the Speaker

® Masaru AKAI
Softbank BB Corp. Japan

After having gained exparience as a domesiic integrator, Masaru has been involved with domestic/ glaba! |T indusiry since joining
PSiMet Japan in 2004, Leamad serves facility & surroundings, IPvé, and BGF operating. Jolned Softbank BB Cormp. In 2004 a5 a server
enginesr and have focused on broadband content.

When: Thursday 2 March 2006 14:00-15:30

Where; [L2 / Room 5]

Session: Myths and Realities: How the government regulates what Australians see on the internet
Speakers: Peter Coroneos (Intermet Indusiry Association of Australia)

Siides: download

Myths and Realities: How the government regulates what Australians see on the infernet
(A legal analysis for non kawyers of Australia’s online content regulatory regime)

In 1999, the Intermet Industry in Australa, when first presanted with the: prospect of mandatory fliering of itemel content to profect children,
responded by develop three industry codes of practice. These were registered by the national regulator, the Austrafian Brosdcasiing Autharnty
{AEA), and anly after passing 8 sirct edequacy test In relation to community sefeguards.

Co-regulatory leglsiation makas the Codes legally enforceable by the ABA and large penalties exist for non compliance. Under the Codes, I5Ps
must provide for use fools end information to enable customers to betler control of content accessile In the homeas.

To further promote the empowerment solufion, the ILA intreduced the Family Friendly |SP scheme in 2003. This scheme has biparfisan political
support. It entitles Code-compliant ISP to display & Tadybird' seal on thelr sites, signifying to famifies their entitiermant ko the kind of protection and
assistance that the Codes mandate,

Importantly, furiher revisions to the Codes currently In progress extend the basic moded to cover content eccessible thraugh convergent mobile
devices which ara now coming Into ussa.

This paper considers the chakenges to Internet regulation based on the Australian expérence and expounds co-regulation framework as an
appropriake
pOfCY response.

About the Speaker

% Peter Coroneos
Intermed industry Association of Australia

Pater Coroneos Is Chief Executive of the Internet Indusiry Association, the netional industry body for the Intemet in Aveiralia. In addition
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i hig fole as primary industry advocate, pofifical sirategist end spokesperson for the 1A, Paler drives the lIA's policy development work
and has insfigated the formation of specialist laskforces 1o everage member expertisa In diverse Jegal, economic and lechnical areas.

When: Thursday 2 March 2008 16:00-17:30

Where: [L2 [ Room 5]

Sassion: Art and Science of Building NUS Data Centres

Speakers: Nams Kelvin TECH, HO Hack Jim (Wational Universily of Singapore)
Co-Author: David Liau Tai Wal (Nafional University of Singapore)

Siides: download

The Mational University of Singapore Dala Centre is 2 24-hours non-stop high-availability nerve centrs for the IT operation and communicafion
backbone for the National University of Singapere. It is purpose-built with advanced tarmparature and humidity control, fire detection and
suppression systems, UPS and standby power generalors, Bccass contro! securily sysiem, as well as B diversa routing of communications.

With a nett floor srea of 720m2 and & figor loading of 7.6kN/im2, NUIS Data Cenire hosts & total of more than 200 servers with &1 Terabyles of raw
data sorage as well 25 2 core communication backbone with 24 Gigabits of aggregated bandwidth. The cenfre supports @ myriad of [T services
and applications like Internet, Emall, e-Leaming, wireless connectivily, video conferencing, student admission, course reglstration, student
feedback, class timetabfing, digital llbeary, slumnl portal, end many ofher human resource and financial related applications. Combinad with an
access controlled media Borery that is equipped with an indepandent temperature and fumidlty control, NUS Data Centre ansures that crifical
backups are safely secured and refrievad when neaded.

NUS Data Centre also provides fhe University with a globally connected campus via highspeed network connections to the Singapore Govermnment
Metwork (SGMet) and Internet-l nstworks In Australia, China, Japan and the United Kingdom. Each day, # serves hundreds of thousands of
requests and transactions frem students, stafl and visitors from all over the word.

WLUS Dats Centre... Conneciing the Fulure...

About the Speakers

® Kelvin TEOH
Mational Univarsity of Singapors

Kalvin Teoh is a Data Centre Specialis! and Hock-Aim Ho & Network Engineer, at the Computer Center, Mational Uniyersity of Singapom
{NUS). As @ member of the Dats Cantre Team, Kalvin ls currently managing Data Cenire oparations. Major projects undertaken includes
& full conovalion of the NUS Primary Data Centre with minimal downtime, the canstruction of @ new ON-Campus Data Cenire, and the
dasign, daip.lnfmau and operation of & state-ol-the-art campus-wide distributed UPS infrastruciure (inchusive of remate managemeant and
monitoring

& HO Hock Jim
Mational Univarsity of Singapore

Hock Jim's rol as a member of the Network Infrastructurs Team has led to his pariicipation In various engineering and community
projects, These includes Inter-School Wirsless Roaming, EGE Blackholing, DNS-besed Botnel Migitetion and Internet Bandwidth Buili
Tender for Schoals. He curently oversees the NUS WAN infrastructure, and is a member of NUS Singapare Open Exchange (NUS-

S0X) NOC.

® David Liau Tal Wai
Mational Linhersity of Singapore

IT Professional with more than 10 years of muli-displinery experience in the IT Industry.

When: Thursdey 2 March 2006 16:00-17:30

Where: [L2 / Room 3 ;

Session: Content Switching and Application Optimization - Technelogies and Design Approaches within Data Centers
Speakers: Zeeshan Naseh (Cisco)

Shdes: download

Appiication optimization, high evailabilty, scalability and security are the key requirements for loday's Data Cenler petwork designe, This sesshan
prasents saveral design options when deploying network based application optimization and securilty services,

The session focuses an the integration of Content Switching (SLB), 551 off load and Firewall technokogies within & Deta Centers, Daployment
examples will ba based on the Conlenl Switching Module, 551 Service Module, Firewall Senvice Modules on the Cisco Catalyst 8300.

The advanteges and disadvanteges of each design epproach and technology will be covered in detafl together with some configuration axampie,
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The ideas of secure interna! segmants and significance application flow will be coversd fo understand the requirerments of the enterprise,

About the Speaker

® Feeshan Maseh
Ciecn Systems

Zeeshan Naseh, CCIE (28838), is a Technical Leader in Cisco's Worid Wide Data Center Metworking Pracice within Advanced Senvices.
His primary responsbilty heve been supparting Clsco’s major customers, including service providess, wireless service providers. large
enterprises, and financial instiutlon, As a desipn consultant, Zeeshan has focused on Content Switching and Data Cenler designs.
Zoashan has authored several white papers and design documents thet have been publishead mtamally within Cisco and en CCO. He is
algo e audhar of the upcoming book - "Designing

Caontent Switching Solulions”. Prior to joining the Cisco Advanced Services tegm, Zeashan has worked at US WEST, FORE Systems
and Cisco's CalfS00 development team.

When: Wednesday 1 March 2006 11:00-12:30

Where: [Ballroom 1]

Eession: Routing/Operations: JPvE Daployment In Comcast
Speakers: Alain Duran (Comcast)

Shdes: d

Hew to manage 8 network with 100+ million IP addresses in the next few years? When Net10 doms not cut it amymore, the sensible answar for
Comeast is IPv6. Comcast is one of fie first aperators to adopt IPvB a5 a strateglc activity with an aggressive rofl-out plan. In itz inftial phase, this
plan focus on the menagerment and operation of Comcast opereted devices, like cable modams and set-op boxes, Key architeciural choices ara
mathe o reducs the complexity of the overall deployment.

About the Speaker

® Alain Durand
Director and 1Pv6 Architect in Advanced Engineering at Comoast

Algin has been working on IPv8 since 1984, parficipated In the INRIA BSD PG implamentation In 1985 and was a pioneer on the Ebone
Iy 1506, Algin has authored numernus RFC and Internet Drafts at IETF and co-chaired the NGirans working group fram 1988 to 2002,
He now servers as the co-chakr of the Softwires working group. Prior to Comcast, Alain was al Sun as the IPvE architect during the
development of Solaris 10. 4

When: Wednesday 1 March 2006 11:08-12:30

Where: [Ballroom 1] .
Session: Routing/Operations: Pvé IGPBGP Routing
Speakers: Khalid Raza (Cisco)

Slides: download

V& routing will cover OSPFv3, SIS enhencements to carry v roules and BGP changes. Prolocol that s gone through a major rewrite ks OSPF, wa
will ook into OSPF how the changes affect the protocal and address the Emitation of OSPPv2. We will atso look al all the nk states and how they
are different then v2 plus new LSA types that are specific to V3 only. Presentation will cover ISIS new TLV's added to the protocal for v, We will
also look &l MPBGP and how AF v warks on 1op of MPBGP.

About the Speaker

& Khalid Raza -
Cisco

Knalid is & Dissinguished Engineer at Cisoo Systems. As a racognized expert within Clsco and weorldwide ISP and NEMN community,
Khalid hes been designing karge scals [P notworks for over tan years. His experiise includes IP routing protocols (OSPF, 1515 and BGP),
MELS and ISP networks. He represents Cisco in industry panel discussion and technice! conferences around the wark and discusses
technologies and profocols ralated 1o large scals ISP and NRN networks.

Khalid has influenced technology directions and decisions within Cisco and ISP and NRN community worldwide, He has produced
technica! while papess and co-authored & book called "Lame Scale IP Network Salutions", Khalid holds & Bachelor's degree in Elecirical
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Engineering and & Masier's degres in Engineering Management from LEA,

When; Wednesday 1 March 2008 14:00-15:30

Where: [Ballroom 1]

Session: Routing/Operations: Transitioning to [Pvé: Issues & Mechanlsms
Speakers: Jeft Doyle {Juniper}

Slides: download

In the pasi ten years a muffitude of [PvE transition tarchnologies have been proposed. This presentation exemines what technolopiesd are gaining
mp:r:dm in the industry and which ones are belng abandoned. The applicetion of these technologies and the approaches to tansition are also
Bxam 5

About the Speaker

® Jeff Doyle
Juniper

Spacializing In IP routing protocols, MPLS, and [Py, Jeff Doyle has designed or assisted In the design of large-scale IP sarvice provider
networks throughout North America, Europe, Japan, Korea, Singapors, and the People’s Republic of China. Jeff is the author of COIE
Profassional Development: Routing TCPAP, Velumes 1 and 1l; OSPF and I5-1%: Choosing an 1GP for Large-Seale MWetworks; and is an
editor end contribuling suthor of Juniper Metworks Routers: The Compiets Reference. Jeff has presented numarous corporate seminars
for Juniper Metworks, and has also spoken at NANOG, JANOG, APRICOT, and at IPvE Forum conferences worldwide.

When: Wednesday 1 March 2006 14:00-16:30
Where: [Baliroom 1]

Segsion; Routing/Operations: Multicast v
Speakers: Toerless Eckert (Clsco)

Slicles: downioad

“The most Important stuff people should know about mulficest today {but will have 8 hard time to figure out just from IETF epecs), end some cooi
new stuff too that's alsd interesting for IPTV ... bot not everything ;-{"

About the Speaker

® Toerless Eckert
Claco

Toarless Eckerl is tachnical leader in Clscos Intemet Technologies Division (ITD), Primarily working out of a deploymant and architecture
fobe, he Is bridging the gap betwsen cuslomers end Cisco englinesring tor IF mullicast both in platiorm independent software and Cisco
product development. His current focus is on advancing ihe soluflons for mullicast resificency, label switching and breadband access,

First using In IP mullicast in 1902 to recelve video broadeasis acrss the globe, he becama ane of the firsl customers to EFT lest Chacos
|05 1P mullicast in 1204 and jsined Cisco in 19849,

When: Wednesday 1 March 2006 16:00-17:30

Where: [Esliroom 1]

Session; Routing/Operations: Advanced BGF Convergence Technics
Speakers: Pradosh Mohapatra (Cisco)

Slides: download

A presentation indicating recent advances In BGP protocol. Description of new BGE address farnilles along with the functionality provided by them.
Mew dynemic embedded tooks for efficient and very faxible muitfhaming technlcs, Tools and recommentations 1o optimise network end o end
convergence for both IPvaivG as well as vpnvdive applications.
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About the Speaker

® Pradosh Mohapatra
Cisco

Pradosh bohapaira is & Technlcal Leader in the high-end routing group of Cisto Systems, San Jose, CA, where he is Involved in the
design and implementation of BGP protocol.

He has more than 8 years of experience in the Networking induslry and has worked extensively in 1P and MPLS protocols and
technologies. He is currently [eading fhe LIVPN development effort in Clsco's high-and router product lines (CR3-1 and Clsce 12000}

When: Wadnesday 1 March 2006 16:00-17:30

Where: [Baliroom 1]

Seseion: Routing/Operations: IPv4/IPvE Network implementation and operations
Speakers: Ariga Seffi [NTT Communications)

Shides: download

This preseniation will inroduce what we've done fo implement and oparate IPw&IPv6 natwork in large scale network, for the people who has some
axpertence on designing/operating medium to large scale IPvd rebwork, This covers, IPvB characterisiics you have to think of when you design
targe scale IPVE network, difference betwean 1Pv4 and IPvE which appears whan deploying IPVE into existing IPv4 network with no sarvice
interruption, and practical lssues on operaling IPVE networi.

About the Speaker

® Selfl Ariga
IP Engineer, NTT Communications

He has been working for NTT Communcations since 2002, Ha Is an IP Engineer operating NTT Communications’ Global [P Metwork (aka
‘nitnet), NTT Communications has been nunning IPv4/IPv dual stack network globally for more than 4 years, He played a main role in

design, implemenfion and aparation of this dual stack network, He started to work on IPvE since 1807 whiks he was a studant at Kelo
University &5 & member of WIDE Project.

When: Wednesday 1 March 2008 16:00-17:30

Where: [Baliroom 1]

Session: RoutingfOperations: Fast Reroute for Triple Play
Speakers: Sachin Natu {Redback)

Slides: download

For service providers, applcallons such as IPTV and VOIE are becoming increasingly Important in Mext Generation Canverged Metworks. For
successful deployment of such applications, fast repair In case of network or fnk edement fallure is becoming & critical plece.

This presentation will focus on different methods and design sciutians, which will help in network fast repair. In more details we will look at:
* Use existing routing protocol opfimization to perform fast convergence.

* Wexthop Fest Reroute which makes it possible io use MPLS 1o profect IPTY and VOIF traffic. in this pari we will also discuss some NBw
mechanisms which can prevent microloops during subsequent routing comvergence.

About the Speaker
® Sachin Natu
Redback
Sr Product Manager responsible for delivering IFTV and Voice services related product features.,

When: Thursday 2 March 2006 :00-10;30 43



Where: [Ballroom 1]

Session: Routing/Operations: Pros and Cons of going unnumbared
Speakers: Kireell Kompella {Juniper)

Shdes: download

Metwark adminisirators lypically number .., configure IP addresses on) all direclly connected Interfaces of an iPv4 router. This talk examines this
praciice, and assesses (5 pros and cons, and suggests some alarnatives. As s praciice is fairly deeply rooted, this talk chalienges some of the
assumplions and deliberately atlempis 1o stir up thinking on this front. Open discussion is invited.

Topics include: why number? why go unnumbared? when can one go unnumbered? what are some resiiclions of going unnumbened? is there a
middhe ground? what other aliematives sxdst? whet les beyond going unrumbered?

About the Speaker

* Kireati Kompella
Juniper

Kiresti Kompalia is & Juniper Fellow at Juniper Networks. His current inlerests are all aspacts of Mult-Protocal Label Swilching, including
Traffic Engineering, Generalized MPLS, and MPLS appiications 1t ag VPMe. Dr. Kompells is active at the IETF where he is a co-chair
of the CCAMP Working Group and the author of several Intermel Drafts and RFCs In the aregs of CCAMP, 15-15, LEVPN, MPLS, OSFF
and TE. He specializes in Layer 2 VPNs, Matro Eihemet and Vidued Private LAN Sarvica. Previously, he worked in the area of
flesystems at Network Appiance and 5GI: and earfier in the ares of security and cryplography.

Dr. Kompelta received his B.5. in Electrical Engineering and M.S. In Compater Science at the Indian nstiule of Technology, Kanpur; and
his PhD in Computer Science at the Unbarsity of Southem Califormiz.

When: Thursday 2 March 2008 8:00-10:30

Where: [Baliroom 1]

Session: Routing/Operations: Service Gontrol Technologies for peer-o-peer traffic in next generation networks
Speakers: Teruyukl Hasegawa (KDDI R&D Labs) & Lior Gendel (Cisco)

Slides: download. download2

“Service Control Technologles Peer-lo-peer fraffic in next gensration networks”, Lior Gendel, Oren Raboy, Malik Tatipamula, Cisco systems;
Ateushl Tagami, Terwyukl Hasegawa, Shigehin Ana, Toru Hasegawa, KDDI laba.

Peer-to-peer (P2P) tralfic consurmes netwark resounces without creating additional revenue. If is alagedly eslimated that 70 percent or mare of
broadband bandwidih is consumed by downloads of music, gemes, video, and ofher content, Cansumption will ingrease as P2P downloads
rutliply because of increases in subscriber adoplion and file sizes.

[dentifying P2F spplications Is complex. Sophisticatad P2P protacels can dynamically hop to diffierent ports, making them dificult to defect,
monitar, and control. Many existing devices and unsophisticaled service confrol technologies kck the abiiity to detect changing PZP profocols,
hampering @ service provider's ebiity 1o cope with P2P applicetion traffio.

This paper discusses the problems associated with the growing poputarity of P2P applicafions and presents two kinds of service cantrol
technologies, First one is deep packel inspection, which erables accounting and contrelling trafiic with application awareness io attain the
bandwidih faimess amang subscribers. This approach is effecive but needs some considerafien about the deepness of inspaciion not to infringe
the privacy of communications. Second one is P2P cache inducing P20 (raffic b kocal destinations, which can mitigate inter-domain traffic. This
caching architecture s P2P protocol independant but provides onfy rough traffic contrel. We also eddress the possibility of harmonized service
conirol architeciure for next generation network infrastruciirne.

About the Speakers

& Teruyuki Hasegawa
KDDI R&D Labs

Teruyuki Hasagawa received the B.E. and ME. Degrees of alacirical engineering from Kyoto Unbversity, Japan, in 1881 and 1893,
respectively, Since joining KDD {now KDDI) in 1993, he has besn warking in the field of high speed communication protocol and
multicast system,

He is currently @ senior research engineer of IP Communication Quality Lab. in KDDI RA&D Laborstories inc. He received The Merlarious
Aoweard on Radio of ARIB in 2003.

® Lior Gendel
Cisco



LIDR GENDEL s Managing Technical Marketing team in Cisco Systems, Prior 1o joining Cisco he designed and implemented public IP
networks. After joining Clsco in 1856 he participated in the design of many private and public IP networks, in pariicular in Europe, Hig
|atest activity In Clisco includes 8 study of .

applications response over large IP netwarks and archileclure af Claco NG products. He holds & B.Se. In compuler enginesring, B.A
computer science and an M.Sc. in computer science fram Ben-Gurion University, lsrasl.

¥When; Thursday 2 March 2006 11:00-12:30

Where: [Ballroam 1]

Session: Routing/Operations: Peering Planning Cooperation without Revealing Confidential Informafion
Speakers: Arman Maghbouleh (Carident)

Slides: download

For most internet Service Providers the majority of thelr traffic enters or leaves the network via BGP enabled peerings or upstream provider(s). Not
only do these nks need o have enough capacity during normel aperation, ihey atso need to provide redundant capacily during fink faliures. For
the egress traffic (sarvice provider to remate peer) this can be easily verified by simulating the rerouting under faliure, &5 the topology of the
network |s completely known, The raturn trafllc (remote peer to senvice provider) however can net be simitated, as the behavior of the remote
nstwark |5 not known. This creates a gap In the planning process for exiemnal pearing links.

n this talicwe present a simple methodology for creafing 'Falover Matrices' that describe the tralfic redistribution under peerdng link fallura
conditions. fhe matrices provide a useiul mechanism for sharing information and improving fhe mulual planning process withoul disclosing any
proprietary information. We will describe the principles behind the process a5 well as walk through a real scenerio.

About the Speaker

& Arman Maghbouleh
Carident

Armian Maghbouleh serves as the President of Cariden Technologies where b wiorks with network operators fo develop routing and
traffic management solutions. Arman has exlensive experience in network design consulting snd looks development, including stints at
Apple Computer, Fidelity Invesimants and Advanced Telecommunications Research Laboratories,

When: Thursday 2 March 2006 11:00-12:39
Where: [Ballroom 1]

Session: Routing/Operations: IPFRR
Speakers; Stafano Previd] [Cisco)
Slides: download

| Fasl Reroute technologies sim to provide traffic restoration within 2 few tans of miliseconds. Similer tachnalogy hes bean already developed
and depicyed using MPLS and now IPFRR delivers the sama capabilily to IP networks or IP+MPLS networks but where RSVP is not deployed.
IPFRR also provides profection for multicast traffic. This presantation ghves an overview on the curent IETF proposals in tesms of architecture as
well as the Clsco view on thase lechnologies. The presentation covers multiple aspects Treciwding:

- IF Fast Reroute Downstream Routes

- IP Fast Reroule Nol-Via Addresses

- Wicro-loop Avoidance Algorithms (for Fast convergence and FRR technologies)

This session is Ideal for anyone who wanis to undesstand the latest developments and tachniques in IP rauting.

About the Speaker

& Siefano Previdi
Cisco

Stafano Previdi joined Clsco Systems in March 1998 as Escalalion grgineer in the Technical Assistance Genter for Routing Profocols

g
Technologies. He then moved to 2 Senlor Consulling Engineer posiilon and paricipated 1o the architeciure definltion of MPLS-VPN. He
also closely followed the first Giseo Implementation of MPLS-VPN as well as the early fleld depioyments.

In 2001, he moved o enginearing as Technicel Leader for 15-15 development and implemented a sel of Fast convergance features in
|05 1515 implemantation.

Sines 2002, Stefano joined 105-XR Archilecture team and focused on Routing Prolocol performance end scalabiity.

In paralial with his engineering activily, Stefang is an aclive member of IETF especkally In the 15-15 and Routing Asea working groups. He
submitted ssveral drafts among which some heve been moved (o RFC stalus,
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When; Thursday 2 March 2006 14:00-15:30

Where: [Ballroom 1]

Session: RoutingiOperations: Modelling Inter-Domain Routing
Speakers: Olaf Maenne] (University of Adelaide}

Slides: download

In this 4alk we discuss a methodology and tool to construct an AS-evel moded of the Intemat topology. The gim of this work is to be abla to
simulgie the inter-domain rouling system in such a way that we can predict the results of topology and/or policy changes. With such a too]
operators could ask “what-iP-questions, for exemple: "What Impact does a new (or cancelied pearing) have on inter-domeain fraffic lows'? "To
which peerfupstream should | connacl, given a cerlain traffic profile™? “What impact has a change in the connactivity of transit networks on my
ASTF

To answer such questions we use large-scale simulations. Recant advances In simulation techniguas alliow us fo compute Internel-wide routing
models in reascneble time, As input to our simulation, we use BGEP routing tables gathered at difierant vantage polnts. We start off with &
simplifed mode! that melches al cbserved paths without having io handle the coarser pokicies applied in the internet that lead to the obsened
paths, Fram there we go on and use heuristics to correlate the information that it awailable using many observation points and many different
prefixes, This gives us Insighis about how policies might affect routing in the Intemet in ganeral and at which granularity poiicies ere actualy
applied at the AS-evel,

While our methodobogy is shill work-in-progress, preliminary results show that we can expect o pradict A% paths between twa ASE with accuracy
above BT%. To improve our methodology we seek feedback from the network community to understand what particuler questions our tool shouid
be able to answer.

For more information about how we construct the inter-domain modsl, please see: htipuihorme

About the Speaker

®  Dlaf Maennel
University of Adelaide

Olaf Masnne! obtained his Ms degree in computer science from the Saadand Unlversity in Germany in May 2002 and? his Phid from the
Technical University of Munich In October 2008, He is cusrently 7a postdocioral fellow with the University of Adelalde in Ausiralia. His
current research ?interest s netwaorking, with 2 focus on routing, Including router testing, understanding convergence issues and
topalogy characteristios.

When: Thursday 2 March 2006 14:00-15:30

Where: [Baliroom 1] -

Session: Routing/Operations: Multi-Segment PWs: “A small step for PWs, a giant step for Metro Convergence?”
Speakers: Jeffrey Sugimoto (Nortel)

Shidas: fewniosd

Pseudowire End to End Emulation (PWES/FPW) ks galning momentum. WAN deployments of PWES are currently anabling new Efhermet services
and the opportunity 1o converge ATM, Frame Relay and other legacy services over a common MPLS core. The muili-service attributes of PWs and
adaplability to different types of PSN tunnels are giving the techaplogy strong consideration as a candidate io defiver convargence In melro access
nmrnrh:, ellher g5 an end to and service or &8 an aggregation for “new age® solulons: e.g. nexl generation opiical ranspart, triple play, wirglass
backhaul,

Mﬂl:'w technology meves from leading edge to meinstraam and info the Metrapolitan Area Metwork (MAN) a number of consideraiions ane coming
1o the forefront:

How can | keep my access network simple while deploying PWs?
How can | segregate my acoess and core networks?

Hew can | scale 8 PW deployment In general?

How can | offer PW between administrative domains, including Inter-provider scenarios?

These requirements drive a need for a new bread of PWs that concatenates sevaral PW segments iogether to form a Mult-Segment PW (MS-
PW). This presentetion starts by discussing the new requirements and medlvalions behind them with a particular focus on the need to provision
and connect segmenis of @ MS-PW in an operationally efficient manner. The presentation then discusses the mechanisms that provide solutions
{o the prablem considering the latest IETF wark and it concludes with an analysis of possible applications for these budlding blocks,

About the Speaker



» Jeffrey Sugimoto
Mortet

Jeff Sugimoto is a senlor engineer that manages the L2 VPN sarvices team reporting to the office of the CTO in Moriels service provider
data networks organization. His 12 years at Nortel have included a varlety of expariences Including several years of engineering, design
andW.mﬂmmuwmmrum.hﬁhﬂmmeﬂwamhm IETF and contribulions fo the MFA related
ta L2 VPNSs over MELS, most recently focusing on multi-segment psevdowires. His experience and expertise has enabled Joff 1o speak
at several lange technical conferences, including most recently Carrigrs World Asia 2006.

When: Thursday 2 Merch 2006 14:00-15:30

Where: [Bailroorm 1]

Session: Routing/Operations: Opportunities for SPs with Enterprise WMPLE
Speakers: Matt Kolon {Juniper}

Slides: downloag

MPLS 1z no longer 8 tachnalogy just for Senvice Providers, and enterprise 1T managers are beginning fo be quite sophisticaled consumars of It
Far from being & threst to Providers, this situation opens up a variely of possiniities for interesting hybrid service definfions, using MPLS
capabifities in new and technically chalienging ways. From enabling 2 customer’s private network, to using inter-AS operalions to peer with tham at
the MPLS NI, to using carrier's carrier models o transpor the MPLS backbone of 2 geographically disparate organization - thare are many
chances to offer customers excelient service helping them build & hybrid MPLS network. This prasentation discusses the standards and praciices
you can use to build these networks, and offers practical advice and case studies from providers who have done 1t

About the Speaker

* Matl Kolon
duniper

Matt Kolon has warked for Juniper Networks since 1988, and is currently Junipar's Mobility Architect in the APAC region. He helps
design mabile networks and writes, prasents, and teaches about mobiiity, security, telephony, and the future of IP technologies, Prior to
Juriper he was a Senior Member of Technical Staff for Hill Associates, where he irained and consulied for telecommunications )
providers; prior to thal he wasan (T consultant In private practice In MNew York City.

Matl has presented papsrs and seminars at netwaorking oonfarences and trade shows Including MPLScon, APRICOT, NANOG, The
China V=N Conference, MPLS Forum Japan, and SuperCamm. He is a co-author of two books, “IP Telephony” (McGraw-Hill, 16908) and
"Juniper Metworks Routers: The Complete Reference” {McGraw-HE, 2002), and since 1994 has published many technical and non-
technicel ariicles in industry journals and elsswhere.

When: Thursday 2 harch 2006 16:00-17.30

Where: [Bsliroom 1]

Session: Routing/Operations: Using Mulfi-Layer Routing to Provision Services across the MPLS/GMPLS Domaln Boundaties
Speakers: Andrew G. Malls (Tellabs)

Shdes: gownioad

Metwork convargance naturally occurs o avold the need for sarvice specific infastructures. Howewar, 85 CONVETDENCE OUGUTE, the tachnology
selectad for the convergence [ayer ([Le. MPLS, IP, WDM, SOH, ATM) is influencad by the service mix that a carrier expects to carry in thal
particular portion of the network, This leads (o different convergence technologies being chozen in differant paris of the network.

The selection of different convergence technologies dossn' change the fact that customers are siill going 1o regquest sarvices that fraverse the
anlire network. Conssquantly, control plane mechanisms must support tha rauting of service requests through a series of regions using dissimitar
omverga;m layers. To faciiitate this, the control plane needs to understand the multi-leyer structure of the network, and how services requests
are routad,

This tall will show how mulil-leyer routing methods can meat this raquirement, and will include & discussion of the information necessary 1o
represent the retationship between the resources In different layar networks,

About the Speaker
& Andrew G. Malis
Tallabs

Andrew . Maks holds the position of Chiel Technalogist at Telizbs, which provides end-to-end service delivery and fransport solutEns
for carrars. He has bean activa in wide-area date netwarking and ielecommunicalions for over 30 yeers, beginning with the ARPANET,
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the foundetion of torkay's intemet. He has also held senior engineering positions ot Boit, Beranek, and Newman, Ascom Mexion;, Cascade
Communications; Ascend Communications; Lucent Technologies; and Vivace Networks, which was purchased by Tallabs. His current
responsibiites include Tellabs' product architechuse, future product planning, standards perficipation coordination, and customer
consultation.

He iz alsa President and Chalrman of the Board of the MFA (MPLS, Frame Relay end ATM) Forum, served &5 the MPLS Forum's
founding Technical Committee Chair, has chaired a rumber of working groups in the Internet Engineeting Task Force (IETF} and the
ATM Forum, end is a veteran parficipant and award recipient in other standards bodies and industry consortia, He has written, adited,
and atheraise contributed to many standards documents In these organizalions, Including 21 IETF RFCs. He also serves on the
technical advisory boards of several privately held high-tech companies, and has chaired and spoken at numarous industry conferences.
He received his Bachelor of Science degres in Compuler Science and Appled Mathematics at Brown University, and his Master of
Schence degree, also in Computer Science end Applied Mathemalics, at Harvard University.

When: Thursday 2 March 2006 16:00-17.30

Where: [Baliroom 1]

Bession: Routing/Operations: Internst routing table analysis
Speakers: Stephan Millet {Telstra)

Slides: downlnad

Research into 18 months worth of BGP activity on en Australian I5P Backbone, This research shows a corolation betesen the size of the roufing
{able and the BGP updetes creaied as the BGP table size increases. The reseach also investigetes ways to minimise fhe effect of BGP updates
on & core network, and attempts to determine what may happen if the BGP table continues to grow i i's current rale.

About the Speaker

& Stephan Milet
Telstra

Metwork Engineer far Telstra Intemet Direct, with 5 years ISP industry experience in nakwork engineering and rauting.

When: Thuraday 2 March 2006 16:00-17:30

Where: [Baliroom 1]

Sesslon: RoutingfOperations: Metro scalability and Awvailibility
Speakers: Jan Feng Xu (China Telecom)

Slides: download

Today scaling layer 2 malre network is & challange. Spanning Tree Protocol is not the most sufahle means of deploying MAN, The speaker would
discirss the problem he face while buliding MAN. He would also sliernative using IP {leyer 3) to address some of the issue. He would slso share
his experences he encourler, He would quote case sludy and the direction his organization is moving ahead to achieve their goal of scaling MAN

About the Speaker

& Jian Feng Xu
China Telatom

The speaker has bean Involved in Intemet in China since 1895, He started a8 & Syslem intergator supporting China Telecom befors
maoving Into the Research Depariment in China Telecom. The speaher i responsible for the deslgn and bullding of the ChinaTelecom
Mext Carrier Network (CM2) backbone which incidantally Is the larget IP network in Chine today, Today, Xu heads the CT research team
comprizing of & group of research engineers. He also holds the concurrent role of Chinanet Chief Operation Manager cver saeing tha
smeooth renaing of Chinanet IP network. XU travel within meintand China to give telks and share his expedence of bullding large scale
sevice provider |P network. He holds & master degres in Communicatian from Southem China University of Technology.

When: Thursday 2 March 2008 11:00-1230

Where: [Baliroom 2]

Session: Security: Security Operations Centers {SOCs).

Speakers: Barry Raveendran Greent 48



Guest: PCH - INOG Phone Demonstration
Shdes: gownload

SPs nead Iools, procadures, processes and training to survive today world of DOS, WORMs, VIRUSES, PHISHING, end BOTHETS. Tha
presenter will review a SOC Starter KR using freely availabla toole and techakgues which would help an 8P NOC, S0C, or Abuse Desk get sn
upper hands on today's ihreats,

When: Thursday 2 March 2006 14:00-15:30

Where: [Bellroom Z]

Session: Security: A Day in the Security Lite of a SP - NTT USA (Verio).
Speakers: Peter Schoenmaker [NTT America)

Slides: download

ISP Security professionals encounter unique security incidents. Miscrearnts, axiortion, attacks on fheir Infrestructure, law enforcement knocking on
thelr doors, rampant worms, botnals gone witd, and collateral damage that knocks out mulliple gig Bnks are all types of incldents that an enterprise
securlty professional will never experienca. "A Day in the Securlty Life of an SP" Is & new regular session given by service provider security
professionale to help the broader APRIGOT operafions communily [sam about their cobeagues’ work, paint aut worres and concem in the
intusiry, and recommend actions that the community can take that would make [He easer.
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