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09:30 E-government...by:Mr. Gary Rodgers(HP)
10:30 Q&A

10:45 Technology Trends 1in Taiwan Dicussion...Lead

by Deputy Asst. Secretary of State for East Asia-Mr.
Randy Schriver(US gov’t official)

11:15 Homeland Security...by-Mr. Larry Estrada(HP)
12:00 Q&A

12:15 Lunch at Fina Mundo

13
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7:30AM Registration/Breakfast

8:30AM Exhibition Keynote

Jayson Ahern Assistant Commissioner, Office of Field
Operations, U.S. Customs and Border Protection,
Department of Homeland Security

9:30AM Break

9:45AM Sessions

1-1 [dentity Management Challenges and Results: A
Case Study

2-1 Advanced Technology for Gathering and Sharing
Threat Intelligence

10:45AM

11:00AM Exhibition Open Expo Opens

11:45AM  Free Professional Education

12:00PM Lunch in Exhibit Hall

12:45PM

1:00PM Sessions

1-2 Regional Coordination for Information Sharing

14



-— Results to Date

2-2 [dentification Tools for Physical and Cyber
Security

1:30PM Free Professional Education

2:15PM Break

2:30PM

2:45PM Sessions

1-3 Update on the National Criminal
Intelligence-Sharing Plan

2-3 Overcoming Hurdles to Information Sharing
3:00PM Free Professional Education

4:00PM Networking Reception with Sponsors in Exhibit

Hall

15
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7:30AM Registration/Continental Breakfast

8:15AM Breakfast Keynote

David Walker Comptroller General of the United States,
U.S. General Accounting Office

9:45AM Sessions

1-4 Sharing the Responsibility for HLS —- Partners
in Collaboration

2-4 Integrated Port Security and Surveillance
Solutions

11:00AM Break

11:15AM Sessions

1-5 Connecting the Dots for Improved Border Control
2-H Coordination Strategies for First Responder
Support

12:30PM Luncheon Keynote

Margret Kellems Deputy Mayor for Public Safety and
Justice, District of Columbia

2:00PM Break

2:15PM Sessions

16



1-6 Priorities for Critical Infrastructure
Protection -- What are the Economic Risks?

2-6 Open Technology Issues for HLS Professionals
3:30PM Break

3:45PM Plenary Session

P1 What' s Next for Securing the Homeland?

17
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m Prevent terrorist attacks within the U.S.

m Reduce America’s vulnerability to terrorism.

x Minimize the damage from potential attacks
and natural disasters.
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Organizational Chart

Executive Secret

Commandant of

Coast Guard

Legislative Affairs

—== Secretary

public Affairs  f}—— | | T
e Deputy Secretary

Inspector General

General Counsel

State and Local Coor

ination

T 1 L

Civil Rights and
Citizenship &

Director, Bureau of Citizenship Civil Liberties

Immigration Service aty i
Special Assistant o the Secretary Om:ccam:s: & Immigration Services (1) .
(private sector) W:na”om of .:_m
ecret Service
National Capital Region Small %WU_.mmaé_:ummg Privacy Officer
Coordination Chief of Staff usiness

— International Affairs

Shared Services

Counter Narcotics

[ 1 ]

Under Secretary Under Secretary C:_W_Q mnmﬂnEJ\
Information Analysis and Border & mergency

Infrastructure Protection

Under Secretary Under Secretary

Management Science and Technology Preparedness and

Transportation Security Response




_ ﬁ@ Border and Transportation

Security

= Secure the borders and ports-of-entry of the United
States.

m Protect its transportation infrastructure.

= Administer the nation’s immigration and customs
laws.

m Protect federal buildings.
m Enforce agricultural laws at the nation’s borders.

m Help build security preparedness at the state and
local levels.

m Balance security with preserving individual and
economic freedoms.




_ (%) BTS Agencies Transferred into
DHS

m Bureau of Customs and Border Protection
(TREAS)

» Bureau of Immigration and Customs
Enforcement (DOJ)

m Transportation Security Administration (DOT)

m Federal Law Enforcement Training Center
(TREAS)

m Office of Domestic Preparedness (DOJ)




» Emergency Preparedness &
" Response

= Coordinate and support Federal, state and local readiness

and response efforts for all disasters, including terrorist
attacks.

= Provide disaster preparedness educational programs for
communities and citizens.

= Expand and enhance current capabilities of the Strategic

National Stockpile pharmaceuticals and critical medical
equipment.

» Improve readiness and capabilities of the National Disaster
Medical System teams.

m Partner with other Federal emergency training institutions,
standardize training curriculum and provide single portal for

accessing the programs, including terrorism training
programs.




,,.,awu EP&R Agencies Transferred into
- DHS
= FEMA

m Strategic National Stockpile (HHS)

= National Disaster Medical System (HHS)

m Nuclear Incident Response Team (Energy)
m Domestic Emergency Support Teams (DOJ)




%) Science & Technology

”

= Partner with operational end-users to identify

requirements, develop and field capabilities to
counter threats and enhance mission operations.

» Engage government, academic and private sectors
in innovative research, development, rapid

prototyping and systems development.

s Provide a rapid, efficient, and disciplined process for
systems engineering and development.

= Provide the nation with an enduring research and

development capability dedicated to homeland
security.
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(%) S&T Programs Transferred Into

DHS
CBRN Countermeasures Program (DOE)

Environmental Measurements Laboratory
(DOE)

National Biological Warfare Defense Analysis
Center (DOD)

Plum Island Animal Disease Center (USDA)
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&) IAIP Mission

= [dentify and assess current and future threats
to the homeland

m Map those threats against our vulnerabilities
= |Ssue timely warnings

m Take preventive and protective action




_ &) 1A&IP Entities Transferred Into
DHS

m Critical Infrastructure Assurance Office (DOC)

m Federal Computer Incident Response Center (GSA)
m National Communications System (DOD)

» National Infrastructure Protection Center (FBI)

n Office of Energy Assurance/National Infrastructure
Simulation and Analysis Center (DOE)
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&%) IAIP Critical Tasks
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Conduct Threat Assessments

ldentify Critical Infrastructures and Key Assets
Map Threats to Vulnerabilities and Consequences
Detect, ldentify, and Advise of Threats

Share Security Information

Recommend and Prioritize Protective and Support Measures

Conduct and Integrate National-level Critical Infrastructure and
Key Asset Protection Planning

Assist mBmam:ov\ Preparedness and Response in Critical
Infrastructure/Key Asset Recovery and Restoration
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¥ Management

_: mm

m [he Management Directorate is responsible
for:
o Budgeting, appropriations, expenditure of funds,
accounting finance, procurement;

o Human resources and personnel, including personnel
security;

a Information technology;

a Facilities, property, equipment, and other material
resources;

o ldentification and tracking of performance measurements
relating to the responsibilities of the Department.




) United States Secret Service
Acmmmv

m Protect the President and other government leaders.

» Plan, coordinate and implement security for
designated national special security events.

m Protect U.S. currency from counterfeiters and
safeguarding Americans from credit card fraud.

m Emphasize prevention through protective
intelligence and threat assessment.

» Apply dual mission to protect nation’s key assets
and critical infrastructure.
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() United States Coast Guard

) S
CINTSE
NN S

= Maritime Homeland Security

- Protect ports, waterways, & flow of commerce from terrorism

- Maritime border security against illegal drugs, illegal aliens,
firearms, & WMD

National Defense
- Armed Service at all times
- Port Operations, Security, and Defense

- Ensure rapid deployment and re-supply of military assets
- Force provider for National Military Commands

m Protection of Natural Resources

- Prevention and response to oil & hazardous material spills.
- Protect against illegal fishing & destruction of natural resources

= Maritime Mobility o
- Waterways Management, lce-breaking, Aids to Navigation.

= Maritime Safety
- Search & Rescue
- Commercial & recreational boating safety




_ &) How do | contact the Department of
- Homeland Security?

= www.dhs.gov

m 202-282-8000 (main line)

m 202-282-8404 (main fax)

m Department of Homeland Security
Washington, DC 20528
Attn: Division/Name of Employee




Global Homeland Security

Q]

invent

_umnma__om_.., 1, 2003
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HP’s no.s.::ima to _u_.o__mnzsm =..m _._o_sm_n:n_ Eﬁ

"HP has been proud to be a trusted mo<m33m2 _oozzmﬂ for many
years and we are honored to help you work through some of the
challenges you face in integrating the Department of Homeland
Security....it is one of the reasons why we have set up a new
program office devoted to homeland security...to bring the full

capabilities of HP to bear on this critical work”

Carly Fiorina, addressing the Information Processing Interagency Conference Orlando, FL
3/3/03

..The perception is that homeland security is _o:q:o_:_v\ as US Bc%mﬂ
for information technology, and that's just incorrect. ’

Bill Mutell quoted in CQ Homeland Security, August 4, 2003 “HP. Goes Global in'a Search
tor Homeland Security”
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Databases must be trusted

Rely on middleware to integrate systems

Migrate multiple agencies and tracking systems

Move from “need to know” to “need to communicate”

Standards-based and modular systems that lower acquisition costs:
- Focused innovation fo improve manageability and utilization services
- Solutions that deliver reduced complexity and business agility

Analysis will be through reuse, renew, retire, enhance criteria

Maximize [T-disparate internal systems by connecting and
integrating systems that support delivery of products and services in
a secure manner




Key Homeland Security Objectives _ -y

invent

« Global focus is on:

- Enhanced law enforcement capabilities to prevent and illegal
activities
Defense against catastrophic threats
Border/transportation security

Protection of critical infrastructure and key assets
- Emergency preparedness and response
* Delivered via IT solutions that incorporate:
Communications/Data Sharing
Security

Business Continuity

Predictive Computing/Simulation and Modeling
Agility
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HP’s Homeland Security wn%m..o::m o

HP and its partners provide computing infrastructure to the
White House, the Kremlin, the British Cabinet Office and the
Vatican City

Over 80% of the US 91 1emergency call centers run on HP

HP has the leading development platform in fingerprint solutions
for criminal investigations

Over 500 Computer Aided Dispatch systems in US run on HP

HP’s CEQ and Executive Council provide consulting to US
Department of Homeland Security based on HP's integration
and merger experience

Founder Dave Packard served as Asst Secretary of Defense




Did you know..... | . B

HP supports mission critical systems in:

106 of the world's 120 stock exchange systems and over $3 trillion (US$)/day
pass through the financial systems based on HP products/services

95% of the world's security transactions

Over 80% of America’s 911 emergency call centers us HP hardware
Handles 80% of the mobile billing and customer care traffic in Europe and
Asia

75% ot all automated teller machine transactions

75% ot the world's 100-largest electronic funds transfer networks

66% ot all credit card transactions

60% of the world's inter-bank transactions

Market leader in fingerprint solutions

European and Asian leader in customs/entry/exit/smart cards
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HP’s m:.n.mmmn,,\n_,cm H\H

A “trusted advisor” to governments worldwide. We make a
difference by providing industry leading HLS solutions.

Government challenge:  HP’s global solutions: Result: Integration!

* Unconnected, inefficient: * Expert advice and
—People consultative support

—Process * Bestin-class solutions
and partnerships

e Simplified, faster
solution selection,
time to market

* On mission, on
budget deliverables

—Technology




HP’s HLS Global Strategy | ]

Deliver technology solutions based on
CIO’s HLS priorities

Design and delivering HP and partner-led
solutions

Build on successful momentum in the
public sector

Create/reinvigorate partnerships with
leading partners and systems level
infegrators from around the world

Influence the development of industry
standards in HLS

Continue to extend and leverage our
worldwide global presence and brand

reputation




HP's Global Homeland Security Program Office @W

Brings together all of our solutions
spanning Criminal Justice, Emergency
Management, Intelligence and
Network Centric Warfare into a HLS
Solution Framework

Leverages worldwide capabilities
and best practices in systems
infegration

Provides services from Integration U
Consulting to full scale IT architectural !
services

Acts as an “agent of change” to
assist governments who are seeking
to enhance their ability to respond to
both man made and natural events

"




Lessons Learned / Best Practices:

Administrative (horizontal)
* Create dedicated integration team

Structure follows strategy - form follows
tunction

Clearly defined roles and shared
accountability

Make decisions quickly and make them stick
“Adopt and go”
Address cultural similarities and differences

Rigorously measure, manage and
communicate integration progress, wins,

issues, and opportunities
Mission-related (vertical) solutions must be:
Repeatable
Interoperable
Standards based (wherever possible)
Cost-effective Homeland Security is a global
Scalable issue and challenge




Information Sharing
and Actionable
Intelligence
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Decision

< Pointof Entry -

POE Biometric
AFIS/Face Recog

Ground
Surveillance
Sensors

ate Palice data available to 4
Customs agents in the field “_

LR g L P SR

Requests >
1,000 Queries/Second

1.2 Billion Inserts per day
100 Billion Records

110 TB database

80,000 Transaction/sec

Other Databases

Rules Engine / Decision Support

T

>=:W&.%m_ﬂ:nm

¥ Space Surveillance

HP  Asia Paci




HLS Solutions Framework

Information”  AFIS
Management

CJDB

Video/
Multimedia

Satellite

Biometric

O ]

invent

Simulation

Modelling i

Networks

SIGINT

Geospatial

HUMINT

Mission
Planning

Interpol /

Foreign

Wireless

Front-end
Systems

User
Services

Business
Services

Governments

v

Rules Engine / Decision Support




Federal Enterprise Architecture (FEA)

"The TRM is a component-driven, technical framework used to identify the standards,

components and capabilities. "

0}

specifications, and technologies that support and enable the delivery of service

The Technical Reference Model (TRM) provides a foundation fo describe the standards, specifications, and technologies fo support the construction, delivery, and exchange
of business and omn_mno:o: components (Service Components) that may be used and leveraged in a Component-Based or Service-Orientated Architecture. The TRM unifies

existing Agency T
Government-wide perspective.

Service Access and Deliver
Refers to the collection standard and specifications to support
external access, exchange, and delivery of Service Components or
capabilities. This area also includes the Legislative and Regulator
requirements governing the access and usage of the specific Service
Component.

Service Platform and Infrastructure

The Service Platiorm and Infrastructure Area defines the collection of platforms,
hardware and infrastructure specifications that enable Component-Based
Architectures and Service Component re-use.

Component Framework
The Component Framework Area defines the underlying foundation and
technical elements by which Service Components are built, integrated and
deployed across Component-Based and Distributed Architectures. The
Component Framework consists of the design of application or system software
that incorporates interfaces for inferacting with other programs and for future
flexibility and expandability. This includes, but is not limited to, modules that are
designed fo interoperate with each other at runtime. Components can be large
or small, written by different programmers using different development
environments and may be platform independent. Components can be executed
on stand-alone machines, a LAN, Intranet or on the Internet.

Service Interface and Inteqgration
The Service Intertace and Integration Area defines the discovery, interaction and
communication technologies joining disparate systems and information
roviders. Componentbased architectures leverage and incorporate Service
nterface and Integration specifications fo provide interoperability and

scalability.

Ms and electronic Government (e-Gov) guidance by providing a foundation to advance the re-use of technology and component services from a

TECHNICAL REFERENCE MODEL (TRM)
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HP’s Horizontal Solutions Portfolio V D]
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Ivrommx_om:_mmm: _oqoso_m:% _:h_mﬂo_uma_o_mmo_c:o.:m*oﬂ
homeland security that includes:

Business Process Transtormation
Integration/Consolidation
Architectural Services

Adaptive Infrastructure

Zero Latency Enterprise
Security and Manageability
Utility Computing

Modeling and Simulation
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Partnership: HP and DCC D1
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DCC is the global leader in ie it ense
creating *mnﬂ:o_omv\ tor critical ‘
communications. For more than
20 years, DCC's products have
been cutting through the
information clutter and closing the [§ T 4
communications loop through s . B | i —
patented, high-speed computer =

and software systems. At home, e
at work or in a crisis, DCC's o T
products allow people to el e
communicate faster, more - i f

efficiently and more effectively. Gl

Activation Report: |East to West
West to East




Partnership: HP and DCC D]
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DCC provides the following solutions:

The Communicator!™ Addressing the communications needs of the mission-critical environment, this high-
speed notification system alerts individuals, groups or teams by phone, pager, fax, email, etc.; delivers
incident-specific information and/or potentially life-saving instruction; confirms message receipt; and prints,
faxes and emails comprehensive reports detailing call-out results. Optional GIS interface available.

Reciprix™OfficeEnsuring "closed loop" communication, this innovative messaging solution (an extension of
Microsoft® Outlook®), provides a far more effective means for sending, receiving and compiling important
information across virtually any medium, resulting in faster, more informed decision-making enterprise-wide.

Reciprix™ Office offers numerous critical communications applications for the corporate environment, including
data disruptions, staff availability/scheduling, employee/client surveys, security breaches and human resource
notifications. :

Hosting & Back-up Service

Serving as an offsite hub for critical and routine communications, as well as reinforcing on-site installations of
The Communicator, this DCC service provides round-the-clock access to a secure bank of phone lines for 24/7
readiness.

Frontwave™Providing a unique, modular approach to contact center management, this powerful suite of
products combines IVR (interactive voice response), CTl (computer telephony integration), web response and
Reciprix™ messaging for the delivery of information (e.g., account balance, appointment reminder, payment
locations, efc.) any time, day or night by phone or the web.
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Homeland Security Summary Q]
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e HP is committed to the Public
Sector:

~ Locally
- Regionally

- Globally
 HP and its partners offer an

extensive solutions portfolio,

products, services ensure a

successful _oozzmar% with
t

Governments around the globe
 HP has responded to Government

callfor-action by exhibiting:

- Adaptability

~ Flexibility

~ Accountability
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Typical cost items in an ID card project Q]
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* ID card — 2-10$ per piece (renewals, validity, life time)
» Personalization systems

» Readers (simple PC 20$, mobile/update facilities 100-
5009%)

* Public kiosks (20-100 K$)

» Communication infrastructure between regions and
center

» Training and communication campaign
» Highly available central systems and databases

» Distributed systems (enrollment/registration/update)
» Certification authority and PK




Financial aspects of card introduction




