參加「第二十一屆國際經濟犯罪研討會」報告
一、前言
第二十一屆劍橋國際經濟犯罪研討會於本(九十二)年九月七日至十四日在英國劍橋大學耶穌學院(Jesus College ,Cambridge University)舉行，我國由法務部調查局葉局長盛茂率外事室科長汪忠一與會。
劍橋國際經濟犯罪研討會係由英國倫敦大學高級法學研究究所所長貝利萊德( Barry Rider)所籌辦者，今年係第二十一屆，萊得博士鑑於國際經濟犯罪問題之日趨嚴重，結合劍橋大學法學精英，並與大英國協秘書處合作，籌辦經濟犯罪研討會，初期規模不大，與會者僅百餘人，惟因討論主題能切合社會脈動，且核心學者發表論文精闢，逐漸吸引國際間重視，研討會乃逐漸擴張，近年來規模已達七十餘國八百餘人之規模。

研討會初期以經濟犯罪為研討主題，近年來因洗錢犯罪之防制成為國際主流，故研討會主題均以反洗錢為核心並論及犯罪所得之扣押及沒收等議題，九一一事件後，阻絕恐怖活動之資金來源已成主流議題。

劍橋國際經濟犯罪研討會參與者以政府高層官員、律師、學者等菁英分子為主，藉由彼此之聯繫、交換訊息，提供訓練機會等，儼然已形成一非官方的國際合作網路，美司法部助理部長謝多夫英國司法部長史密斯前國際刑警組織秘書長肯鐸等均受邀參加。

劍橋國際經濟犯罪研討會，以學術研討為主。輔以實務報告，近年更針對不同地區、不同主題，設計分組討論，與會者可依自己興趣，自由選擇參加。

傳統的官式晚宴是劍橋國際經濟犯罪研討會之另一特色，晚宴均在耶穌學院大廳舉行，席間以統之英國禮儀進行，餐後並請重要來賓演講，往往至晚間十一時以後才結束。主辦單位於另於週三晚安排較為輕鬆的文化之夜，有不同國家特色的藝文表演及佳餚，與會者可著便服參加，以抒解緊湊的會議壓力。

    我國法務部調查局自一九九二年起，應邀參與該會，並與主辦單位保持良好的互動關係，歷任局長除有特殊要公外，均親自與會。一九九五年並贊助擴大舉辦文化之夜，獲得熱烈迴響，效果甚佳，經評估後，即編列預算固定以駐英代表處名義捐助該會之開幕晚宴，主辦單位亦邀請我駐英代表及本局局長在晚宴作專題演講或致辭，大幅提昇我國際知名度，對整體外交工作亦有所貢獻。

二、本年會議主題：
今年適值美國「九一一恐怖事件」發生屆滿二週年，故今年研討會之主題係以故今年研討會之主題係以「經濟犯罪、恐怖活動與破壞─如何控制不穩定國際經濟之風險」為主題，從全球一致公認的切斷恐怖組織的金脈為切入點，作深入之探討，內容含括：

(一)、金錢、權利與犯罪及恐怖活動之關係

(二)、恐怖組織之洗錢模式

(三)、地下洗錢管道之探討

(四)、洗錢情資蒐集與國際合作

(五)、國際錢組織FATF所提出之八項緊急行動方案

此外更設計以地區洗錢狀況為主題的分組討論，並邀請法務部檢察司檢察官慶啟人仁及本局汪科長忠一，做我國洗錢及地下通匯之專題報告。

    此外，為加強與歐洲地區犯罪情資之交換與合作，葉局長一行，藉參與會議之便，順道參訪英國國家犯罪調查局(National Criminal Intelligence Service)及歐洲警察聯盟總部(Europol)，均獲熱烈歡迎及正式接待，葉局長並為我國第一位正式參訪歐洲警察聯盟之國內治安首長，對我國拓展未來與歐盟之合作關係及共同合作打擊犯罪，有極正面的助益。（詳議程及重要參訪行程如附件）

三、會議經過
(1) 九月七日
九月七日下午五時三十分，參加主辦單位特別為我國代表團所舉行的小型歡迎酒會；會中大會共同主席特別向我駐英田代表及調查局葉局長表達感謝過去十餘年來調查局對劍橋國際經濟犯罪研討會之支持，並分別致送禮品及合影留念。

下午六時三十分，葉局長等由大會共同主席萊德博士及福魯金檢察長陪同，參加歡迎酒會，萊德博士向與會人士介紹田代表及葉局長等我代表團成員，葉局長並與各國來賓交談，分享經驗。

下午七時三十分參加開幕餐會，計有各國代表約三百人參加，我駐英代表田弘茂於餐後應邀發表演說，介紹台灣近況。此外；尚有英國眾院財政委員會主席麥克弗等做餐後演說，大會執行長中島博士特於餐會中公開感謝我法務部調查局對該會之支持，並邀全體起立向我調查局敬酒。

（二）九月八日（星期一）上午八時三十分進行專題演講，受邀之講者均為各國政府高級官員或在經濟犯罪領域享有盛名之學者專家，調查局葉局長盛茂亦獲邀與英國司法部長等同台發表演說，其他講者有：

1.美國司法部主管犯罪調查助理部長 謝德夫( Michael Chertoff)

2.英國司法部長葛史密斯爵士(Lord Goldsmith)

3.哥倫比亞央行總裁盧第亞博士(Dr. Miguel Urrutia)

4.FATF(打擊清洗黑錢財物行動組織)第十五屆主席羅格藍(Mr. Claes Norgren)

5.馬來西亞刑事警察局長麥宋拿都(Dato’ Salleh bin Mat Som)

6.前國際刑警組織秘書長肯多(Mr. Raymond Kendall)

7.阿根廷聯邦大法官卡瓦羅(Hon. Judge Gabriel Cavallo)

8.南非高等法院法官漢克(Judge Hanck)
葉局長演講主題為「Financial Crime, Terror and Subversion；                                       A Perspective of Taiwan」 (詳報告內容如附件)，特別將我國在九一一事件後，在反恐、經濟犯罪及洗錢犯罪方面所作之努力提出報告；尤其是洗錢防制法修正後，大額申報制度之建立，對恐怖活動資金之監控及查察有很大的幫助。
（三）九月九日拜會英國國家犯罪調查局(NCIS， National Criminal Intelligence Service)，英國國家犯罪調查局係統合英國執法單位，打擊重大犯罪及組織犯罪之情報機構。

英國國家犯罪調查局主要執掌有以下四項：

1.研析、制定組織犯罪防制策略：

      根據情報，分析可能對英國造成威脅之組織犯罪提出評估，並制定防制策略，供英國執法機關遵行，並統籌分析、運用各執法機關所蒐獲之犯罪情報。

2.行動支援，偵查重大犯罪

      國家犯罪調查局提供各執法機關執行任務所須之情報，以確保所有重大犯罪集團均能有效掌控。

3.特種行動及情報聯繫協調

      國家犯罪調查局負責執行偵查重大犯罪之特別情蒐任務，如監聽等，並負責與國外對等機關之情報聯繫工作。

4.制定情報執行規範，提昇情報素質

      國家犯罪調查局統合情報資源，建立全國執行規範，並提供情報專業訓練，使全國犯罪情報之執行有統一的模式。

特別犯罪情報執行

    1.經濟犯罪調查部門：

    係英國之財經情報中心(FIU),負責財經情報蒐集與分析，並接受金融機構申報疑似洗錢交易資料，目前並擔任艾格蒙聯盟秘書處業務，自九一一事件後阻絕恐怖份子資金來源係工作重點。

2.特種犯罪調查部門：

    下設緝毒、組織犯罪、移民犯罪、性侵害、西非組織犯罪、偽鈔、足球暴力犯罪、綁架及勒贖、野生動物保護等處。

3.國內情報部門：

    指導統合國內犯罪情報之蒐集、分析、調查，並扮演警察、海關、移民局、國家犯罪特勤組間之情報協調角色，在國內並設有東南、西南、中區、東北、西北、北愛爾蘭等地區辦公室。

4.國際情報部門：

      國家犯罪調查局統籌負責英國國際犯罪情報合作業務，在聯合國、歐盟警察總部、國際刑警組織及各重點國家均派有連絡官，負責反恐、緝毒、洗錢、非法移民、組織犯罪等情資之交換。

      國家犯罪調查局並且扮演國際刑警組織英國中央局之角色，統合英國警察與治安機關和國際刑警組織間之聯繫工作。

管理及研發部門

      負責組織之管理、人員訓練及研究發展等業務。

現任局長：

      彼得、漢普敦於九十二年三月接任局長，漢氏係西梅亞地區警察局長及英國警政首長協會主席。

與本局關係

      國家犯罪調查局與本局犯罪調查業務功能相近，且負責國際合作業務，因此被定位為本局之對等單位，吳前局長東明、王前局長榮周、王前局長光宇均曾參訪該局。

八十三年間英國外交部百餘本護照遭竊，國家犯罪調查局透過管道請本局協查，在中正機場查獲數名持遺失護照入境之華籍人氏。

     國家犯罪調查局經濟犯罪調查部門係英國之財經情報中心，其性質類似本局之洗錢防制中心，該單位主管 Andy Bleezard 並兼任艾格蒙聯盟之共同主席，葉局長當面邀請來台訪問，以促進我國在該聯盟之地位與關係。
（四）參訪歐洲警察聯盟總部(Europol) 
歐洲警察聯盟(Europol)係依據馬司垂克條約於一九九四年三月在荷蘭海牙成立，其主要任務係扮演歐盟會員國間犯罪情報合作之橋樑，以預防並打擊重大及組織性犯罪。一九九八年十月一日正式開始運作，至二OO二年一月起依據歐洲議會之決議，Europol已擴張其範圍制所有重大犯罪之合作。

歐洲警察聯盟支援各會員國之執法機關從事：

(一)、緝毒。

(二)、查緝非法移民。

(三)、防制恐怖活動。

(四)、防制車輛走私。

(五)、查緝非法販賣人口及雛妓。

(六)、查緝偽造貨幣。

(七)、反洗錢。

(八)、其他經濟犯罪、傷害罪等一般性犯罪之調查。

(九)、會員國間跨國性犯罪之調查。

合作方式

1.提供情資：

會員國在Europol 設有連絡官，負責情資交換。
2.提供會員國治安機關行動技術支援。

3.對會員國關切的法律事務提供專家及技術支援。

Europol 之資訊系統

Europol 設有一強有力之犯罪資料庫，蒐集並分析各會員國提供之犯罪情資，透過安全機制，供會員國連線查詢。

財務

由各會員國依國內生產毛額值之比例繳交會費，維持運作。

人事

設秘書長一人，副秘書長四人，由歐州聯盟議會提名，任期四年。現任秘書長為德國籍之雨根、史扥貝克，副秘書長為比利時籍之布格曼及西班牙籍之西曼卡斯。
Europol 係歐盟會員國間犯罪情報之交換與合作機構，並不執行案件調查，故並非執法機關且Europol係依據會員國之請求而提供協助，並不主動提供資料。

Europol 與非歐盟會員國間之合作，可透過歐盟簽署合作協定後進行。

與我國之關係

現任副秘書長布格曼與我國關係良好，曾於一九九三年在比利時警察總監任內，應本局之邀，來台參加國際經濟犯罪研討會。此次參訪係國內情治首長正式拜會歐警總部並獲正式接待之首例，負責接待我國訪團之副秘書長侯博係透過布格曼之介紹而相識，對我國工作甚為支持，侯氏並安排組織犯罪、毒品犯罪、恐怖活動及情報合作等部門首長向我團做簡報並交換意見，歐警並提供訓練計劃流程，歡迎我國派員前往受訓。(參訪及訓練行程如附件)
四、結論與建議：

本次赴歐以參加劍橋國際經濟犯罪研討會為主，並以參訪英國國家犯罪調查局及歐洲警察聯盟為輔，行程緊湊，然收穫卻頗為豐碩。

歐洲地區與我國不論在外交、經濟或其他領域之合作，均較為疏遠，犯罪防制之合作亦然；過去，僅有零星之合作案例，歐盟成立後，歐洲政治、經濟型態均有了大幅度之改變，近年來政府大力拓展對歐關係，歐洲議會亦對我有相當友好之回應，對歐關係之加強，係未來工作之重點。

調查局基於國際犯罪防制合作是整體外交之一環，對於國際合作業務之推動，一向不遺餘力；尤其是劍橋國際經濟犯罪研討會之參與，不僅提供了與國際間學界及實務界交換經驗、提昇合作管道之平台，更協助我駐英代表處開拓在英國外交工作之空間。由今年會議狀況觀察，過去十餘年來之耕耘，已有了初步的收穫，將來如何在既有的基礎上繼續努力，是值得研究的課題，謹就此次參加會議及參訪所獲，爰提數項建議如次：

(1) 參加會議經費不足

參與國際會議之目的，除將我國之相關狀況透過與會者，向世界各地傳達，並藉此機會建立多向的聯絡管道。近年來，由於國際經濟不景氣，參與會議之預算已縮減至不及原來的二分之一，使參與會議的人數受到影響，並進而造成我國與大會籌辦單位間之互動。

(2) 會後聯繫有待加強

國際合作是日積月累的功夫，平日的聯繫，尤其重要。劍橋國際經濟犯罪研討會參與的國家多達八十餘國，參與人數亦超過八百人，且均為經濟犯罪領域之個中翹楚，如能有系統將相關人員做計劃性的聯繫，則無形中已建立了一個綿密的犯罪合作網路，其功能亦將日增，發揮影響力。

(3) 打擊犯罪資源不夠

本次會議的專題報告中，各專家學者所提出來的一個很嚴肅的問題，就是九一一事件後，司法機關嚴重面臨了資源不足的問題；所謂資源不足所包含的是：執法人力、素質、經費等短缺，更嚴重的是法令的不足，使得執法人員缺乏有效的武器，去對付恐怖活動，事倍而公半，大家疲於奔命，而人民則生活於恐懼之中。

(4) 工作重點缺乏彈性

本次參訪英國國家犯罪調查局及歐洲警察聯盟，在對談中，令人最驚訝及感佩的是，這兩個負責犯罪情報蒐集的機關，因應實際工作的需要，在過去的幾年中，尤其是九一一事件後，工作職掌做了極大幅度的調整，類此彈性亦顯現在美國情治單位，如國土安全如之成立，整合了所有涉及邊境安全之機構；聯邦調查局工作之重亦有大幅調整；反觀我國之情治單位，則顯得僵化，不若歐美等國家之彈性與應變。
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I. Foreword


I am very honored today to have the opportunity to speak to you today on the topic of economic crime and related issues. With the internationalization and liberalization of global economic activity, and the vigorous development of communication and information links, economic crime has evolved past the historical limitations to one region or nation to become organized, syndicate-based international crime. These crime syndicates use money laundering to legitimize their illegal profits, in order to avoid detection by law enforcement agencies, and use the laundered resources to commit crimes or to expand the scope of the organization. The threat posed by such syndicates to international social and economic order and human rights is increasing dramatically. On September 11, 2001, the United States suffered a major terrorist attack, one which exacted a horrible price from the people and the government of that nation. Recently, terrorist incidents in other nations have exploded one after another, bringing a new vista to the realm of global security. Faced with these criminal trends, individual nations are powerless to resist on their own. International cooperation is necessary. We must come together to find countermeasures, for only then will we be able to stem the tide. 


Next, we would like to present a brief introduction to the efforts of the ROC Investigation Bureau in the fight against economic crime, money laundering and terrorist activities. Your comments and suggestions are highly appreciated.

II. Efforts Against Economic Crime
A. Current Situation:

The methods used in economic crime are constantly evolving, and there are thousands of types of criminal activity commonly seen. The most severe economic crime problems in the ROC are as follows.

(1) Market Crime: criminal activity related to the stock market is a powerful threat


1. Responsible persons or officers of publicly-traded companies transfer assets out of the company.


2. Manipulation of stocks.


3. Insider trading.


4. False or misleading financial statements or informational materials.

(2) Financial Crime: Frequently seen types of financial crime include:


1. Use of non-standard pricing procedures, use of falsified credit references, overestimating the value of the company's reserves, or over-amount loans.


2. Collusion between lender and borrower, dispersion of loans by using multiple names, and fraudulent loans for later usurious re-lending.


3. Kickbacks to borrower, bribery or collusion with officials of the financial institution, and illegal loans.

(3) Infringement of intellectual property: for example,


1. Production of knockoffs of famous-label leather goods, accessories, watches, toys and so forth, for sale domestically or abroad at low prices.


2. Pirating of computer software or game software for sale at low prices.


3. Sale of pirated audio-visual materials or pornographic CDs.


4. Display and purchase of pirated products, software or CDs.

(4) Credit Card crime:


1. The largest threat from this type of crime lies in the production of false credit cards to purchase goods or for bilking consumers. Moreover, there are applications for credit cards using false papers, applications for credit cards after identity theft, and getting cash using the "false consumer, real credit card" method. These means place the risk on credit card issuers which are defrauded.


2. In recent years, with more and more credit cards issued, the scope of this type of crime has gradually expanded from individuals to collusion among  bank employees, underground legal agents, false companies that act as fronts, printing firms and the like. Acting as a credit card forgery ring, these groups are becoming ever more organized and more sophisticated in their methods. The number and types of crimes is likewise increasing dramatically.

(5) Forgery of Negotiable Securities


1. This type of crime primarily involves the forgery of currency from various nations, corporate stock certificates, government bonds, and checks in order to fraudulently obtain benefits.


2. With the proliferation of computer use, the technical level of the use of computer equipment to forge negotiable securities has risen. Moreover, various types of forgery rings are coming together which is beneficial to criminal activity.

B. Countermeasures:

(1) On the problem of major economic crime, experts, persons in the legal field, and government officials participate in conference to discuss countermeasures. Their discussions and experiences provide a reference for the agencies involved.

(2) We continue to plan and establish files on such crimes to serve as a reference in handling cases.

(3) For major cases of specific or new types of crime, outside investigative agencies are mobilized at appropriate times to search for evidence, and the matters are handled simultaneously, increasing handling efficiency and deterring others.

(4) When investigating and handling major economic crimes, all assets are enumerated, money-laundering channels traced and criminal gains confiscated, to prevent criminals from enjoying ill-gotten gains.

(5) For criminals who commit major economic crimes and then flee the country, international cooperation helps us to actively track them down and get them extradited, which augments the authority of law enforcement and deters others.

III.  Efforts against Money Laundering

For the year in question, as the world’s economy continued to be sluggish, domestic industry and business as well had been greatly affected. The impact of accession to the World Trade Organization (WTO) by the two sides of the Taiwan Strait has seen the arrival of internationalization and ever-increasing travel between people on the two sides of the Taiwan Strait. As a result, there were many major economic crimes committed at home involving malicious closing of business and emptying company assets. The end results have been the common saying, “Marching forward to Mainland China with cash, while leaving debts in Taiwan.”

On the other hand, the threat of terrorism to global security has been on the rise. As such, anti-terrorism appears to have become a new trend in the formation of international alliances. The UN and other major international organizations have prepared various protocols, recommendations and guidelines requiring coordination from all countries in the world so as to jointly put an end to the financing of terrorists and their organizations. 

In this regard, the ROC can simply not stay idle! Further, in order to implement the established government policy of thoroughly stamping out dirty money, all concerned agencies have spared no efforts in trying to discover and prosecute cases involving corruption, dereliction of duty and election bribery. 

As for the prevalence of drug-related crimes, the government has insisted on the principles of ‘interdicting at habitat,’ ‘intercepting at disembarkation,’ and ‘wiping-out within inland’ to enforce the law. In practice, law enforcement agencies have never relaxed in their efforts to effectively stop the inflow of drugs into Taiwan. They have been working day in and day out on investigations of the origin of drugs, trafficking network and smuggling channels. 

In the face of the stern threat to domestic security caused by these major crimes, our efforts on prevention of money laundering at home are illustrated as follows:

A.  In order to fight financial crimes, the Executive Yuan had particularly set 2002 as a year of ‘Financial Reform Year’ by setting up a cross-ministry Financial Crime Enforcement Task Force and promoting the reform vision of ‘building up a financial environment featured by high discipline and justice.’ On the reform these of ‘aggressive prevention of financial crime,’ recommendation was made to amend the existing MLCA by adding the types and models of major crimes. In addition, on the theme of ‘strengthening financial crime enforcement,’ proposals were brought forward to include ‘filing of SAR’s by financial institutions in accordance with established rules at the earliest possible time;’ ‘integration of resources available at the hands of law enforcement agencies and financial institutions to facilitate timely planning for investigation of cyber financial crime;’ ‘instant notice to the MJIB’s MLPC of financial crime cases under investigation so that the flow of capital may be traced at the earliest possible time;’ ‘request to law enforcement agencies to step up investigation of illegal foreign exchange dealing and remittance, underground remittance and money-laundering crime between the two sides of the Taiwan Strait;’ and ‘aggressive promotion of negotiations on mutual judicial assistance protocols in order to implement the judicial assistance program for investigation of transnational money-laundering case.’ All concerned agencies have been asked to submit a concrete workable plan to implement above-mentioned proposals.

B. On October 23, 1996, the first ever money-laundering law in Asia passed the legislative process in Taiwan, which was enacted on April 23, 1997, now in its sixth year of enforcement. In the process, we have encountered numerous difficulties, discovering non-compatibility of the law with the recommendation on anti-money laundering made by international communities. Therefore, a draft on amendment has been especially made to cope with the situation. First reading of the amendment had passed the 5th session of the 4th Term Legislative Yuan, but failed to pass the 2nd reading and it was resubmitted before the first session of the 5th Term Legislative Yuan. On January 13, 2003, the amendment passed the third reading in the Legislative Yuan and, on February 6, the President signed it into law, which will take effect six months after promulgation. Focal points of the amendment include:  

1. Addition of currency transaction when the sum exceeds a certain amount under Article 7(1) that requires identification of the customer and retention of the transaction record on file in addition to filing report to the designated government agency. The primary intent of the revision lies in the concept that financial institutions are the very base to prevent money laundering and report filed by financial institutions could concretely develop the mechanism to its fullest extent that can be further used to implement government policy to fight dirty money and transnational money-laundering activities. To impose administrative responsibilities for anti-money laundering on financial institutions would enable the MLPC to trace at the earliest possible time the flow of suspicious funds.

2.Deletion of Article 8(1) of ‘may notify the interested party,’ is primarily meant to comply with Point 17 of the 40 Recommendations made by FATF, an international anti-money laundering organization. The provisions in Point 17 says, “Financial institutions, their directors, officers and employees, should not, or, where appropriate, should not be allowed to, warn their customers when information relating to them is being reported to the competent authorities.” As our practice under the un-amended law ran counter to international anti-money laundering trend and, moreover, it was at variance with the penalty provision for leakage of confidential information under Article 11 of the MLCA, causing contradiction and difficulties in enforcement, the provision was therefore deleted.

3.Addition of Article 8(1) for freezing of assets. Since September 11, 2001 when terrorists attacked New York and Washington, D.C., international community have tried to act to prevent terrorist activities and wiping out financial assistance terrorist organizations receive. UN Resolution No. 1373 urged all member countries to freeze all assets related to terrorist organizations. In addition, FATF has particularly proposed eight recommendations, requiring its members to freeze assets of terrorist organizations in accordance with the UN resolution. In this regard, Taiwan’s action is in unison with the international community. In order to expand future judicial assistance in the international community, we have added this provision, after having consulted with laws enacted in advanced countries.

4.Article 12-1 adds the system of ‘sharing of confiscated property.’ The intent is to enhance the strength of law enforcement agencies in their fight against dirty money, in addition, to expanding Taiwan’s cooperative relations with the international community in the fight against money-laundering activities. It is patterned after the US ‘sharing confiscated property’ system, appropriating proceeds seized from investigation of crimes to law enforcement agencies for official use. Where confiscation or seizure is made overseas, the proceeds may be appropriated to foreign enforcement agencies as an incentive for international judicial assistance in fighting against crimes.

C. To fight against terrorism, the UN, through its Resolution #1373, urged emergency cooperation among all countries in the world to prevent and stop attacks by terrorist organizations. The resolution further asks countries to imprison terrorist if they have been found to have assisted, planned, prepared or committed or supported terrorist activity. Each country should clearly state in their domestic law that terrorist activity is a serious crime, subject to heavy penalty. Apart from prevention of terrorist activities, the resolution also urges close intelligence cooperation, administrative and judicial cooperation as well as signing of bilateral or multi-lateral agreements to prevent terrorist activities. Despite the fact the ROC is not a UN member, we feel, as a member of the international community, we should try to work with the international community to fulfill our obligations and responsibilities toward anti-terrorism activities. In this respect, the Ministry of Justice has completed the draft of ‘Anti-terrorist Activities’ bill, which would penalize terrorist activities by prison terms and, in addition, stipulate freezing and confiscation of property and flow of capital of terrorists. The bill meets with the request of the international community on anti-terrorist activity. It should be beneficial greatly to the ROC’s cause for alliance with international anti-terrorist organizations.

D. On March 27, 2002, Taiwan signed a Mutual Legal Assistance Agreement with the US. Article 2 of said agreement stipulates that competent regulatory agencies within the territory of each signatory may, in accordance the agreement, provide mutual assistance in the process of investigation and prosecution with regard to the judicial procedures involving crime prevention and related criminal cases. The scope of assistance includes obtainment of testimony or statement; available evidential documents, records and articles; confirmation or identification of the whereabouts of the interested party; delivery of documents; expatriation of detainee for the purpose of being the witness or other purposes; request for house raid and seizure; assistance in the procedures involving request for freezing and seizing property, return of compensation and levy of fines; and assistance that does not violate the law of the territory being requested. In addition, Article 17 concerns assistance in the procedures of confiscation whereas within the scope of law mutual assistance should be offered with regard to confiscation of income from commission of crime or tools used to commit the crime, compensation by the victim, as well as execution of the levy of fines rendered by criminal judgment. The assistance also includes provisional freezing of the illicitly gained income or tools used to commit the crime, pending further action. The benefit from this mutual assistance agreement extends to freezing, confiscation and sharing of transnational property which will no doubt help us in seeking further international mutual judicial assistance programs. 


On anti-money laundering, the international community, following the 9-11 attacks to the US, has tried to activate every means to put an end to terrorist’s financing. To newly emerging methods used in money laundering in Asia, more and more discussions were held. In particular, FATF and APG, both international anti-money laundering organizations, have recommended the following for anti-money laundering:

a. In its 2001-2002 Report on Money Laundering Typologies, the FATF has filed a special report discussing terrorist financing. The report believes that the primary target of terrorism is to threaten the general public or force a certain government to take or give up a certain action. Although it differs in motive from traditional organized crime, the ultimate goal of terrorism remains the same: to seek a source of financing. One group of sources includes sponsorship from governments, certain specific organization or individuals. The other source is the revenue-generating activities terrorists engage, including kidnapping, blackmail, robbery, fraud, drug trafficking and collection of protection fees. As is similar to traditional organized crime, terrorist organizations must seek channels to launder the illicitly gained income to circumvent attention by law enforcement agencies. The methods used include cash smuggling, structured deposits to or withdrawals from bank accounts, purchase of such financial instruments as traveler’s checks, bank drafts and bills of draft, use of debit cards or credit cards, and T/T. In addition, such underground remittance system such as hawala also acts an important role in money movement by terrorists. The way to put an end to terrorist financing is implementation of the UN Resolution #1373 and the special eight recommendations proposed by FATF to freeze and confiscate the property terrorists’ control.

b.The APG 5th Annual Meeting was held in Australia in early June 2002. At the meeting, frequently used money-laundering methods currently in use in Asia as well as future trends were both discussed. The themes discussed included financial services OBU provides; transfer of capital by alternate use of underground remittance and substitute remittance system; use of bogus ID and names of friends and relatives in opening up new bank account; use of lawyers and CPA’s to undergo money laundering; use of structured transactions in cash; evasion of legal threshold for report and investigation; use of bank drafts and checks in lieu of cash, followed by personal courier service or postal system; use of container or international carrier or by courier post to smuggle cash in large amount; use of conventional electronic method of payment via bank transfer or transfer via financial consultants, insurance agents or securities dealers; use of newly emerging financial transaction methods such as transfer of funds through the Internet, or purchase in the Internet of financial goods or services or use of valued-stored cards; use of non-conventional banking service to perform financial transactions such as underground or substitute banking, money changers and remittance handlers; use of shell companies to transfer funds; transfer of illicitly gained income in the name of investment to offshore territory; use of gambling business to divert and conceal proceeds from crime committed; and use of negotiable payment instruments, credit cards, debit cards to divert and conceal proceeds from crime committed.  

Anti-money laundering work requires close coordination of law enforcement agencies, regulatory agencies and financial institutions as well before a prevention network can be established. Looking back on the year just past, the MLPC continues to act as the agency that handles SAR’s filed by financial institutions, coordinates and serves as a liaison for strategic studies of domestic anti-money laundering and anti-money laundering laws and regulations. In other words, the MJIB’s MLPC has fully developed the FIU function at home. Compared with past years, the work of 2002 had the following features:

1. Massive increase in number of SAR’s filed by financial institutions

The number of SAR’s filed in 2001 was 791. The figure was 1,140 for 2002, an increase of 349, or 44%. It sets a new record primarily due to the concerted efforts by staff of the MLPC to keep cordial interactive relations with financial institutions. Besides, the MLPC staff had made themselves available at every opportunity to promote the MLCA and train workers in financial institutions to familiarize themselves with the SAR procedures. As a result, the efforts paid off, thus effectively increasing the willingness of financial institutions to file SAR’s.

2. Remarkable progress made at investigation of related capital flow involving major cases

To meet the needs of fellow MJIB units and other related agencies in investigation, the MLPC has made available massive manpower to proceed with the investigation of capital flow in many cases such as the scandals of xx and Liu. The focus of investigation was on the flow of funds from which to trace the people involved in the case being investigated. By the flow of funds, related suspects were traced and the “main veins” of various criminal structures were spotted. Findings were immediately relayed to concerned agencies and the performance of the MLPC was highly praised by its superiors. 

3. Promotion of MLCA amendments with initial achievements 

Difficulties in enforcement of the MLCA have prompted the MLPC to recommend revision of the law and recommendations regarding the amendments were forwarded to the Ministry of Justice in time for their reference. To make the amendments possible, the MLPC had collected related information at home and abroad on a large-scale. The recommended amendment included deletion of ‘may notify the interested party’ as specified under Article 8 of the original Act, which runs counter to common sense, not to mention the usual international practice; addition of ‘report on transactions of huge sum’, ‘freezing property used in money laundering activity,’ and ‘system of sharing confiscated property.’ Now that the amendment had passed the third reading at the Legislative Yuan and was signed into law by the President, it will be definitely beneficial to upgrade of domestic anti-money laundering work and make Taiwan’s law compatible with those of the international community.  

4. Effectively shutting off money laundering activities by terrorists and their organizations in Taiwan in conjunction with international anti-terrorism movement

In response to request from the concerned agency responsible for xx Project, the MLPC continued to target specific individuals in investigating their funds, property and financial transactions. In addition, the MLPC, in conjunction with regulators of financial institutions, requested domestic financial institutions to list the AIT-provided name list as suspects of money laundering principals. Domestic financial institutions are required to file immediately SAR should any suspicious transaction come up. On the MJIB website, there is page of US-listed Terrorists and Terrorist Organizations linked to the MJIB website for financial institutions to check related information. Further, in educational promotion tours aimed at financial institutions, MLPC staff have emphasized the importance of putting an end to terrorist financing through the administrative anti-prevention mechanism available at financial institutions. In addition, the MLPC has prepared a special report on how to effectively shut off terrorist financing and establish anti-money laundering mechanisms. The study has specially looked into the nature of terrorism, source of funds, threats it brings to the world and money-laundering channels. The report also proposed concrete recommendations on how to effectively prevent and cut off financing of terrorists and their organizations from the viewpoint of judicial sector, enforcement sector, financial sector and financial management sector. 

5. Aggressive promotion of international cooperation

In 2002, the MLPC had exchanged information with the US, Singapore, Belgium, Switzerland, Malaysia, Latvia and Hong Kong in a total of 14 instances. Among them, xx Trust Company was suspected of illegally taking in deposits in Taiwan and later transferring majority of the funds overseas. Thanks to the safety network of the Egmont Group, we were able to ask respectively related countries for information of transactions in the suspect’s financial accounts. The information thus obtained was forwarded to xx Prosecutor’s Office for prosecution on charges of violation of the MLCA. To protect the interests of victims, MLPC, through mutual judicial assistance program, was further instrumental to access to information on the balance of the suspect’s financial accounts which helped the xx Prosecutor’s Office in prosecuting said case. At present, Taiwan is the full member of both Egmont Group and APG, eligible to participate in various conferences and activities the two international organizations hold. To fulfill our membership obligations, we have tried to sponsor holding workshops of the two organizations in Taiwan with positive response. Yet in another development, we have promoted among our counterpart agencies signing of MOU or MLAT. Some countries have expressed keen interest and further negotiations are pending.

6. Progress registered in the work of education and promotion

In conjunction with the training programs financial institutions provide, the MLPC have assigned staff members to tour financial institutions lecturing on the concept of money laundering and promoting staff in financial institutions to file SAR’s in accordance with law. The tour saw 215 sessions and the number of attendees exceeded 17,000 persons, almost double the 2001 figure of 98 sessions. To help staff in financial institutions to identify suspicious money-laundering activities and file SAR’s, the MLPC specially printed various promotional leaflets, cards of suspicious indications, compilation of case studies and practical money laundering laws and regulations for distribution to financial institutions. Judging by the huge increase in number of filed SAR’s in the year in question, it indicates that obviously the efforts MLPC made have paid off. 

7. Upgrade of professional skills for MLPC staff in a timely manner

To upgrade the professional skills of MLPC staffers and enhance the investigation of anti-money laundering cases, colleagues handling major cases have been asked to submit their findings at joint meetings of the Center to instantly share their experience and skills in investigating flow of illegal proceeds. The MLPC have frequently invited outside scholars and experts to visit the Center lecturing on subjects related to financial transactions, newly emerging crime-committing types, money-laundering methods and audit of capital flow that are meant to encourage colleagues to engage in research which may upgrade their professional skills. In addition, domestic and foreign publications on anti-money laundering works have been collected on a large-scale for reference of MLPC staff.

Performance of anti-money laundering work in 2002 was quite remarkable, thanks to the concerted efforts of all MLPC staff. In review of the work performed in the past year, we have found there is room for improvement:

1. Quality of filed SAR’s leaves room for improvement and, moreover, source of report seems excessively concentrated

The number of SAR’s filed by financial institutions has broken the 1,000 mark. Nonetheless, there were only 208 cases referred either to MJIB or police agencies for further action. Compared to the 274 cases in 2001, this was an obvious reduction in number, which reflects the fact that some were only reported to the police agencies. A long time supporter to investigations of capital movement by special projects, the MLPC finds the domino effect has taken its toll on the investigation of reported cases. The low rate of completed case was further caused by assistance to financial institutions in their training programs which has distracted the analytical work required of the MLPC, although it helps elevate the number of filed SAR’s. In addition, it has been noted that the SAR’s filed by financial institutions originated mostly from the banking industry. Few better-managed banks had even outstanding performance while the number of filed SAR’s from other financial institutions numbered only less than 40 cases. Apparently the source of filing SAR’s needs further development in order to implement the administrative responsibility required of financial institutions in anti-money laundering whereas the financial institutions serve as the domestic frontline defender.  

2. Feedback system in financial institutions needs improvement

Filing of SAR’s by financial institutions is the legal responsibility of financial institutions in the first place; on the other hand, it is the expectation from law enforcement agencies for assistance in fighting against crimes. Therefore, once the SAR’s are filed by financial institutions, they would naturally expect the feedback so that they may understand the results of the filing with which they can review their internal anti-money laundering strategy. This is particularly true with the better-managed banking industry that has frequently requested the feedback. In this respect, the MLPC needs strengthen its feedback system.

3. Bottlenecks encountered by colleagues in analyzing money-laundering cases

It has been almost six years since the MLCA went into effect. Unlawful organized crime syndicates have gradually discovered ways and means to circumvent reporting by financial institutions and investigation by law enforcement agencies. In practice, they would intentionally make cash withdraws or specially request the banking industry to work on the account by transfer in the name of cash withdraw, thereby making it difficult for law enforcement agencies to trace flow of funds as the lead has been cut off. Further, shell accounts at home are prevalent at the present time, which makes investigation of capital flow a difficult task. Furthermore, newly emerging financial products that appear in the marketplace at a rapid pace, especially the ones using hi-tech and Internet applications, have created bottlenecks for the MLPC staff who are assigned to trace the whereabouts of capital. This is an area where we need a breakthrough. 

4. Study on anti-money laundering strategies needs further enhancement

Rapid and uninterrupted progress in hi-tech and convenient application of Internet has made the dream of the earlier-conceived ‘global village’ a reality. Natural borders between countries are no more a barrier to stop invasion by organized crime syndicates. E-banking and electronic transfer have made it increasingly difficult to trace capital flow and that, in turn, has created new methods of money laundering to transfer at instant notice tremendous sums of ill-gained proceeds overseas. Therefore, it has become necessary to put in more manpower to study methods on how to come to grips with the newly emerging transaction methods, channels that may likely be used for money laundering, new types of crime and manners of money laundering as well as anti-money laundering strategies and investigative techniques.

1. IV. Conclusion

Anti money laundering work is internationally recognized as an effective way to fight major crimes. As such, all advanced countries have started from enactment of comprehensive laws, stern enforcement, effective financial management and administrative prevention required of financial institutions. In the face of rapid and uninterrupted progress of and application in future hi-tech; money-laundering channels and methods are both advancing at the same time. The focus of the MLPC’s work in future shall include:

1. Strengthening existing mechanisms of team work and forming special task forces to assist in investigation

To assist other law enforcement agencies nationwide in investigation of the flow of illegal capital is one of the missions assigned to MLPC. In the face of the ever-changing complex types of money-laundering crime, we can only rely on the spirit of ‘teamwork, division of labor and rapid service’ to offer our assistance in the form of special task force in investigation of major cases. By integration of limited manpower, resources and individual specialties, we may expect to develop the spirit of elite teamwork, offer rapid service and share our experience in a timely manner with all concerned. In addition, we would invite scholars and experts in this field to lecture on subjects that may elevate the professional skills of our colleagues in order to meet the challenge brought upon by future money-laundering crimes. 

2. Strengthening further liaison, promotion and training works with financial institutions

Under the MLCA, financial institutions of the ROC are given the frontline job to prevent money laundering. Consequently, financial institutions are required by law to identify the customer and keep the transaction record on file in case the transaction involves a certain sum and above. Should a suspicious transaction be found to exist, the concerned financial institution is required to report it to the MLPC. As such, the willingness to cooperate, the company policy, the professional ability and idea to follow the law held by staff of financial institutions will directly affect the overall effect of anti-money laundering work at home. It is therefore necessary to continue enhancement of the liaison work with financial institutions by establishing a single window for active communication. In addition, further training of financial institution employees on the subjects of anti-money laundering, technique to identify suspicious transactions and related laws and regulations must be conducted. Compilation of case studies, production of promotional items concerning related laws and regulations should be provided from time to time for reference by all concerned.   

3. Prudent planning of newly emerging methods to fully develop anti-prevention function

Amendments of the MLCA have passed the third reading in the Legislative Yuan and the President has signed the bill into law. Major reform in the amendments includes addition of report on transaction of huge sum under Article 7; freezing of the bank account that was used to launder money under Article 8-1; sharing of confiscated property under Article 12-1. The regulatory agency for handling report on transactions of huge sum in future shall be the MLPC. We estimate the number of reports to be handled could exceed 100,000 each month. How to cope with this suddenly increased amount of work will certainly bring additional work to the MLPC, not to mention the additional software and hardware equipment required of analog and analysis. To respond to the pending changes, we need to prepare in advance our plan for manpower, budget, division of labor and computer linking. 

4. Strengthening various anti-prevention mechanisms in cooperation with international anti-terrorism movement

Since the terrorist attacks to the US on September 11, 2001, anti-terrorism has become a worldwide trend. Apart from supply of instant information, as may be required by concerned regulatory agencies, on the movement of foreign exchange and capital flow of a certain specific individuals targeted for investigation, the MLPC contemplates to keep close cooperation with financial institutions and other regulatory agencies in order to stop terrorists from using Taiwan as a channel for money laundering. The MLPC will specially undergo a systematical study on the practice of using domestic underground remittance outlets to send outward remittance home by foreign laborers now working in Taiwan. The attempt may cut off use by terrorists and their organizations in laundering money. At the same time, domestic anti-prevention mechanism will be established in line with various recommendations and standards as proposed by the UN and other international anti-money laundering organizations.   

5. Expansion of international cooperation channels to fight against transnational money laundering crime

Toward the ever-prevalent transnational money-laundering crime, we need to combine the force of all nationwide law enforcement agencies and share information and experience to trace in our investigations the flow of the illicit proceeds. Only in so doing, we may expect to achieve effectively the goal of fighting against crime. The MLPC is the FIU of Taiwan’s financial institutions which seats in APG and Egmont Group as a full member. Under multiple efforts made in the interest of Taiwan, members of the two international organizations have gradually increased their information exchange activities with Taiwan. Confined by the retrenched government budget, participation in international money-laundering activities and conference by the MLPC has been greatly reduced. Nonetheless, we need to break through the many difficulties that lie ahead and use the limited resources to work toward the following goals:

a. To establish more liaison channels with counterpart foreign agencies on mutually reciprocal and equal basis so as to conduct exchange of intelligence and jointly investigate transnational money laundering cases, thereby strengthening substantial cooperation relations. 

b. To seek approval of Egmont Group and APG of holding workshops in Taiwan to display our aggressive performance in anti-money laundering work.

c. To seek counterpart agencies of friendly nations signing MOU’s, thus exploring the possibility of signing judicial mutual assistance agreement.

d. To aggressively seek full membership in FATF.  

MONEY LAUNDERING CONTROL ACT

Promulgated on October 23,1996.

Full text 15 Articles plus Articles 2, 3, 5, 6, 7, 8, 8-1, 9, 10, 12, 12-1, 13 amended and promulgated by Presidential Order February 6, 2003.

Article 1

This Act is explicitly enacted to regulate unlawful money-laundering activities and to eradicate related serious crimes.

Article 2

As used in this Act, the crime of “money-laundering” is defined as any person who—

(1) knowingly disguises or conceals the property or property interests obtained from a serious crime committed by themselves or;

(2) knowingly conceals, accepts, transports, stores, intentionally buys, or acts as a broker to manage the property or property interests obtained from a serious crime committed by others.  

Article 3

As used in this Act, “serious crimes” include the following crimes:

(1) The crimes of which the minimum punishment is 5 years or more imprisonment.
(2) The crimes prescribed in Articles 201 and 201-1 of the Criminal Code.

(3) The crimes prescribed in paragraph I of Article 240, paragraph II of Article 241, and paragraph I of Article 243 of the Criminal Code.
(4) The crimes prescribed in paragraph I of Article 296, paragraph II of Article 297, paragraph II of Article 298, and paragraph I of Article 300 of the Criminal Code.
(5) The crimes prescribed in Articles 340 and 345 of the Criminal Code.
(6) The crimes prescribed in paragraphs II, IV, V of Article 23, and paragraph II of Article 27 of the Act for the Prevention of Child Prostitution. 
(7) The crimes prescribed in paragraph II of Article 8, and paragraph II of Article 11, paragraph I, II, III of Article 12, paragraph I, II of Article 13 of the Statute for Fire Arms, Ammunition and Harmful Knives Control.
(8) The crimes prescribed in paragraph I, II of Article 2, paragraph I, II of Article 3 of the Statute for Punishment of Smuggling.
(9) The crimes prescribed in Article 171 of the Securities Exchange Law, in violation of paragraph I, II of Article 155, and paragraph I of Article 157-1 of the Securities Exchange Law.
(10) The crimes prescribed in paragraph I of Article 125 of the Banking Law.
(11) The crimes prescribed in Articles 154 and 155 of the Bankruptcy Law.
(12) The crimes prescribed in paragraph I, II of Article 3, Article 4 and Article 6 of the Organized Crime Prevention Act. 
The following crimes also fall into the category of the “serious crimes” if the property or property interests obtained from the commission of the crime(s) exceeds NT 20 million dollars:

(1) The crimes prescribed in paragraph II of Article 336 of the Criminal Code.
(2) The crimes prescribed in Articles 87 and 91 of the Government Procurement Act.

Article 4

As used in this Act, the “property or property interests obtained from the commission of the crime” means:

(1) The property or property interests obtained directly from the commission of the crime.
(2) The remuneration obtained from the commission of the crime.
(3) The property or property interests derived from the above two subsections. This provision, however, is not applicable to a third party who obtains in good faith the property or property interests prescribed in the preceding two subsections.

Article 5

As used in this Act, the “financial institutions” include the following institutions:

(1) banks;
(2) trust and investment corporations;
(3) credit cooperative associations;
(4) credit department of farmers’ associations;
(5) credit department of fishermen’s associations;
(6) postal service institutions which also handle the money transactions of deposit, transfer and withdrawal;
(7) negotiable instrument finance corporations;
(8) credit card companies;
(9) insurance companies;
(10) securities brokers;
(11) securities investment and trust enterprises;
(12) securities finance enterprises;
(13) securities investment consulting enterprises;
(14) securities central depository enterprises;
(15) futures brokers;
(16) other financial institutions designated by the Ministry of Finance.

Businesses dealing in jewelry or other financial institutions likely to be used for money laundering are subject to the provisions governing financial institutions set forth in this Act after such businesses or financial institutions are so designated by the Ministry of Justice in consultation with other related competent authorities.  

If the competent authorities for the institutions set forth in the above two paragraphs are ambiguous, the Executive Yuan shall designate the competent authorities for the institutions.

The Ministry of Justice may, as it deems necessary, require the institutions set forth in the paragraphs I and II of this Article to accept monetary instruments other than cash as payment for financial transactions.

Article 6

Every financial institution referred to in this Act shall establish its own money laundering prevention guidelines and procedures, and submit those guidelines and procedures to the competent authority and the Ministry of Finance for review.  The content of the money laundering prevention guidelines and procedures shall include the following items:

(1) The operation and the internal control procedures for money laundering prevention;

(2) The regulatory on-job training for money laundering prevention instituted or participated in by the financial institution referred to in this Act;

(3) The designation of a responsible person to coordinate and supervise the implementation of the established money laundering prevention guidelines and procedures;

(4) Other cautionary measures prescribed by the competent authority and the Ministry of Finance. 

Article 7

For any financial transaction exceeding a certain amount of money, the financial institutions referred to in this Act shall ascertain the identity of customer and keep the transaction records as evidence, and submit the financial transaction, the customer’s identity and the transaction records to the designated authority.

The amount and the scope of the financial transaction, the procedures for ascertaining the identity of the customer, and the method and length of time for keeping the transaction records as evidence referred to in the preceding paragraph shall all be established by the Ministry of Finance in consultation with the Ministry of Justice and the Central Bank of the Republic of China. 

Any financial institution which violates the provisions set forth in the first paragraph of this Article shall be punished by a fine between $200,000 NT to $1 million NT.  

Article 8 

For any financial transaction suspected to be a money laundering activity, the financial institutions referred to in this Act shall ascertain the identity of the customer and keep the transaction record as evidence, and report the suspect financial transaction to the designated authority.

The reporting financial institution will be discharged from its confidentiality obligation to the customer if the institution can provide proof that it was acting in good faith when reporting the suspect financial transaction to the designated authority in compliance with the preceding paragraph of this Article.

The designated authority, and the scope and procedures of the reporting referred to in the first paragraph of this Article shall all be established by the Ministry of Finance in consultation with the Ministry of Interior, the Ministry of Justice and the Central Bank of the Republic of China. 

Any financial institution which violates the provisions set forth in the first paragraph of this Article shall be fined between 200,000 NT and 1 million NT.  However, if the violating financial institution is able to prove that the cause of such violation is not attributable to the intentional act or negligent act of its employee(s), no fine shall be imposed. 

Article 8-1  

Whenever the prosecutor obtains sufficient evidence to prove that the offender has engaged in money laundering activity by transporting, transmitting, or transferring a monetary instrument or funds through bank deposit, wire transfer, currency exchange or other means of payment, the prosecutor may request the court to order the financial institution to freeze that specific money laundering transaction to prevent withdrawal, transfer, payment, delivery, assignment or other related property disposition of the involved funds.  The prosecutor on their own authority may freeze a specific money laundering transaction and request the court’s approval within three days whenever the prosecutor has probable cause to believe that the property or property interests obtained by the offender from the commission of crime are likely to disappear under exigent circumstances.  The prosecutor must immediately remove the hold on transaction if the prosecutor fails to obtain the court’s approval within three days.
During the trial proceeding, the presiding judge has discretion to order a financial institution to freeze the offender’s money laundering transactions for purposes of withdrawal, transfer, payment, delivery, assignment or other related property disposition. 

The order to freeze the offender’s money laundering transactions for withdrawal, transfer, payment, delivery, assignment or other related property disposition in a financial institution must be in writing and meet the requirements set forth in Article 128 of the Criminal Procedure Law. 

The first paragraph of this Article also applies to foreign governments, foreign institutions or international organizations requesting our government to assist in a particular money laundering activity based on the reciprocal treaties or agreements entered with our government relating to the prevention of money laundering activities, whenever the activity engaged by the offender constitutes a crime under Article 3 of this Act regardless of whether such activity is being investigated or tried in this  jurisdiction. 

The provisions set forth in the Chapter 4 of the Criminal Procedure Law are also applicable to financial institutions refusing to comply with an order set forth in the first two paragraphs.
Article 9

Any person engaging in money laundering activity referred to Subsection 1 of Article 2 of this Act shall be sentenced to imprisonment of not more than five years and, in addition thereto, be fined not more than 3 million NT.

Any person engaging in money laundering activity referred to Subsection 2 of Article 2 of this Act shall be sentenced to imprisonment of not more than seven years and, in addition thereto, be fined not more than 5 million NT.

Any person engaging in money laundering activities referred to Subsections 1 and 2 of Article 2 of this Act as their major source of income shall be sentenced to imprisonment between three years and ten years, in addition thereto, be fined between 1 million NT and 10 million NT.

The representative of a legal entity, the agent, employee or other worker of a legal entity or a natural person engaging within the scope of his or her employment in money laundering activities as set forth in the preceding three paragraphs shall be punished in accordance with the provisions set forth in the preceding three paragraphs of this Article.  In addition, the legal entity or the natural person that the offender represents or works for, shall also be fined in accordance with the provisions set forth in the preceding three paragraphs, unless the representative of a legal entity or a natural person has done his or her best to prevent or stop the money laundering activities. 

Any person who surrenders himself or herself to the authorities within six months after he or she has engaged in money laundering activities as set forth in the preceding four paragraphs, his or her sentence shall be exempted.  Any person who surrenders himself or herself in later than six months after he or she has engaged in any of the money laundering activities set forth in the preceding four paragraphs, his or her sentence shall be reduced or exempted.  Any person who confesses during the custodial interrogation or the trial that he or she has engaged in the money laundering activities set forth in the preceding four paragraphs, his or her sentence shall be reduced.

Article 10

Any person who engaged in the money laundering activity set forth in Subsection 2 of Article 2 of this Act to conceal, accept, transport, store, intentionally buy, or act as a broker to manage the property or property interests obtained from a serious crime or crimes committed by his or her lineal relatives, spouse or any other relatives living together or jointly owning the property, his or her sentences or fine may be reduced.   

Article 11

Any government official who reveals, discloses or turns over documents, pictures, information or things relating to the reported suspect financial transaction or reported suspect money laundering activity to others, he or she shall be sentenced to imprisonment of not more than three years. 

Any employee of a financial institution without a government official position reveals, discloses or hands over documents, pictures, information or things relating to the reported suspect financial transaction or reported suspect money laundering activity to others, he or she shall be sentenced to imprisonment of not more than two years, detention, or fined not more than 500,000 NT.  

Article 12

The property or property interests obtained from the commission of a crime by an offender violating the provisions set forth in Article 9 of this Act, other than that which should be returned to the injured party or a third party, shall be confiscated, regardless of whether the property or property interests belong to the offender or not.  Whenever the above property or property interests can not be confiscated in whole or in part, the value thereof shall be indemnified either by demanding a payment from the offender or by offsetting such value with the property of the offender.
The offender’s property may be seized, if necessary, to protect the property or property interests obtained from the commission of a crime by an offender violating of the provisions set forth in Article 9 of this Act.

The first two paragraphs of this Article also applies to foreign governments, foreign institutions or international organizations requesting our government to assist in a particular money laundering activity based on the reciprocal treaties or agreements entered with our government relating to the prevention of money laundering activities, whenever the activity engaged by the offender constitutes a crime under Article 3 of this Act regardless such activity is being investigated or tried in this jurisdiction.

Article 12-1

The property or property interests confiscated, other than cash, investment securities or negotiable instruments, may be distributed by the Ministry of Justice to the prosecutor offices, the police departments, or other government agencies assisting the investigation of the money laundering activities for official use, in accordance with the provisions set forth in paragraph I of Article 12. 

The Ministry of Justice may distribute the confiscated property or property interests in whole or in part to a foreign government, foreign institution or international organization which enters a treaty or agreement in accordance with Article 14 of this Act to assist our government in confiscating the property or property interests obtained by an offender from his or her commission of a crime or crimes.

The Executive Yuan shall promulgate regulations for management, distribution and use of the property or property interests mentioned in the preceding two paragraphs.     

Article 13

Any person who does not comply with the payment of fines imposed under this Act within the prescribed time period, he or she shall be transfer to the Executive Bureau in the Ministry of the Justice for compulsory execution pursuant to the applicable law.

Article 14

The government of the Republic of China may, based on the principle of reciprocity, enter into cooperative treaties or other international written agreements relating to the prevention of money laundering activities with foreign governments, institutions or international organizations to effectively prevent and eradicate international money laundering activities. 

Article 15

This Act shall go into effect six months after promulgation.   
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Introduction.

I do agree with the underlying guiding concept of this Round Table Discussion, that a right approach to prevent and control  money laundering should be based in the evaluation of the risks to that crime faced by countries, financial systems and financial institutions itself, as a point of departure to enact legislation and regulation aimed to prevent the abuse of services by criminals, to enforce such legislation and regulations, to enhance due diligence compliance and to improve the levels of international co- operation. 

Risk for a country.

Indeed, the main risk of money laundering for a country- due to action or omission- is the possible abuse of its financial, commercial, professional or other services by criminals who intend to legitimise assets of illegal origin.  Consequences of those abuses are the degradation of health, moral and economy, along with the downgrading in the reputation of its institutions and the country. 

Another important source of risk for a country is the lack of adopting legal and operational measures to fight money laundering or the failure to put measures in place.  This sort of shortcoming exposes a country to legal, political and economic claims, or to be imposed financial or commercial sanctions, such as: 

· Restrictions to its products and services.

· Exclusion from preferential agreements on Commerce, Tourism or other activities.

· Refusal or more strict supervision to its  Banks international transactions.

· Closed or limited access to the sources or international financing.

· Down- grading of the country and its institutions in the indexes of international financial qualification.  

· Inclusion of country in discriminatory lists.

Adopting measures in Latin America toward the prevention and control of money laundering.

As a response to the risk of money laundering and pressures from 

foreign governments and international organisations, countries of

Latin America and the Caribbean have adopted a set of legal 

rules that refer basically to the following elements: 

1) Drug’s money laundering as a specific and autonomous crime.

2) Extension of the crime of money laundering to other crimes beyond illegal drugs trade.

3) Adoption of legislation and rules of compliance against the financing of terrorism.

4) Recognition of extra- territorial nature and features of the crime of money laundering.

5) International judicial co- operation.

6) Criminal liability of corporate vehicles.

7) Seizure of accounts.

8) Forfeiture of illegal assets.

9) International sharing of illegal assets.

10) New and more ample concept and practice of “knowledge of the customer”.

11) Establishment of Regulatory authorities to enhance compliance.

12) Establishment of Financial Intelligence Units to carry out specialised analysis of financial information.

13) Due diligence obligations to Banks and other financial and non- financial activities.

14) “Wilful blindness”.

15) Record and file of transactions and customers.

16) Supply of information to Supervisory Bodies and Financial Analysis Units.

17) Record and report of suspicious transactions. 

18) International exchange of information.

19) Limitations in  Bank confidentiality.

20) Corporate liability. 

21) Reversal of the burden of proof.

The need for compliance and evaluation.

       As a recognition that enactment of legislation is necessary but not enough, almost in all Latin American countries special official organisations have been established to adopt specific regulations and monitor the compliance through inspection, and request of information of the activities committed to due diligence.

In a few countries, rules of evaluation have been established in order to measure how effective the effort against money laundering is in terms of: 

     Deterrence to money laundering and underlying crimes.

     Numbers of criminals under trail and conviction.

     Amount of illegal assets under seizure.

     Flows of international exchange of information.

     Effect of regulations on competition standards.

     Cost- effectiveness of the programmes to fight money laundering.                     

Risk  and control by a financial institution.

Money laundering presents three major risks for a financial institution: the abuse of it services by criminals, sanctions by authorities due to lack of compliance to regulations regarding prevention and control, and the sometimes missed risk towards the market due to excessive control that could damage the competition standards of licit financial services.

Firstly, it is recognised that amongst the techniques and schemes used by criminals to launder their illicit proceeds, those that attract their primary interest are the services provides by Banks and other financial institutions. 

These possible abuses expose the liable institution to a bad reputation, loss in profitability, criminal sanctions to Directors or employees, cancellation of operation license, fines or assets forfeiture.

Secondly, the failure to comply with due diligence obligations established by law, expose a financial institution to administrative sanctions such as fines, cancellation of licence or enhanced supervision from the part of the authorities.  Besides that, employees of financial institution could be liable to sanctions established in Codes of Conduct or other rules of prevention and control established by professional associations or by their own institutions.

Excess of regulation exposes institutions and customers to burdensome and expensive effort.

Fundamental tools enabling financial institutions to carry out proper assessments of money laundering risks are:

1.  Legislation against money laundering of the host country.

2.  Regulation standards for compliance of legislation.

3.  Legislation of the country with a major share of financial transactions is currently developed, mainly in the United States of America.

4.  Judicial mechanisms and agreements for the exchange of information 

5.  Legislation and regulations of the country of origin, in the case of a financial institution based in a foreign country. 

6.  Codes of Conduct and Inter- bank agreements (or similar instruments) with which the institution is committed to comply.

7.  In the specific situation of Latin American and Caribbean countries, the Model Regulation for Prevention of Assets Laundering, produced by the Inter American Commission for the Control of Drugs Abuse (CICAD).

8.  The criteria for enforcement legislation and regulatory measures applied by the authorities.

9.  Other recommendations from international organisations such as FATF, United Nations, the European Union, the USA Government, etc.

More specifically, the most relevant risk factors to take into account by a financial institution through a process of self- evaluation in order to prevent and control money laundering and to adopt the right measures to avoid such risks are enumerated below: 

1) Policy for the prevention and control of money: 

· Absence of an institutional policy against money laundering.
· An anti- money laundering that is not revised and up- dated.
2) Programme and Manual of Prevention:

· Scarcity of  resources to carry out the Programme for Prevention and Control

· Lack of specified rules put together in a Manual of Prevention.

3) Organisation for Compliance:

· Lack of an operational branch  for compliance.

· Lack of a Compliance Officer.

· Lack of precise set of duties for the Compliance Officer. 

· Confusion between duties of the Compliance Officer and those of the Internal Auditors.

· Burden of duties unrelated to compliance for the Compliance Officer.

4) Customer identification:

· Incomplete identification of customers.

· Imprecise identification of corporate customers.

· Imprecise information on the activity of customers.

· Imprecise information on the customers’ origin of funds.

· Lack of verification of the information supplied by customers.

· Imprecise identification of customers from abroad.

· Lack of customers information’s up- dating.

· Fail to elaborate “customers profiles”.

5) Patterns for a right services provider:

· Accounts opened with incomplete or imprecise information. 

· Accounts used by un- authorised persons.

6) Knowledge of the own Institution:

Lack of knowledge of services provided by the Institution.

Lack of assessment of risks for branches and agencies.

7) Lack of awareness on the degree of risks of:

· Special risky geographic areas.

· Especially risky professional activities.

· Especially risky business activities.

· Cash transactions.

· Monetary instruments.

· Money transfers.

· Loans and overdrafts.

· Deposit accounts.

· Lack of ranking of transactions and operations according to their degree of risk.

· Lack of training in specific measures for prevention in transactions and financial operations.

· Other  services, transactions and services provides by the institution.

8) Training:

· Lack of a systematic Training Programme in the institution.

· Lack of knowledge of the Prevention Programme by employees.

· Lack of communication of prevention measures to customers.

· Lack of knowledge of legislation for prevention and control.

· Lack of knowledge of international legislation on money laundering prevention.

· Lack of training of employees in banking and financial operations.

· Lack of knowledge of personal and institutional legal liabilities for the crime of money laundering.

· Lack of knowledge of institutional liabilities for the failure to comply with due diligence regulations. 

9) Records and Files:

· Lack of records on transactions carried out by clients.

· Lack of knowledge of reports to be prepared internally.

· Lack of knowledge of reports to be supplied to authorities.

· Lack of up dating procedures to  rebuild transactions.

· Fail to keep records during period established by law.

10) Analysis of transactions:

· Fail to follow- up the use of accounts by customers.

· Fail to compare customer profiles with the use of accounts by customers.

11) Suspicious transactions:

· Lack of knowledge of the process to determine possible suspicious transactions.

· Lack of report suspicious transactions to authorities.

· Lack of training on the detection, record and report of suspicious transactions.

· Internal difficulties for the communication of suspicious transactions.

12) Self evaluation and Compliance Audit:

· Unexistence of identification of risk factor on money laundering.

· Lack of assessment of the degree of risk  for the institution based in the different factors.

· Lack of a checklist of compliance procedures to be put in place.

· Lack of a periodical check of compliance.

· Lack of and overall and specific assessment of the risk and a programme of Self-Evaluation of the Risk of Money Laundering for the Institution.

Conclusion:  

As a final outcome and, at the same time,  a point of departure to adopt proper policies and measures, all the procedures for the identification of risk factors, self evaluation and compliance audit must provide and objective, accurate and up to date assessment of the situation of the institutions  regarding:

· The risk of the services of the institution to be abused by criminals.

· The risk of the institution to fail to comply with legal and regulatory  

      standards, and to be applied sanctions by the authorities.

· The risk for the institution (or for a country) to apply excessive 

      prevention and control measures that are not cost- effective and risk- 

      based, with the subsequent damage in competitiveness.

Self evaluation is a complementary process aimed at enhancing the culture and practice of compliance,  to facilitate and reduce the cost of the audit from the part of the own institution and the authorities.  Should be based in objectivity, honesty and self- criticism, neither in self- indulgence nor, for the worse, in self- deception.
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The need of a level playing field.

A fair approach for the adoption of legislation.

Introduction.

Integrity is a set of absolute moral values, which should be a leading and common principle in all human activity. Fairness, due process and the absence of force in international relations are in the core of the principle and application of integrity.  In practice some of the measures adopted by Offshore Centres in the last years to avoid the abuse of their financial services by criminals, and specially to supply information to foreign countries, have been to a great extent the outcome of pressures exerted by rich countries and organisations controlled by them, following schemes of “name, blame and shame”, and disregarding the possible damage to economic and competition standards of those Centres.   Although there is no doubt on the commitment to combat financial and therefore to enhance levels of integrity, there is the need to establish a framework of level playing field in the international efforts to combat such crimes.  

Concept and practice of level playing field.

· All the countries should be subject to identical regulations for identical activities, and they should be implemented at the same time, and in the event of non-compliance the consequences should be identical.

· Discussion of the topics to be carried out in the World Forum, including all the jurisdictions that could be affected by the project.

· Adequate consideration of the competitive aspects, such as reasonable degree of financial privacy.

· Adoption of regulations considering the degree of risk, thus balancing the restrictions for legal business with the harmful practices endeavouring to avoid.

Definition of Offshore Centres.

Offshore Centres or International Service Centres are countries, cities or jurisdictions that provide financial, legal and other services to foreigners or non-residents.  Tax heavens (TH) are countries or territories with low taxation or no taxation at all.  Some of the OC are also classified as TH.

Number and location of Offshore Centres.

There are some 60 OC around the word.  A small amount of them that represent the largest share of the world offshore businesses are located in rich countries but the majority are based in small countries and territories with a low economic development, where offshore services are a relevant part of their foreign income and economic output. 

Main services provide by Offshore Centres.

The main services provided by OC are personal and corporate banking services, offshore fund management and administration, trust and company administration, investment management and advice, accountant and legal services, and ship management.  Protection of confidentiality from undue interference is an important element in the demand for Offshore Services. 

Sources of potential abuse.

Value judgements about factors that might allow abuse of OC Centres for financial crimes are related to rigid bank secrecy, minimal or no identification requirements, easiness of confidential corporate formation and the lack of due diligence testing.  It is said that offshore Banks are routinely used to hide unsavoury practices from tax evasion, commodity fraud, embezzlement, and drugs. 

Usefulness of offshore services.

Argumentation in favour of OC Centres enumerates factors such as the increase in the level of economic activity, employment and welfare of hosting countries, protection of individual customers from erratic and arbitrary economic policies of Governments, and protection of individual savings from politically unstable, and insecure environment in their countries of origin.  It also allows for provision of financial services to individuals and corporations from Banks at a lower cost and higher rates of return than in home countries.

Offshore Centres in Latin America and the Caribbean.

Anguilla, Antigua, Aruba, Bahamas, Barbados, Belize, Cayman Islands,  Montserrat, Nevis, Netherlands Antilles,  Panama, St. Kitts, St. Lucia, St. Vincent and Grenadines, Turks and Caicos, Uruguay, Virgin Islands (British) and Virgin Islands (USA).

Measures adopted to improve integrity.

During the last years, Offshore Centres of Latin America and the Caribbean, as well as those of Europe, Asia, and the Pacific, have adopted a set a measures to prevent and control money laundering and finance of terrorism, and to provide tax information.  Those measures have as basic objectives:

· To adopt and comply with programmes and methods to prevent and control money laundering.

· Co-operate with authorities to prosecute criminals.

· Co-operate with authorities to forfeit assets of criminal origin.

· Co-operate with authorities to comply with request of information and other requirements from abroad.

· Demonstrate to authorities that compliance of due diligence regulations is being properly undertaken.

More specific measures adopted by all of the above mentioned Offshore Centres in relation to the prevention and control of money laundering are:

· Drugs money laundering as a crime.

· Money laundering crime beyond drugs.

· Record of large transactions in cash and monetary instruments. (1)

· Maintenance of record for a large period.

· Reports of suspicious transactions.

· Financial Intelligence Units (2).

· Illegal asset identification and forfeiture.

· Agreements for sharing forfeited assets. (3)

· International agreements with   Compliance agencies.

· Customs declaration of large sums of cash and monetary instruments. (4)

· Mutual Legal Assistance Treaties.

· Due diligence obligations to non- Bank institutions.

· “Safe harbour” for disclosure of suspicious transactions.

· Tax Information Exchange Agreements with U. S. A. (5)

· Commitment to transparency and tax information exchange with OECD made by “tax heavens”. (6)

· Adoption of Basle Banks regulations.

· Adherence to the Convention of Rome to combat terrorism.

(1) Excepting Antigua & Barbuda, Dominica, Granada, Montserrat, St. Lucia, St. Vincent & Grenadines, and Uruguay.

(2) Excepting Belize.

(3) Excepting Belize and St. Lucia.

(4) Excepting Aruba, Bermudas, St. Lucia, St. Vincent & Grenadines, and Uruguay.

(5) Excepting Anguilla, Aruba, Belize, Montserrat, Panama, St. Kitts and Nevis, and Uruguay.

(6) Barbados was exempted to make the Commitment.  Uruguay was not classified as tax heaven in the OECD’ 2000 Report.
Pressures against Offshore Centres.

	

	


OC in poor countries have become the target of rich countries and organisations created by them mostly in order to get information on money laundering and tax evasion from residents that their own authorities are not able to collect.  To some extent, those pressures tend to dismiss the fact that OC, at the same time that they are committed to the objectives of prevention and control mentioned below, they are also committed to balance the commercial goals of their institutions with the need of prevention and control, maintaining competitive standards for customers service, and protecting from unlawful interference, the funds and information supplied by customers to financial institutions. Organisations that apply such pressures try to justify them on the basis that OC are reluctant to enact standards to prevent financial crimes, especially those aimed for supplying information on criminal and tax matters.   Some OC also argue that targeting them is aimed towards reducing competition on international services, favouring rich countries through non- tariff barriers.  The relevant pressures and initiatives toward offshore services come from the USA Government, the United Nations Organisation (UNO), the Financial Action Task Force (FATF) and the Organisation for Economic Co-operation and Development (OECD).  A more fair encouragement for the adoption of standards is promoted by the Inter American Commission for the Control of Drugs Abuse (CICAD) by means or to promote Model Regulations and Mutual Evaluation Mechanisms (MEM), that provides evaluation achievements in the effort against money laundering based in the countries multilateral assessments.

The Financial Action Task Force.

In 2002, FATF unilaterally issued 25 Criteria for Non-Co operative Countries and Territories in an international effort against money laundering (NCCT), to be applied to those who- in accord with unilateral evaluation carried out by FATF- failed to comply with the FATF 40 Recommendations issued in 1990.  In June 2002, some of the countries that met the criteria for “non-co operative”, especially OC, whenever related to the lack of international supply of information, were placed in a list of the so-called “non co- operative countries and territories” (NCCT).  Not only was it harmful to the international image of the countries in the List, but FAFT also required members to instruct their financial systems, so as to put in practice “special measures of caution” in transactions with the financial systems of listed countries.  These special measures implied difficulties to carry out financial transactions with correspondent Banks, both in FATF and non-FATF members. Countries and territories of Latin America and the Caribbean placed in such list were Bahamas, Cayman Islands, Dominica, Grenada, Guatemala, Panama, St. Kitts and Nevis, and St. Vincent and Grenadines.  After satisfying requirements of legislation and implementation of measures, especially those related to improve their ability to exchange of information through more expedite means, all of them have been removed with exception of Guatemala. The FATF have carried on the blacklisting and removal of countries and territories from the list, with the operational support of regional bodies in Asia, the Caribbean, Europe and South America, but more participation in the process of evaluation has been currently undertaken by the International Monetary Fund.  Countries subjected to the NCCT  expressed their concerns on its unilateral and discriminative nature, the lack of transparency and due process, and even the way FATF bypassed its own regional bodies, such as the Caribbean Financial Action Task Force. 

The Organisation for Economic Co-operation and Development.

In 1998, OECD started the Programme to Counteract Harmful Tax Practices, establishing unilateral criteria on harmful tax competition.   The Forum created by OECD among members identified 35 “tax havens” that must make a commitment to eliminate harmful tax practices, otherwise they would be included in a list of “non co-operative tax heavens” and applied “co-ordinated defensive measures”, namely sanctions, by OECD member countries.   Pressure by the Bush Administration caused changes in the Programme at the middle of 2001, affecting the concerns on “ring fenced” and similar tax practices.  The original deadline for Tax Havens to reach a commitment with OECD was changed from 31 October 2001 to 28 February 2002. From February 2002 onward countries rushed to get committed on transparency and effective exchange of information with OECD before the deadline, so that sanctions could be avoided.  The legislation to implement the commitment must be ready no later than by the end of the year 2005.  A list of “Non co-operative Tax Havens” was issued at the middle of April 2002 and   “defensive counter measures” (sanctions) were to be applied from April 2003 onward.  There has been a strong argumentation from the “committed countries” and jurisdictions towards a level playing field in the process in order to get uniform and fair compliance from the part of OECD countries and non- OECD´ countries.  Committed OC and other countries and jurisdictions have created and joined the International Trade and Investment Organisation (ITIO) as a vehicle to present their concerns on the lack of level playing field to OECD.

Improvement of integrity standards by Panama.

Panama is a country of 75,000 square kilometres, 3.3 million population, 11 thousand million dollars of annual GDP and a large proportion of output, and foreign income obtained by international financial, legal, commercial and transportation services.  Since 1986, Panama has established a legal and operational infrastructure to combat money laundering. The Financial Analysis Unit, established in 1995, was the first in Latin America and the Caribbean.  Information Exchange, regarding money laundering and other crimes with foreign countries has been carried out through rogative letters, exchanges between authorities based in the Vienna Convention and MLAT.  The relative amount of information supplied to requesting countries is greater than that received from requested countries.  In the year 2000, Panama enacted new legislation to expand the list of predicate offences for money laundering, the activities committed to due diligence obligations and to allow the direct exchange of information between the Financial Analysis Unit and similar organisations around the world.

Activities carried out in Panama either by Panamanians or non-residents have a taxation rate of 30-35%, therefore Panama is not a tax haven.   It is possible to exchange tax fraud information and other tax crimes, if authorised by a Judge.   Based in the model set up by OECD, several countries have started to apply discriminatory measures against international financial services provided by Panama. 

On April 2002, Panama reached a commitment with the OECD on the principles of transparency and tax information exchange, on the condition that those principles will be applied following the rules of level playing field.  As a matter of fact, exchange of fiscal information is not worth to Panama because, having a territorial taxation system, the country does not require information on incomes and other sources of foreign income from residents in Panama.

As it could be seen, the response to the policy of  “name, blame and shame” and to the pressure from FATF, OECD and other sources has been to honour and enhance the commitment for international co-operation, no matter how arbitrarily and discriminative the country has been subjected of those pressures, and despite the potential damage to competitive international legitimate services provided by Panama.  

In summary, Panama is a well regulated OC that has adopted legislation to combat money laundering, public corruption, terrorism and finance of terrorism, and is compromised to exchange information on fiscal matters provided a level playing field could be widely established.  

The need for a level playing field.

Continuous and fluid international co-operation against money laundering, tax crimes and other offences must be a priority for nations to enhance global levels of integrity, as well as the fight against poverty and ignorance. Powerful countries must improve their own collection of information on residents. The common effort toward integrity and fair international co-operation should respect laws of every country, and their right to carry out activities that provides for the needs of the population. Policies of "name, blame and shame" do not yield good results in the long run. Real dialogue should provide for a level playing field amongst bilateral or multilateral parties. 

A fair approach in the adoption of measures.

Therefore, the right context for the adoption of measures to avoid the criminal abuse in financial services, allows countries and institutions to comply with legislation and regulations, making feasible fair international co-operation, protecting competitiveness in financial services and not hurting the economy of legitimate service- providers countries is not “name, blame and shame”.  A fair process must be based on:

· Assessment of the vulnerability of the country to the abuse of its financial, commercial and professional services by criminals.

· Identification of financial, commercial and professional practices that contribute to such degree of vulnerability to abuse.

· Inventory of legislation and regulation already adopted by the country in order to avoid the risk of abuse of service by criminals and the forfeiture of illegal assets.

· Inventory of the indirect availability of legislation and regulation as a result of due diligence standards imposed to other activities.

· Review of the patterns of implementation of measures against those abuses undertaken by countries that are the source of pressure to other countries for the adoption of standards.

· Assessment on how effective those measures have been in terms of prevention and control of crimes,  forfeiture of illegal assets and international exchange of information.

· Evaluation of exigencies of FATF, OECD, IMF and other foreign governments and organisations aimed at the adoption of new standards unilaterally elaborated by them and subject to their unilateral supervision.

· Possibility to join efforts with countries that are subjected to the same pressures.

· Possibility to adopt retaliation countermeasures in the event that sanctions are to be imposed.

· Possibility to ask for economic compensation in the event of unilateral supply of information.

· Study of the effects of the adoption of new standards or measures on:

· International image of the country.

· Relationship between service providers with customers and authorities.

· Practical aspects and cost of implementing new standards.

· Possible mechanisms of regulation and self-regulation.     

· International uniformity in the adoption of standards.

· Competitiveness of services compared with the supply by other countries. 

· Fair international treatment and competition due to the adoption of standards.

Finally, this approach to evaluate the adoption of new standards to combat financial crimes, either under pressure or not, is more feasible to be successfully developed by countries having  political will, technical ability and moral integrity.

Bibliography.

1. Organisation for Economic Co- operation and Development, THE HARMFUL TAX COMPETITION: A GLOBAL ISSUE, Paris 1998.

2. Alba, Ricardo M., INTERNATIONAL INITIATIVES TO TACKLE OFFSHORE ACTIVITIES AND MONEY LAUNDERING, Friedrich Ebert Foundation Conference on Money Laundering and Tax Heavens, New York, July 2002.

3. International Tax and Investment Organisation, TOWARDS A LEVEL PLAYING FIELD, London, September 2002.

4. Financial Action Task Force, REPORT ON NON- COOPERATIVE COUNTRIES AND TERRITORIES, Paris, June 2003.

5. Morgan, Eduardo, Letter to Gene E. Bigler- USA Embassy, Panama, June 2003.

6. Sharman, J. C., POLITICAL STRATEGIES TO PROTECT SMALL STATES´ INTERESTS IN GLOBAL REGULATORY REFORM.  ITIO/ Commonwealth Secretariat One- Day Workshop, London, June 2003.

Confidence

Bill Witherell

Director, Financial, Fiscal and Enterprise Affaires, OECD

at the

21st Cambridge International Symposium on Economic Crime

Cambridge, U.K., September 8, 2003 

I. Introduction


It is indeed a pleasure to return to this international symposium and report on some of the activities of the OECD  that have the objective of  strengthening the integrity of our financial system and restoring investor confidence, two prerequisites for more stable markets.  This year at their annual meeting OECD Ministers identified confidence and trust in the institutions of governance and the marketplace as being of fundamental importance for economic growth. 


Economic crimes and other forms of financial abuse undermine the stability and integrity of the financial system and, as we have experienced, can severely erode confidence.  The increased interactions of economies and markets and advances in communications and technologies have raised new challenges for officials combating financial crime and have underlined the necessity of increased international cooperation. The integrated nature of the international financial system forces us to see such economic crimes as money laundering, bribery and corruption, tax evasion, and financial fraud  as a series of interlinked issues. 


The OECD is one of the international institutions its 30 member governments
 are using to address such challenges. This morning Claes Norgren reported on the efforts of the Financial Action Task Force
 to combat money laundering and terrorist financing.  This will permit me to limit my remarks to two other important areas of OECD’s work, namely those addressing harmful tax practices, weaknesses in corporate governance. 

II. Harmful Tax Practices


I will not go into the specifics of the OECD's harmful tax practices initiative.  I know that this project is of interest to many of you, and I would encourage you to attend the parallel plenary workshop on this topic, Workshop IV, on Friday evening.  Today I would like to touch upon some general themes.


The integrity of the financial system depends on its not being used for illicit purposes, including tax evasion.  At its most basic level, the OECD's harmful tax practices project is about promoting practices that discourage the use of financial centres for illicit purposes.  In this respect, it pursues many of the same objectives as the independent projects that the FATF, FSF and IMF are pursuing.  This should not be particularly surprising since the means of hiding illicit activities are generally the same regardless of whether the purpose is to evade tax obligations, cover up the proceeds of crime, or escape regulatory oversight.  For example, money launderers seek to transform illegally earned income into legal income, while tax evaders seek to conceal income, whether legally or illegally earned, from detection and collection by tax authorities.   The success of both activities depends in large part on the ability to hide the financial trail of the income.  To do this, both money launderers and tax evaders often rely on the use of countries whose laws permit entities that provide anonymity for the true owner of the income and provide strict confidentiality requirements for commercial and financial matters.   In addition, money launderers and tax evaders use similar types of methodologies to conceal the financial audit trail. 


Like the FATF, FSF and IMF, the OECD through the harmful tax practices project seeks to promote transparency and cross-border co-operation between governments:  in other words, the same principles of good governance that underlie a sound financial system in a globalised economy.  The OECD's project seeks to ensure that financial centres have reliable information regarding the activities of taxpayers, that they are able to access that information in a timely manner, and that they are able to exchange that information effectively.  At the same time, it also seeks to ensure that taxpayers' rights are safeguarded:  For example, the project does not condone "fishing expeditions" as a way of finding tax evaders.


The OECD is pursuing its goals through a process that emphasises co-operation with non-OECD economies.  To date, there are 32 offshore financial centres that have joined the OECD's efforts in pursuing the goal of establishing internationally accepted standards for transparency and effective exchange of information.  In fact, the OECD and the 32 offshore financial centres refer to themselves as ”participating partners” in this process.  The co-operation has taken various forms.  For example, several OECD member countries and offshore centres have developed a model “Agreement on Effective Exchange of Information on Tax Matters”.  In addition, OECD member countries and their non-OECD participating partners are working together to develop standards that will cover the type of information that countries should have available and should be able to exchange when a request for information is made.


While we have been successful in developing a partnership between OECD and non-OECD countries, challenges do remain.  The most important is working together to achieve a "level playing field" among financial centres.  Governments have an obvious interest in not being put at a commercial disadvantage by having to adopt standards and timelines for transparency and effective exchange of information that are more onerous than apply to financial centres generally. There will be a Global Taxation Forum meeting involving the OECD and non-OECD participating partners in October to discuss this issue.  


I am confident that the best means for achieving a level playing field is for OECD and non-OECD countries to work together to find a way forward that is fair to all financial centres while upholding sound policies that do not encourage tax evasion or undermine the financial system.

II.  Towards more robust corporate governance


The sharp deterioration in financial markets during the past several years and a spate of major corporate governance failures led not only to a massive destruction of financial wealth but also nurtured public distrust in market integrity and highlighted systemic weaknesses in certain market functions.  Responding to these weaknesses and restoring public confidence continues to be major challenge for financial institutions, policy-makers and regulators. In light of the severity of the shocks that have hit investors, bringing back confidence will be a lengthy process, requiring sustained determination on the part of the authorities.


With hindsight, it is clear that the abuses and misconduct that culminated in the 2000 bubble reflected misalignments of incentives and failures of key checks and balances that were allowed to develop.  Management was able to manipulate boards of directors, audit procedures and remuneration policies as well as to provide incomplete or deceptive information.  Market participants, financial institutions and services providers, instead of upholding high standards, tolerated deceptive practices.  The solution is to identify where skewed incentives developed and to introduce appropriate remedies.  In restoring confidence, a major challenge will be to find the right blend of measures to be taken by the private sector and by the authorities.  


 I believe that we can all agree that legislators and regulators in most jurisdictions have reacted swiftly to recent cases of market failure and corporate misconduct. They have also become increasingly aware that in today’s global financial markets, public trust and perception can be affected by events beyond their national borders. And in the case of Sarbanes-Oxley they have come to realize that regulatory counter-measures also may have extraterritorial consequences. This has highlighted the need for close multilateral co-ordination. 


The OECD Member countries have decided to work together to review and revise the OECD Principles of Corporate Governance issued in 1999. As you may know, these Principles form part of the Financial Stability Forum’s twelve key standards and are widely seen as the international norm in corporate governance. The Review of the Principles is now well under way.  The ultimate responsibility for the Review,  of course, rests with the OECD governments.  But the work is being carried out through an inclusive process that will engage a multitude of private and public sector interests and non-OECD as well as OECD officials and regulators.  This is important to maintain the future relevance, broad use and global acceptance of the Principles. 

 
It would be premature to attempt to predict the final outcome of the Review process, which is scheduled to be completed and presented to Ministers in May 2004. But it is interesting to take note of those governance issues that have been most prominent in the OECD review discussions thus far and in the regional Roundtable dialogues with emerging and transition economies. There are four aspects I want to take up here.

a. The rights and responsibilities of institutional investors 


Institutional investors, i.e. insurance companies, pension funds, mutual funds and other collective investment schemes, have become the main players in the capital market. They are the major owners of corporate equity.  Over the past few years, OECD countries have taken positive measures to strengthen the legal and regulatory frameworks for institutional savings, partly to advance the policy objective of relying increasingly on the capital market for retirement income.  As agents of the final owners of capital, it is ultimately the responsibility of institutional investors to create an investment climate conducive to transparent long term investment.  Yet typically, institutional investors play a limited role in corporate governance.  The issue is not always to add to their already established rights as shareholders. The problem is that they do not make use of them. This is partly due to a lack of proper incentives and sometimes due to restrictions on their ability to set aside sufficient resources to carry out key ownership functions in an informed way. Many analysts believe that the lack of vigilance on the part of institutions enabled corporate management to engage in the abuses that surfaced after 2000. 


A consensus is emerging on the importance of the function of institutional investors as “delegated monitors” of management.  There is a lively debate among investors as to how best to make institutions act as effective monitors of management. Ways should be explored to encourage them to enhance the effectiveness of this function and to be more accountable for it.  However, in some countries the trend is also turning to increasing the benefits of voting: more binding resolutions and greater ease in bringing resolutions against management. The revised Principles are not likely to mandate institutional investors to vote but they may very well suggest that those who act as fiduciaries should disclose their voting policies. And if they do, it would also be natural to ask that they disclose how they, in practice, will implement these policies; for example what resources will they set aside to carry out their ownership functions. The OECD is developing new guidelines for the governance of institutional investors and analysing risk management systems. [ Matters to be addressed include adequate financial risk management techniques and their disclosure, compliance and accountability towards their stakeholders, whistle-blowing functions of internal and external monitoring agents, fit and proper tests and the special consideration for the non-corporate nature of most institutional investors.]


b. The integrity of the internal and external financial reporting process


This is at the very core of the present debate, which is not so much about “what” should be disclosed but rather what the process of disclosure should look like. Today, the Principles have quite a lot on the former but are more silent on the latter. While they state the obvious need for an independent external audit, received practices and standards are under severe scrutiny.  The very point of departure for assessing the quality of the financial reporting process is the possible existence of “conflicts of interest” among those involved in preparing, validating and disseminating financial information. This includes everyone from internal auditors, executive officers, board members, external auditors, analysts, rating agencies, etc. In defining their respective roles and responsibilities, their incentives and inherent conflicts of interest should be the guiding star. We welcome, in this respect, the results of IOSCO’s recent work to develop principles covering audit independence and oversight.

c. The role of the board 


In the new, more robust corporate governance regime which appears to be the objective of current policy trends, the board of directors will have to play a greater role in ensuring the integrity of management and indeed also its own integrity.  To do this they will need to monitor more closely conflicts of interest and to align the incentive structures, such as the compensation packages of management, better with the interest of the company and its shareholders. This should not mean an end to compensation packages weighted towards equity. Rather, such packages will need to pay closer consideration to the connection with actual management performance. In a number of jurisdictions, codes and principles have tightened the disclosure of compensation arrangements and in some the annual general meeting can even approve arrangements. 


It is worth recalling that the OECD Principles call for the board to be able to exercise objective judgement independent of management and for non-executive directors capable of exercising independent judgement to be assigned to tasks where there is a potential for conflict of interest.  In a number of jurisdictions the question why or how directors will improve the oversight of management is being answered with a call for greater oversight and pressure by owners.  It is also notable that the ethical environment of the company has taken on new importance as attention has shifted to how the Principles can be implemented. Observing ethical standards such as embodied in the OECD Guidelines for Multinational Enterprises and the Anti-bribery Convention is widely regarded as an important function of the board. In a number of countries, companies are also encouraged to create their own codes of conduct    

d. Implementation and enforcement


There has been discussion on the possibility of adding an additional sixth chapter to the Principles (or a special section of the preamble) that deals with the legal and regulatory pre-conditions for good corporate governance. This is a broad issue that has two main aspects. The first one derives from our experiences from non-OECD countries where the efficiency and capacity of regulators and courts typically need to be improved. All of the  OECD-World Bank Regional Corporate Governance Roundtables have recognized this, together with the need to establish clear lines of responsibility between different authorities. 


The second main aspect is the classical debate about mandatory rules and self-regulation. And while the jury is still out with respect to certain domains, it seems as if the burden of proof in many areas has shifted from those who advocate regulatory oversight to those who prefer self-regulation. Consistency and clarity in the institutional framework are other aspects that may be covered along with a call for a functional division of responsibilities between different supervisory authorities. 


Market disciplines should be strengthened since they form the most effective continuing discipline on management. This would include not only stronger creditor rights, and in some jurisdictions a less forgiving banking system, but also a greater role for a market in managerial control. In all too many jurisdictions the market in corporate control remains highly restricted thereby serving to shelter management.  The ownership function should be strengthened as much as possible so as to discipline management. It is in fact surprising just how little formal power shareholders possess. It, therefore, is hardly surprising that management has set its own agenda. Finally, to avoid over-regulation and unintentional consequences, it has also been suggested that policy makers should advance their understanding and capacity to assess of the regulatory impact of their actions. 

IV. Concluding remarks


To rebuild confidence on a lasting basis, market participants, supervisors and policymakers will have to join forces to develop a better framework for financial market integrity and transparency while avoiding overregulation. In this context, reliance on surveillance and sanctions will need to be supplemented by sounder incentive structures towards better governance, risk management, disclosure and education.  At the end of the day, restoring public confidence in financial institutions and markets will be key in enabling them to perform efficiently again their allocative and monitoring functions – which are indispensable for the resumption of sustained growth in the future.

� The views expressed in these remarks in no way commit the OECD or its Member countries.


� The 30 OECD Members are the following: Australia, Austria, Belgium, Canada, Czech Republic, Denmark, Finland, France, Germany, Greece, Hungary, Iceland, Ireland, Italy, Japan, Korea, Luxembourg, Mexico, Norway, New Zealand, Netherlands, Poland, Portugal, Slovak Republic, Spain, Sweden, Switzerland, Turkey, United Kingdom, United States.


� The Financial Action Task Force is a separate organisation whose Secretariat is housed at the OECD.


� “Principles of Auditor Independence and the Role of Corporate Governance in Monitoring and Auditor’s    Independence” and “Principles of Auditor Oversight”, IOSCO, October 2002.
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